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With the discussion in RAN2 #125bis, we have achieved some agreements on the general part of A-IoT.
1 Unless explicitly stated all agreements apply to all device types and for both topologies.  
2 From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2.  
3 RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS
4 Baseline procedure:
Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
Step C: The device may perform the data communication with the reader as needed,: Details FFS
5 We will study the support of both “inventory” and “command” in the same procedure.  
6 FFS if Initial Trigger Message can also include “command”.  
RAN2 will continue the study of ambient IoT assuming no support of AS security until SA3 provides further input.   
In this contribution, we will further discuss the general issue in A-IoT.
Discussion
Definition of inventory and command
In last RAN2 meeting, two use cases, “inventory” and “command” are supported for A-IoT. The definition needs to be further discussed. 
From RAN2 perspective, within an inventory procedure, the core network sends an inventory message to reader to trigger it to inventory a group of Ambient IoT Devices by broadcasting a partial/full/no Ambient IoT Device Identifier. The Ambient IoT Devices matching the broadcasted message will perform random access responding to the broadcast message, where the CBRA/CFRA and 2/4 step RA can be used. 
Proposal 1: Inventory is used for network to trigger a group of Ambient IoT Device to response device information by including a partial/full/no Ambient IoT Device Identifier in A-IoT message. 
A very common situation is that the network initiates the inventory firstly, and after the network finishes inventory, it initiates the command on demand. Another case is that the reader receives the command message only from the core network without preceding inventory message before. The device ID in the command can be transparent to the reader or not, waiting for further discussion. From the reader perspective, the command message can be trustworthy. The devices can respond the command without considering the security of unknown reader. The command only procedure can be guaranteed by the end-to-end NAS security authentication that establishment with the previous inventory procedure. The command message can be sent follow the inventory message in the same procedure, as step C. Command message can also be sent by the reader as the initial message, as step A, with a work assumption that the end-to-end protection of Commands and Command Results are assumed to be addressed by SA3.
Proposal 2: RAN2 assumes the end-to-end protection of Commands and Command Results are addressed by SA3 and SA2 via NAS security.
Proposal 3: Command message can be included in A-IoT paging message, and RAN2 supports command only procedure. 
Within a command procedure, the core network sends a command message to reader, e.g. read, write or disable. The reader sends the command message to the A-IoT Devices identified by the Device IDs (partial, full, no) to perform read or write instructions. The Ambient IoT Devices identified by the device IDs will response the reader with command result, which may include an optional acknowledgement and optional data. For the command message sent following an inventory message, access procedure is not needed. The command can be considered as data transmission. For the command only case, CBRA/CFRA and 2/4 step RA can be triggered by network broadcasting a partial/full/no Ambient IoT Device Identifier.
Proposal 4: Command is used for network to read, write or disable Ambient IoT Devices. 
· For the command message sent following inventory message, access procedure is not needed. The command can be considered as data transmission.
· For the command only case, the paging message may include partial/full/no Ambient IoT Device Identifier, and CBRA/CFRA can be triggered. 
Random access general 
Both contention-based access (CBRA) and contention free access (CFRA) procedure are supported for A-IoT, and the RAN2 agreed to study the benefits and solution of both 2-step RA and 4-step RA. 
With the discussion on the definition of inventory procedure and command procedure, we understand that for both inventory and command, the reader can identify and/or find the device without contention resolution procedure, e.g., only one target device has been identified before the reader perform inventory or command, or the device IDs or equivalents for target devices is known to the reader with related access resources. That is to say, the CFRA can be used for both inventory and command if only one target device, or device ID or equivalents for target devices is known to the reader with related access resources. For the remaining cases, e.g., the access resources have not be allocated to the devices, CBRA can be applied. 
Proposal 5-1: CFRA can be applied for inventory only, command only, both inventory and command in same procedure, if only one target device, or device ID or equivalents for target devices is known to the reader with dedicated access resources allocation. 
Proposal 5-2: CBRA can be applied for inventory only, command only, both inventory and command in same procedure, if more than one target device and no dedicated access resources are available.
For inventory procedure, the device can respond the inventory message with temporary identity (e.g. RN16) and/or device ID (e.g. EPC ID). In RFID, maximum length of EPC ID can be 256 bits which is much longer than that of RN16 with 16 bits. For ambient IoT, the temporary ID can slao be considered to be shorter than the device ID to support the faster detection of the transmission collision for reader. From the device perspective, it can send the temporary ID to reader as Msg 1 and send the device ID in Msg 3 if it receives the acknowledgement of Msg 1. Comparing sending the device ID directly, it can be more reliability. Especially for the contention-based access, the device ID can be sent when the device has already escaped from the contention and obtained the access resource.  
Observation 1：Temporary device ID (e.g. RN16) is shorter than device ID and can be successfully identified more likely by network.
For the device, it can be informed the RA type based on the content of RA trigger message (A-IoT paging message). For example, the shared or dedicated RA resource, device ID information as implicit indicators or RA type indicator as explicit indicator. If the RA type is decided by the device instead of reader, the reader can not decide the next behavior, e.g. to respond with acknowledgment if temporary device is received in Msg1 during 4-step RA, or forward the data if device ID is received in Msg1 during 2-step RA. In conclusion, RA type is decided and indicated by reader implicit or explicit.
Proposal 6: RA type is decided and indicated by reader, the following implicit or explicit solution can be further discussed.
· Implicit solution: A-IoT device obtain the RA type with the parameters in A-IoT paging.
· Explicit solution: an indicator in A-IoT paging.
As we discussed in A-IoT paging paper [2], the A-IoT paging message contains the access resource for device. The access resource can be shared among the target devices or dedicated for each device, no matter the network has the complete and accurate information, e.g. the number of the device and Q or some inaccurate information, e.g., length of mask ID etc.
Observation 2: How to allocate access resource for A-IoT device is gNB implementation.	
With the parameters in the A-IoT paging, e.g. the number of the device, Q or length of mask ID etc, and the indicator of RA type as in explicit solution, the device can be informed the RA type. If the Q is included in the A-IoT paging, we can assume network configure with shared RA resource; if specific resource is configured for each device ID, we can assume network configure with dedicated RA resource; if NO explicit access resource is indicated in A-IoT message, as we proposed in paging paper [2]. When Q equal to 1, we can also consider it is dedicated resource. Generally, both 2-step RA and 4-step RA can be addressed to inventory and command. The corresponding details of RA types and information of A-IoT as shown in Table.1.
	Case
	Number of A-IoT Device
	A-IoT Device ID
	RA resource
	RA Type 

	Inventory only, inventory +command 
	One
	Yes, with device ID
	Dedicated or No indicated
	2-step CFRA

	
	One
	No
	Dedicated or No indicated
	2-step CFRA

	
	More than one
	No, with mask ID (group)
	shared
	2-step CBRA or 4-step CBRA

	
	More than one
	Yes, with device ID
	Dedicated
	2-step CFRA

	
	More than one
	Yes, with device ID
	Shared
	2-step CBRA or 4-step CBRA

	Command only
	One
	Yes, with device ID
	Dedicated or shared
	2-step CFRA

	
	One
	No
	Dedicated or shared
	2-step CFRA

	
	More than one
	No, with mask ID (group)
	shared
	2-step CBRA or 4-step CBRA

	
	More than one
	Yes, with device ID
	Dedicated
	2-step CFRA

	
	More than one
	Yes, with device ID
	shared
	2-step CBRA or 4-step CBRA


Table 1: Random access types for A-IoT
Proposal 7: RAN2 discuss RA types for devices under different A-IoT paging content, and the Table.1 can be taken as starting point.
Visibility to network/reader
As we discussed above, the inventory only, command only, inventory and command in same procedure can all be supported for A-IoT, where CBRA/CFRA and 2/4-step RA can be applicated. Random access is fully controlled by network. It is the network to allocate RA resource to devices, and also intends to receive the respond from the devices to complete the RA process during the inventory and command procedure. Comparing with the end-to-end inventory or command procedure from CN to device, the reader control the RA procedure can reduce the interaction frequency between CN and device. For example, if the reader can not distinguish between inventory and command, it has to forwarding all messages or data to CN. The message or data can be a temporary device ID RN16 or acknowledge for write command. Such end-to-end interactions between CN and UE bring too much latency. The devices require more active time to wait for the possible subsequent message. The reader at least needs to understand the type of type of the message from CN, e.g. inventory or commands.
Observation 3: From the network’s perspective, it could be reasonable and beneficial to obtain the type of the message from CN, e.g. inventory or commands.
[bookmark: OLE_LINK1]Proposal 8: RAN2 assumes that the A-IoT message type is visible to gNB, i.e., gNB is aware of inventory, read or write.
Furthermore, the gNB should make decisions on RA type handle the procedure feasibly and effectively with some assistant information from the message. For example, if only one target device is wating for inventory, the reader can trigger the CFRA; if the device IDs are contained in the message from the CN, the reader can allocate the access resource to each device to trigger 2-step RA. So, some parameters from CN is necessary for gNB, e.g. the number of devices. As to the Q or mask ID, we understand it can be also generated in RAN, because them are only used as access which is always under gNB control. If the Q value and mask ID/device ID are sent by the CN, they should be visible to gNB to contain in A-IoT paging message. If the Q value is not sent by CN, network can generate Q value based on number of devices. As to how to obtain the number of devices in gNB side, we can further discuss on that. 
Proposal 9: If the Q value and mask ID/device ID are sent by CN, they should be visible to gNB to contain in A-IoT paging message.
Proposal 10: If the Q value is not sent by CN, network can generate Q value based on number of devices. FFS how to obtain the number of devices in gNB.
Asynchronous system
As mentioned in the SID [1], for the device types in R19, the initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The value of X is still under analysis of RAN1 and the possible value of X can be 5 or 4. Considering the preliminary progress of RAN1, it is unsuitable to have time domain slot alignment for A-IoT devices. The legacy timing of transmission cannot be reused in A-IoT system, which is based on low timing accuracy. The A-IoT interface between the device and reader shall be an asynchronous system.
Proposal 11: RAN2 assume A-IoT is an asynchronous system. 
General procedure
The procedure may include 1) inventory only, 2) inventory and command in same procedure, 3) command only. In this section, all above three procedures are analyzed. 
1) Inventory only 
The inventory only procedure is triggered by CN, while note that the A-IoT paging content sent from CN is in RNA3 scope. After receiving the A-IoT paging, each Ambient IoT device firstly check the triggering cause (e.g. inventory, read, write, etc.) and determine whether the A-IoT paging is targeted to it. If the trigger cause is inventory and the A-IoT paging is targeted to it, the Ambient IoT device select RA resources from shared RA resources or use the dedicated RA resources directly based on the identifier contained in A-IoT paging and conduct random access procedure. With the dedicated RA resource, an Ambient IoT device can conduct a contention-free random access procedure. While for the Ambient IoT device which is indicated to select RA resource from shared ones, only contention-based random access procedure can be conducted. A brief illustration of an “inventory only” procedure can be given in Fig. 1.


Figure 1: Illustration of an “inventory only” procedure
1. The gNB-reader receives an A-IoT paging (inventory) from CN.
2. The gNB-reader transmits an A-IoT paging (inventory).
3. The target A-IoT device conducts contention-based/contention-free random access.
4. The gNB-reader transmits the device ID(s) to CN.
Note: Step 1 should be discssed and determined in RAN3.

2) Inventory+command
In this case, both inventory and command are in same procedure. To be specific, after receiving the A-IoT paging, the behavior of A-IoT device is same as the description in “inventory only” procedure. After at least one A-IoT devices is identified, a command is transmitted to the identified A-IoT device(s). Since the target A-IoT device(s) has already been identified, the dedicated RA resources can be allocated to it/them to improve the efficiency of procedure. Although shared RA resources are also possible, we have not found any benefits if doing so. To this end, the target A-IoT device can sent the response with dedicated RA resources. While, whether the command to an A-IoT device is right after the successfully inventory of it needs further discussion. For example after inventorying a certain number of A-IoT devices, the gNB-reader starts transmitting command(s) and target A-IoT device transmits the command result. In summary, a brief illustration of an “inventory+command” procedure can be given in Fig. 2. Note that step 1, 4 and 5 are in RAN3 scope.


Figure 2: Illustration of an “inventory+command” procedure
1. The gNB-reader receives an A-IoT paging (inventory) from CN.
2. The gNB-reader transmits an A-IoT paging (inventory) to A-IoT device.
3. The target A-IoT device conducts contention-based/contention-free random access.
4. The gNB-reader transmits the collected A-IoT device ID/a list of A-IoT device IDs to CN.
5. The gNB-reader receives a command from CN.
6. The gNB-reader transmits a command.
7. The target A-IoT device transmits the command result.
8. The reader transmits the command result to CN.

Note: Step 1, 4 and 5 should be discussed and determined in RAN3.
3) Command only
The command only procedure is triggered by CN. After receiving the A-IoT paging, each Ambient IoT device firstly check the triggering cause and determine whether the A-IoT paging is targeted to it. If the triggering cause is certain command (e.g. read, write, disable, etc.) and the A-IoT paging is targeted to it, the Ambient IoT device select RA resources from shared RA resources or use the dedicated D2R resources directly based on the identifier contained in A-IoT paging. If dedicated RA resources is allocated, the A-IoT device(s) can transmit the command result directly, while whether temporary ID or device ID should also be transmitted needs further discussion, shown in Fig. 4. If only shared RA resources is indicated, the A-IoT device(s) conduct random process, shown in Fig.3. Note that step 1 is in RAN3 scope.


Figure 3: Illlustration of a “command only” procedure
1. The gNB-reader receives an A-IoT paging (command) from CN.
2. The gNB-reader transmits an A-IoT paging (command) to A-IoT device.
3. The target A-IoT device conducts contention-based/contention-free random access.
4. The gNB-reader transmits the command result to CN.
Note: Step 1 should be discussed and determined in RAN3.

Proposal 12: Capture the above procedures in the TR as Annex.
Conclusion 
According to the above discussion, the following observations and proposals are given:
Observation 1：Temporary device ID (e.g. RN16) is shorter than device ID and can be successfully identified more likely by network.
Observation 2: How to allocate access resource for A-IoT device is gNB implementation.
Observation 3: From the network’s perspective, it could be reasonable and beneficial to obtain the type of the message from CN, e.g. inventory or commands.

Proposal 1: Inventory is used for network to trigger a group of Ambient IoT Device to response device information by including a partial/full/no Ambient IoT Device Identifier in A-IoT message. 
Proposal 2: RAN2 assumes the end-to-end protection of Commands and Command Results are addressed by SA3 and SA2 via NAS security.
Proposal 3: Command message can be included in A-IoT paging message, and RAN2 supports command only procedure. 
Proposal 4: Command is used for network to read, write or disable Ambient IoT Devices. 
· For the command message sent following inventory message, access procedure is not needed. The command can be considered as data transmission.
· For the command only case, the paging message may include partial/full/no Ambient IoT Device Identifier, and CBRA/CFRA can be triggered. 
Proposal 5-1: CFRA can be applied for inventory only, command only, both inventory and command in same procedure, if only one target device, or device ID or equivalents for target devices is known to the reader with dedicated access resources allocation. 
Proposal 5-2: CBRA can be applied for inventory only, command only, both inventory and command in same procedure, if more than one target device and no dedicated access resources are available.
Proposal 6: RA type is decided and indicated by reader, the following implicit or explicit solution can be further discussed.
· Implicit solution: A-IoT device obtain the RA type with the parameters in A-IoT paging.
· Explicit solution: an indicator in A-IoT paging.
Proposal 7: RAN2 discuss RA types for devices under different A-IoT paging content, and the Table.1 can be taken as starting point.
	Case
	Number of A-IoT Device
	A-IoT Device ID
	RA resource
	RA Type 

	Inventory only, inventory +command 
	One
	Yes, with device ID
	Dedicated or No indicated
	2-step CFRA

	
	One
	No
	Dedicated or No indicated
	2-step CFRA

	
	More than one
	No, with mask ID (group)
	shared
	2-step CBRA or 4-step CBRA

	
	More than one
	Yes, with device ID
	Dedicated
	2-step CFRA

	
	More than one
	Yes, with device ID
	Shared
	2-step CBRA or 4-step CBRA

	Command only
	One
	Yes, with device ID
	Dedicated or shared
	2-step CFRA

	
	One
	No
	Dedicated or shared
	2-step CFRA

	
	More than one
	No, with mask ID (group)
	shared
	2-step CBRA or 4-step CBRA

	
	More than one
	Yes, with device ID
	Dedicated
	2-step CFRA

	
	More than one
	Yes, with device ID
	shared
	2-step CBRA or 4-step CBRA


Table 1: Random access types for A-IoT
Proposal 8: RAN2 assumes that the A-IoT message type is visible to gNB, i.e., gNB is aware of inventory, read or write.
Proposal 9: If the Q value and mask ID/device ID are sent by CN, they should be visible to gNB to contain in A-IoT paging message.
Proposal 10: If the Q value is not sent by CN, network can generate Q value based on number of devices. FFS how to obtain the number of devices in gNB.
Proposal 11: RAN2 assume A-IoT is an asynchronous system. 
Proposal 12: Capture the above procedures in the TR as Annex.
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Annex: TP for the general proceure
6.2.1	General procedure
Editor’s Note: This sub-clause is to capture the AS layer general procedure (including the flowchart and operation steps) over Ambient IoT Uu interface, to support the inventory and command use cases.
When only inventory is transmitted, the following procedure is conducted:


Figure 6.2.1-1: Illustration of an “inventory only” procedure
1. The gNB-reader receives an A-IoT paging (inventory) from CN.
2. The gNB-reader transmits an A-IoT paging (inventory) to A-IoT device.
3. [bookmark: _Hlk166254132]The target A-IoT device conducts contention-based/contention-free random access.
4. The gNB-reader transmits the device ID(s) to CN.

Note: Step 1 should be discussed and determined in RAN3.

When inventory and command in the same procedure, the following procedure is conducted:


Figure 6.2.1-2: Illustration of an “inventory+command” procedure
1. The gNB-reader receives an A-IoT paging (inventory) from CN.
2. The gNB-reader transmits an A-IoT paging (inventory) to A-IoT device.
3. The target A-IoT device conducts contention-based/contention-free random access.
4. The gNB-reader transmits the collected A-IoT device ID/a list of A-IoT device IDs to CN.
5. The gNB-reader receives a command from CN.
6. The gNB-reader transmits the command message to target device.
7. The targe A-IoT device transmits the command result to gNB-reader.
8. The gNB-reader transmits a command result to CN.

Note: Step 1, 4 and 5 should be discussed and determined in RAN3.

When only command is transmitted to specific Ambient IoT device(s), the following procedure is conducted:



Figure 4: Illustration of a “command only” procedure

1. The gNB-reader receives an A-IoT paging (command) from CN.
2. The gNB-reader transmits an A-IoT paging (command) to A-IoT device.
3. The target A-IoT device conducts contention-based/contention-free random access.
4. The gNB-reader transmits a command result to CN.

Note: Step 1 should be discussed and determined in RAN3.
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