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Introduction	
In RAN2#125bis meeting, some progress are made for A-IoT paging as following:
	Agreements
1.Legacy paging message for device will not be supported.  
2.Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
3.RAN2 assumes that the device will not support tracking/RAN area update procedure.    
4.For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2


Then in this contribution, we would like to provide our views on remaining issues for A-IoT paging. 
[bookmark: _Hlk41985036]Discussion
2.1 Background （RFID design）
There are three basic command sets defined in radio-frequency identification (RFID) [1], shown as: 
· Select command set: The Select command is a mandatory command, which is used for the reader to select a group of tags. The Challenge command, as an optional command, can instruct the tags to precompute and store one or more encrypted values.
· Inventory command set: This command set includes multiple commands applied to the inventory process. Among them, the Query command marks the beginning of a round of inventory process. The QueryRep command is used to indicate the tags to decrement the value of slot counter, and ACK command is to acknowledge a single tag.
· Access command set: This command set includes multiple commands, which communicate with and operate certain tag, such as: Read, Write, Kill, Lock, etc.
The signaling interaction in the inventory and access process is shown in Figure 1.


Figure 1: Illustration of an inventory and access process in RFID
From Fig.1, it can be found that the paging-like functionality in RFID is achieved with the Select command and Query command. Specifically, the reader can set the selected flags/inventoried flags of a group of tags with Select command. Subsequently, the Query command is transmitted by the reader, tags with matched selected flag/inventoried flag and session will randomly select a slot to response based on the Q in Query. In other words, it can be considered that the reader groups the tags with Select and allocates resources for the specified group of tags with Query. Besides, it can also be found that the access command is always transmitted by the reader after the Tag ID is received successfully, that is, the command procedure to one Tag is always right after the successfully inventorying it.
Observation 1: The paging-like functionality in RFID is achieved with the Select command and Query command. The reader groups the tags with Select and allocates resources for the specified group of tags with Query.
Observation 2: In RFID, the command procedure to one Tag is always right after the successfully inventorying it.

2.2 A-IoT paging
2.2.1 General analysis
It is agreed by RAN1 that the following terminologies are used for study [2]:
	Agreement
For the purpose of the study, RAN1 uses the following terminologies:
· Device 1: ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2a: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
· Device 2b: ≤ a few hundred µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission is generated internally by the device.


It can be seen that the peak power and capabilities of Ambient IoT devices is much lower than that of NR UEs, but close to that of UHF RFID tags. Therefore, paging-like commands in RFID which are shown in Observation 1, can serve as a basic reference for designing A-IoT paging. 
Observation 3: Paging-like commands in RFID which includes Select command and Query command can serve as a basic reference when designing A-IoT paging.

2.2.2 Functionality
In RAN2#125bis meeting, it is agreed that:
	1.RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS
2.Baseline procedure:
Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
Step C: The device may perform the data communication with the reader as needed,: Details FFS
3.We will study the support of both “inventory” and “command” in the same procedure.  
4.FFS if Initial Trigger Message can also include “command”.  



From our point of view, the A-IoT paging acts as the above initial trigger message in step A of baseline procedure. To this end, A-IoT paging can indicate which device(s) need to response. Note that as discussed in our another paper [3], the command can also be transmitted as A-IoT paging directly, since RAN2 can assume the end-to-end protection of commands and command results to be addressed by SA3. While, whether A-IoT paging is one message or a set of messages which consists two or more messages needs further discussion.
Proposal 1: The A-IoT paging can indicate which device(s) need to response.
Proposal 2: A-IoT paging may be:
Option 1: one message;
Option 2: a set of messages which consists two or more messages.

2.2.3 Message content
2.2.3.1  Identifier of target A-IoT device(s)
In RAN2#125-bis meeting, it has been agreed that:
	1.For the case of reaching single or group of devices, an identifier may be required to identify the device /group of devices in the trigger message.    FFS pending the details from SA2
2.We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 


Based on above agreement, the A-IoT paging may target to a single device, group of devices, or all devices. For above three cases, the detailed introduction is as following:
1) A-IoT paging for single device
In this case, a specific device ID should be contained. Whether the device ID is a temporary ID or permanent ID needs further discussion. If a temporary ID is used, it is obvious that the A-IoT device should keep saving it in its memory even if it is powered down. However, the maximum power consumption of the process of writing system information in EEPROM, which can save data even when powering down, may be as high as 10 uW [4]. Thus, it may be challenging for A-IoT device to save a temporary ID in its memory. However, if a permanent ID is used, whether there may be a security issue may require SA3 confirmation.
2) A-IoT paging for group of devices
In this case, mask ID, feature ID or a list of specific device IDs, etc. may be contained in A-IoT paging. Similar to the A-IoT paging for single device, whether mask ID, feature ID and device ID contained are permanent or temporary needs further discussion. Note that above identifier contained in the message content of A-IoT paging should always be saved in Ambient IoT devices’ memory or can be obtained by Ambient IoT devices. Only with that, each Ambient IoT device can determine whether the A-IoT paging is targeted to it by comparing the information it owns and the identifier contained in A-IoT paging. 
3) A-IoT paging for all devices
When A-IoT paging is targeted to all devices within the communication range of a reader, no ID is contained. All A-IoT devices respond to the A-IoT paging after identifying no ID is contained in A-IoT paging. Note that this do not preclude the case that a specific sequence is used to mark there is no ID.
Proposal 3: A-IoT paging targets to a single device, group of devices, or all devices.
Proposal 4: If the message content of A-IoT paging includes:
a) single device ID, it selects a signal device;
b) mask ID, feature ID or a list of device IDs, it selects a group of devices;
c) no ID, it selects all devices.
           	FFS device ID, mask ID, feature ID, etc. are temporary or permanent

2.2.3.2  Identifier of trigger cause
As discussed above, it is clear that if the A-IoT paging is used to inventory, the target device(s) perform random access. While, if a command is sent as an A-IoT paging, the target device(s) may transmit the command result directly. Therefore, an identifier should be contained in A-IoT paging for target A-IoT device(s) identifying different trigger causes (e.g. inventory, command), so that it/they can conduct corresponding behavior. For example, A-IoT paging includes Inventory command and Write command and different identifiers are applied to mark them, target A-IoT devices can distinguish them based on the identifiers in A-IoT paging, and then respond A-IoT device ID when receiving Inventory command and write data to its memory and transmit command result when receiving Write command. Besides, the type of A-IoT paging/service request transmitted form CN (e.g. inventory, command, etc.) should also be visible to gNB, so that it can identify the message type (e.g. temporary ID, device ID or command result etc.) of A-IoT devices’ response and then conduct subsequent procedure (e.g. send Msg2) or transmit it to CN. 
Proposal 5: In A-IoT paging, an identifier should be contained for target A-IoT devices identifying the trigger cause (e.g. inventory, command, etc.).
Proposal 6: The type of A-IoT paging/service request transmitted form CN (e.g. inventory, command, etc.) should be visible to gNB.

2.2.3.3  Identifier of D2R transmission resources
To support the efficient response of target A-IoT device(s), the identifier of transmission resources should also be contained. In RAN1#116bis meeting, it has been agreed that [5]:
	Agreement
Study time-domain multiple access of D2R transmissions. Further details, including pros/cons, are FFS.
Agreement
Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.
Agreement
Whether code-domain multiple access is feasible and necessary for D2R transmissions for all devices is FFS.


It can be seen that both TDMA and FDMA of D2R transmissions are agreed to be studied by RAN1, while whether CDMA is feasible and necessary needs further discussion. If at least two multiple access methods (such as: TDMA, FDMA, etc.) are supported, one identifier which marks it may be contained in A-IoT paging. Apart from this, the corresponding D2R transmission resources should also be contained. The D2R transmission resources may include time-domain (such as access occasion) and/or frequency-domain (such as the frequency-shift) and/or code-domain resources. Besides, the D2R transmission resources can be shared D2R resources or dedicated D2R resources, in which dedicated D2R resources represents the access resources assigned to specific Ambient IoT device, while shared D2R resources denotes the common resources which should be shared by all paged Ambient IoT devices. In other words, Ambient IoT devices with dedicated D2R resources can access/respond without competition, while Ambient IoT devices with shared D2R resources will select among them and may collide when responding. Note that in order to allocate dedicated D2R resources, one specific device ID or a list of specific device IDs should be contained in A-IoT paging. While, for the A-IoT paging targeted to one A-IoT device, there maybe no explicit indication of D2R transmission resources as well. While, note that the allocated D2R resources have relationship with the number of paged devices, etc. For example, if ten device IDs are contained, there should be at least ten access occasions allocated if TDMA is applied for D2R transmission. With the consideration that the wireless resources should be allocated by gNB, then at least the number of target A-IoT devices should be known by gNB. Otherwise, the gNB should always estimates the number, which may bring larger overhead and decrease the efficiency. While note that for paging all A-IoT devices, the process of estimating the number of devices may be necessary. Based on the number of target A-IoT devices, gNB can allocated D2R resources to indicate A-IoT devices conduct random access or transmit command result efficiently. Therefore, RAN2 can assume the number of paged devices can be known by gNB through explicit parameter from CN or estimated by gNB. While whether other parameters are also necessary for gNB allocating D2R resources needs further discussion.
Proposal 7: Paging can indicate the multiple access method of target devices (e.g. TDMA, FDMA, CDMA, etc.).
Proposal 8: The D2R transmission resources (e.g. dedicated and shared D2R resources) can be contained in A-IoT paging. 
Proposal 9: There may be no explicit indication of D2R transmission resources when paging a single device.
Proposal 10: RAN2 assume the number of paged devices can be known by gNB through explicit parameter from CN or estimated by gNB. FFS other parameters

2.2.3.4 Other identifier
What’s more, in NR, the paging triggered by CN is broadcasted among all cells within the corresponding TAI list, while the paging triggered by RAN is broadcasted among all cells within the RAN Notification Area (RNA). For Ambient IoT, it has been approved that RAN2 assumes that the device will not support tracking/RAN area update procedure. While, with the consideration of support the association, re-association, etc. efficiently, there may also be the identifier of the reader or something like A-IoT paging area contained in A-IoT paging. For example, when a reader ID is contained in A-IoT paging, the A-IoT device can identify its association relationship with reader by recording reader ID. Then when an A-IoT device finds the reader ID contained in A-IoT paging is different from the reader ID saved, it can perceive its association relationship with reader changes. With that, the gNB-reader can inventory the A-IoT device(s) whose association relationship with reader changes by transmitting specific A-IoT paging instead of always inventorying all A-IoT devices.
What’s more, when different random access procedures (e.g. 2-step CBRA, 4-step CBRA, CFRA, etc.) are supported in Ambient IoT system, an identifier which indicates the method of random access may be needed. Note that CBRA and CFRA may be distinguished by whether dedicated D2R transmission resource is allocated or only shared D2R transmission resource is indicated. However, for random access procedures that cannot rely on implicit indications in A-IoT paging for differentiation, such as 2-step CBRA and 4-step CBRA, an identifier is necessary.  
Proposal 11: With the consideration of support the association, re-association, etc. efficiently, an identifier of the reader or something like A-IoT paging area can be contained in A-IoT paging. 
Proposal 12: When different random access procedures (e.g. 2-step CBRA, 4-step CBRA etc.) are supported, an identifier indicates the method of random access may be contained in A-IoT paging.

2.2.4 Transmitting behavior
In RAN1#116, it has been agreed as following [2]:
	Agreement
For ambient IoT devices, at least for R2D data transmission, a physical channel (PRDCH) is studied,
· System information (if defined) is transmitted on the PRDCH
· FFS Whether/how control information is transmitted on the PRDCH
· Note: the naming of PRDCH is used for the sake of the study


The PRDCH mentioned above is a physical channel defined between reader and A-IoT devices. According to NR, the short message is transmitted on PDCCH and the paging message is transmitted on PDSCH. For Ambient IoT, we do not find the necessity to introduce a new physical channel other than PRDCH to transmit A-IoT paging. Therefore, the A-IoT paging is transmitted on PRDCH. What’s more, the gNB-reader receives the A-IoT paging/service request from core network before transmitting the A-IoT paging to A-IoT devices on PRDCH. So far, we have not found any scenarios where gNB-reader or even intermediate UE triggers A-IoT paging transmission directly, with the consideration that topology 4 is not in SID. Thus, both gNB-reader-initiated and intermediate UE-initiated A-IoT paging are not supported in R19.
Proposal 13: The A-IoT paging is transmitted on PRDCH by a reader to Ambient IoT devices.
Proposal 14: Both gNB-reader-initiated and intermediate UE-initiated A-IoT paging are not supported in R19.
In RAN2#125-bis meeting, it has been approved that:
	2. RAN2 assumes that RRC layer is not necessary between the reader and the device.   RAN2 will continue to study the functionalities required and later discuss whether we will have: 1) a new AS protocol on top of A-IoT MAC layer; or 2) A-IoT MAC 


With reference to our another paper [6], the introduction of a new AS protocol on top of A-IoT MAC layer is not necessary but increasing the complexity and power consumption of A-IoT devices. To this end, A-IoT paging is transmitted in A-IoT MAC layer.     
Proposal 15: A-IoT paging is transmitted in A-IoT MAC layer.

2.2.5 Monitoring behavior
In RAN2#125-bis meeting, it is agreed that:
	2. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).


While it is clear that the monitoring behavior is closely related to whether Ambient IoT is synchronous or asynchronous system which should be discussed in RAN1. From the perspective of reducing the complexity of A-IoT devices, Ambient IoT system is more likely an asynchronous system. To this end, each Ambient IoT device should always monitors the PRDCH as long as the Ambient IoT device is activated. Here, the meaning of being activated is that the device has sufficient energy and has not been deactivated permanently.
Observation 4: The monitoring behavior is closely related to whether Ambient IoT is synchronous or asynchronous system which should be discussed in RAN1.
Proposal 16: From the perspective of reducing the complexity of A-IoT devices, RAN2 can assume Ambient IoT is an asynchronous system at this stage.
Proposal 17: If Ambient IoT is defined as an asynchronous system, each Ambient IoT device should always monitors the PRDCH as long as the Ambient IoT device has sufficient energy and has not been deactivated permanently.

2.2.6 A-IoT paging procedure
Based on above analysis, the general A-IoT paging procedure can be given in Fig. 2.


Figure 2: General A-IoT paging procedure
To be specific, the gNB-reader receives an A-IoT paging (trigger cause, device ID(s)/mask ID/feature ID/no ID, etc.) transmitted from CN. The gNB-reader identifies the trigger cause in A-IoT paging from CN and allocates the D2R resources. After that, the gNB-reader transmits an A-IoT paging (trigger cause, device ID(s)/mask ID/feature ID/no ID, etc.) in A-IoT MAC layer.
Proposal 18: RNA2 can capture the A-IoT paging procedure shown as Figure 2 to TR as a baseline.
Conclusion
Based on the discussions mentioned above, in this contribution we provide some discussions on paging for Ambient IoT:
Observation 1: The paging-like functionality in RFID is achieved with the Select command and Query command. The reader groups the tags with Select and allocates resources for the specified group of tags with Query.
Observation 2: In RFID, the command procedure to one Tag is always right after the successfully inventorying it.
Observation 3: Paging-like commands in RFID which includes Select command and Query command can serve as a basic reference when designing A-IoT paging.
Observation 4: The monitoring behavior is closely related to whether Ambient IoT is synchronous or asynchronous system which should be discussed in RAN1.

Proposal 1: The A-IoT paging can indicate which device(s) need to response.
Proposal 2: A-IoT paging may be:
Option 1: one message;
Option 2: a set of messages which consists two or more messages.
Proposal 3: A-IoT paging targets to a single device, group of devices, or all devices.
Proposal 4: If the message content of A-IoT paging includes:
a) single device ID, it selects a signal device;
b) mask ID, feature ID or a list of device IDs, it selects a group of devices;
c) no ID, it selects all devices.
           	FFS device ID, mask ID, feature ID, etc. are temporary or permanent
Proposal 5: In A-IoT paging, an identifier should be contained for target A-IoT devices identifying the trigger cause (e.g. inventory, command, etc.).
Proposal 6: The type of A-IoT paging/service request transmitted form CN (e.g. inventory, command, etc.) should be visible to gNB.
Proposal 7: Paging can indicate the multiple access method of target devices (e.g. TDMA, FDMA, CDMA, etc.).
Proposal 8: The D2R transmission resources (e.g. dedicated and shared D2R resources) can be contained in A-IoT paging.
Proposal 9: There may be no explicit indication of D2R transmission resources when paging a single device.
Proposal 10: RAN2 assume the number of paged devices can be known by gNB through explicit parameter from CN or estimated by gNB. FFS other parameters
Proposal 11: With the consideration of support the association, re-association, etc. efficiently, an identifier of the reader or something like A-IoT paging area can be contained in A-IoT paging. 
Proposal 12: When different random access procedures (e.g. 2-step CBRA, 4-step CBRA etc.) are supported, an identifier indicates the method of random access may be contained in A-IoT paging.
Proposal 13: The A-IoT paging is transmitted on PRDCH by a reader to Ambient IoT devices.
Proposal 14: Both gNB-reader-initiated and intermediate UE-initiated A-IoT paging are not supported in R19.
Proposal 15: A-IoT paging is transmitted in A-IoT MAC layer.
Proposal 16: From the perspective of reducing the complexity of A-IoT devices, RAN2 can assume Ambient IoT is an asynchronous system at this stage.
Proposal 17: If Ambient IoT is defined as an asynchronous system, each Ambient IoT device should always monitors the PRDCH as long as the Ambient IoT device has sufficient energy and has not been deactivated permanently.
Proposal 18: RNA2 can capture the A-IoT paging procedure shown as Figure 2 to TR as a baseline.

Figure 2: General A-IoT paging procedure
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