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Introduction

Below were partial agreements from the last RAN2 meeting[1] for supporting inter-CU LTM:

	RAN2 first focus on inter-CU LTM in NR standalone scenario and use it as baseline for supporting inter-CU LTM in NR-DC scenarios.

Rel-19 inter-CU LTM also supports mixture of subsequent inter-CU LTM and subsequent intra-CU LTM after an inter-CU or intra-CU LTM switch.

UE can be configured with a mixture of intra-CU and inter-CU candidate LTM cells and irrespective of how the UE is configured with this mixture, UE measurement and reporting procedures will be the same for both intra-CU and inter-CU candidate LTM cells.

Mobility latency analysis of rel-18 intra-CU LTM is reused for Rel-19 inter-CU LTM.


In this contribution we provide our views on topics:

LTM configurations for co-existence of both Intra-CU and Inter-CU.
Identification of Inter-CU or Intra-CU LTM cell switch

Security update during Inter-CU LTM

Discussion

LTM configurations for co-existence of both intra-CU and inter-CU 
In Rel-18 intra-CU LTM, there are at most 8 candidate cells can be configured which were took  signaling overhead and UE storage loads into consideration, therefore, RAN2 no needs to extend the amount of configured candidate cells for inter-CU, but reuses the current candidate configuration for cells in different central unit(CU). 

Proposal 1  RAN2 no needs to extend the amount of configured candidate cells for inter-CU.

The contents of intra-CU LTM configurations of candidate cells contains a reference configuration and candidate configurations, when the UE executes LTM cell switch it will generates a complete configuration through combining candidate configuration on top of reference configuration or just uses candidate configuration as a complete configuration if the flag ltm-ConfigComplete is set to true in the candidate configuration. The reference configuration could be a common configuration within a DU or CU, i.e. PDCP and/or RLC configurations...etc, on the other hand, the delta configuration could be a cell specific configuration, i.e. physical layer configurations...etc. However, both reference configuration and delta configuration were constructed by RRCreconfiguration which can be extended to form a specific inter-CU cell configuration, for instance, a reference configuration is formed as a common configuration between CUs and delta configuration are formed as a specific cell configuration, or similarly, the network can use delta configurations as a complete inter-CU configuration. Therefore, the Rel-18 LTM configuration structure can be directly adapted to the co-existence of intra-CU and inter-CU scenario, there is no needs to introduce multiple reference configuration.

Observation 1 The Rel-18 LTM configuration structure can be directly adapted to the co-existence of intra-CU and inter-CU scenario.

Proposal 2 For co-existence of intra-CU and inter-CU LTM configuration, RAN2 to consider to reuse Rel-18 LTM configuration structure as a baseline, there is no needs to introduce multiple reference configuration.

Identification of inter-CU or intra-CU LTM cell switch
	Upon inter-CU LTM execution, UE performs
- MAC reset

- RLC re-establishment
- PDCP re-establishment
- ...
FFS if there is an inter-CU LTM w/o security key change. 


In current LTM executions, the UE will keeps C-RNTI, master key, PDCP and SDAP entity for SRB and DRB, and decides whether to do RLC reestablishment after LTM completion via comparing ServingCellNoResetID and NoResetID priori to apply the target cell complete configuration. 

According to the above agreements from the last RAN2 meeting, when UE performs inter-CU LTM will do MAC reset, RLC and PDCP re-establishment, because of the Access Stratum(AS) layers configurations of a cell in different CU may be different, i.e. PDCP entity, RLC entity...etc, that is, the master key, C-RNTI, PDCP and RLC entity were need to update or replace during LTM cell switch. RAN2 needs to introduce an approach to identify if the LTM cell switch type, intra-CU or inter-CU, for related process handling.
Observation 2 The inter-CU LTM cell switch, the master key, C-RNTI, PDCP and RLC entity were need to update or replace during LTM cell switch.

Proposal 3 RAN2 needs to introduce an approach to identify LTM cell switch type for related process handling.
Considering the inter-CU LTM cell switch supports subsequent cell switch, if UE identifies cell switch type from LTM cell switch command it needs to enhance current cell switch command structure, i.e. introduce additional bit to indicate cell switch type, which may leads to signaling overhead and specification efforts. Another approach is to enhance LTM configuration to assist UE to identify cell switch type, i.e. a CU identity, the UE can compare current serving cell’s CU ID and target cell’s CU ID to identify cell switch type, in such way can lower cell switch signaling overhead and effect on specification impact.

Observation 3  The approaches to identify LTM cell switch type, intra-CU or inter-CU:

Option A, enhance LTM cell switch command, to introduce additional bit to indicate cell switch type.
Option B, enhance LTM configuration, to introduce CU identity to identify cell switch type.
Proposal 4  RAN2 to adapt Option B, to enhance LTM configuration with introduce CU identity, which reduces cell switch signaling overhead and lower the specification impact.
Security update during inter-CU LTM
	Upon inter-CU LTM execution, UE performs
- ...
- Security key update
FFS if there is an inter-CU LTM w/o security key change. 


According to WID[2] and the last RAN2’s agreements, in inter-CU LTM the UE will updates security during cell switch, below were options that RAN2 had discussed from the last meeting:

Option 1a: NCC value to use is included in LTM cell switch command MAC CE upon inter-CU LTM execution

Option 1b: UE is preconfigured with a NCC value list, and index of NCC is included in LTM cell switch command MAC CE

Option 2: Follow SCPAC key update mechanism, i.e., UE is preconfigured with a NCC list per CU, and UE chooses one to use upon inter-CU LTM execution 

Option 3: Initial NCC is preconfigured to UE and UE determines the following NCC to use by itself upon subsequent inter-CU LTM execution

For Option 1a, using LTM cell switch command to carry NCC value which is a directly way for inter-CU LTM cell switch and similar to the legacy handover procedure, but the major difference between these two ways is the legacy handover uses RRC signaling that was integrity protected and ciphered, while the MAC CE carries NCC value neither integrity protected nor ciphered, that is, using the MAC CE to carry NCC value will results in security risk. RAN2 do not considered Option 1a.
Proposal 5  RAN2 do not considered Option 1a, NCC value to use is included in LTM cell switch command because of security risk without integrity protected or ciphered signaling between network and UE.
For Option 1b, the network can pre-configures UE a NCC value list and through LTM cell switch command to instructs UE which NCC value to be apply during cell switch. Regarding the NCC value list is provided through RRC which is security protected and can be a baseline for inter-CU LTM security update.

For Option 2, this approach is reused Rel-18 sCPAC security update approach. Comparing Option 1b with Option 2, both approaches has similar method that through preconfigure NCC values list, the difference between these two approaches were Option 1b can dynamic controlled by network via cell switch command to indicate UE a certain NCC value while Option 2 was selected by UE and report the selected NCC vales to target cell via RRCReconfigurationComplete messsage, which lack of flexibility. On the other hand, according to the current specification[3], the master key update and secondary key update was control by different network entities, the former one was controlled by MAF while the later one was controlled by MN.

Observation 4  The security key update parameters for MN and SN were control by different network entities, the former one was controlled by AMF and the later one was controlled by MN.
During the inter-gNB handover or Xn handover, the NCC value was controlled by AMF, that is, the AMF provide {NH, NCC} pair to gNB during initial security context setup or handover, then the gNB decides whether to provide NCC value in handover command to UE based on if there exist an unused {NH, NCC} pair in current serving gNB, if there exist an unused {NH, NCC} pair the source gNB will provides to target gNB, then target gNB provides the NCC value to UE through source the gNB. After UE had completed handover, the target gNB will sync up with AMF then the AMF will provides updated {NH, NCC} pair to the target gNB. In dual connectivity scenario, the secondary key, KSN or S-KgNB, was control by MN, the MN maintain parameter, SN Counter or sk-counter, for secondary key generation.

If using Option 1b as a baseline for security update, it would leads to all candidate gNB to query AMF for NCC value list for LTM configuration which may causes signaling loads in core network.
Because of there are different security control entities between MN and SN, the RAN2 needs to further discuss whether the Option 2 results in efforts for inter-CU LTM cell switch and needs to acquire inputs from SA3 and RAN3.

Proposal 6  The Option 1b can be a baseline for inter-CU LTM security update and Option 2 needs to further discuss whether it will results in efforts, at the same time RAN2 needs to acquire inputs from SA3 and RAN3.
In order to avoid potential signaling loads in core network, RAN2 can to do enhancement on Option 1b, for example, the pre-configured NCC list can be provided by source gNB which will be used in the subsequent LTM cell switches and candidate gNBs provided its own NCC offset value during LTM preparation phase, then the actual NCC would be the combination of instructed NCC in cell switch command and the candidate gNB’s specific offset value. In such case, it can keep flexibility and lower signaling loads in LTM preparation.

Proposal 7  RAN2 can to do enhancement on Option 1b by combining pre-configured NCC list with candidate gNBs specific NCC offset values to lower core network singling loads during LTM preparation phase.
For Option 3, the pre-configured initial NCC value can be security protected but lack of flexibility, that is, when UE performs LTM cell switches to a same cell back and forth, it will reuses the same NCC value and the network may needs to use extra RRC signaling to update pre-configured initial NCC values if necessary. The RAN2 needs to enhance Option 3 and evaluates whether it will results in efforts for inter-CU LTM and needs to acquire inputs from SA3.
Observation 5  Option 3 lack of flexibility and may leads to RRC signaling overhead for initial NCC value updates.

Proposal 8  The RAN2 needs to enhance Option 3 and evaluates whether ti will results in efforts for inter-CU LTM and needs to acquire inputs from SA3.
Considering another view of no security update during Inter-CU LTM switch, which uses the initial gNB as a anchor point. In this approach, the network needs to route both signaling and user data to/from the initial gNB, it will results in traffic loads between gNBs. The RAN2 can sent a LS to RAN3 and postpone the discussion until received feedback.

Proposal 9  For inter-CU LTM without security update, the RAN2 can sent a LS to RAN3 and postpone the discussion until received feedback.
Conclusion

Based on the outcome of the above discussion, we would like to suggest the following proposals:

LTM configurations for co-existence of both intra-CU and inter-CU
Proposal 1  RAN2 no needs to extend the amount of configured candidate cells for inter-CU.

Observation 1 The Rel-18 LTM configuration structure can be directly adapted to the co-existence of intra-CU and inter-CU scenario.

Proposal 2 For co-existence of intra-CU and inter-CU LTM configuration, RAN2 to consider to reuse Rel-18 LTM configuration structure as a baseline, there is no needs to introduce multiple reference configuration.

Identification of inter-CU or intra-CU LTM cell switch
Observation 2 The inter-CU LTM cell switch, the master key, C-RNTI, PDCP and RLC entity were need to update or replace during LTM cell switch.

Proposal 3 RAN2 needs to introduce an approach to identify LTM cell switch type for related process handling.

Observation 3  The approaches to identify LTM cell switch type, intra-CU or inter-CU:

Option A, enhance LTM cell switch command, to introduce additional bit to indicate cell switch type.
Option B, enhance LTM configuration, to introduce CU identity to identify cell switch type.
Proposal 4  RAN2 to adapt Option B, to enhance LTM configuration with introduce CU identity, which reduces cell switch signaling overhead and lower the specification impact.
Security update during inter-CU LTM
Proposal 5  RAN2 do not considered Option 1a, NCC value to use is included in LTM cell switch command because of security risk without integrity protected or ciphered signaling between network and UE.

Observation 4  The security key update parameters for MN and SN were control by different network entities, the former one was controlled by AMF and the later one was controlled by MN.

Proposal 6  The Option 1b can be a baseline for inter-CU LTM security update and Option 2 needs to further discuss whether it will results in efforts, at the same time RAN2 needs to acquire inputs from SA3 and RAN3.

Proposal 7  RAN2 can to do enhancement on Option 1b by combining pre-configured NCC list with candidate gNBs specific NCC offset values to lower core network singling loads during LTM preparation phase.
Observation 5  Option 3 lack of flexibility and may leads to RRC signaling overhead for initial NCC value updates.

Proposal 8  The RAN2 needs to enhance Option 3 and evaluates whether ti will results in efforts for inter-CU LTM and needs to acquire inputs from SA3.

Proposal 9  For inter-CU LTM without security update, the RAN2 can sent a LS to RAN3 and postpone the discussion until received feedback.
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