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1 Introduction

In the RAN2#125bis meeting, there were initial discussions on ambient IoT and the following agreements were made [1]:
 

	Agreements on stage 2 general aspects
1      Unless explicitly stated all agreements apply to all device types and for both topologies. 
2      From RAN2 perspective, the aim is that the design on the interface between reader and A-IoT device is common for topology 1 and topology 2. 
3      RAN2 will support two use cases, “inventory” and “command”.  The definition, detailed wording is FFS
4      Baseline procedure:
Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
Step C: The device may perform the data communication with the reader as needed,: Details FFS
5      We will study the support of both “inventory” and “command” in the same procedure. 
6      FFS if Initial Trigger Message can also include “command”. 
7      RAN2 will continue the study of ambient IoT assuming no support of AS security until SA3 provides further input.   


 
	Agreement on protocol aspects
1      SDAP is not supported for UP protocol stack.
2      PDCP layer is not needed.  FFS how to handle AS security (if needed pending SA3 discussion) and any other really needed functionalities. 
3      RLC layer is not needed..   FFS how to handle segmentation (if needed and depending on RAN1 design and upper layer packet size).  RAN2 considers segmentation and reassembly would add complexity, however further discussions are needed. 
4      No HARQ and RLC AM
5      FFS about the level of visibility required by the reader and what information is necessary for AS layer operations. 
6      RAN2 assumes that no per-packet QoS and no per-QoS flow is supported at AS level (for both UL/DL).  FFS how to handle the general QoS requirements from SA2


 

	Agreements on paging
1     Legacy paging message for device will not be supported. 
2     Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).
3     RAN2 assumes that the device will not support tracking/RAN area update procedure.   
4    For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2


 

	Agreement on random access
1      RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access
2      We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions.
3      Random Access is triggered by the reader
4      Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5      Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it. 
6      Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7      For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).  


 
In this contribution, we discuss some issues on functionality aspects of ambient IoT and provide our views on it.
2 Discussion

In the last RAN2 meeting, stage 2 general aspects of ambient IoT were discussed and baseline procedure was agreed. In the first step (Step A) based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond, in the second step (Step B) triggered device(s) performs the random access-like procedure, and in the last step (Step C) the device may perform the data communication with the reader as needed. Random access of ambient IoT was also discussed and it was agreed that handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access [1]. Contention resolution failure may occur for a device. In RFID-like access procedure, there is no handling for failed access. As a result, the devices that experience collisions do not get a chance to access and should wait until the next inventory round.  In NR, on the other hand, a UE retries the preamble transmission with higher power [2]. However, contention resolution failure and access failure are failure only in Step B. We think it is also worth studying for any other failures that may occur during the entire baseline procedure.
Proposal 1. RAN2 study any other failures in device during the entire baseline procedure.

Another issue discussed in the last RAN2 meeting was the level of visibility required by the reader and what information is necessary for AS layer operations. Reader needs to be aware of some information which it needs to process separately. But we think it doesn't have to be information that identifies a specific use case. If information is needed to identify a specific use case, modifications may be needed whenever new use cases are added. However, regardless of a specific use case, if the logical service information used for the device can be identified, we think it will be helpful for required AS layer operation handling.

Proposal 2. RAN2 study logical service information used for the device.

Another issue proposed but not discussed in the last RAN2 meeting was BSR. For the upper layer data/msg of variable size from the AIoT device to the reader, it is desired that the reader knows the upper layer data/msg size so that the reader can allocate the proper amount of radio resources for the AIoT device to transmit the whole upper layer data/msg to the reader [3].  But legacy BSR is not suitable for Ambient IoT. So we need to study whether simplified BSR is needed.

Proposal 3. RAN2 study whether simplified BSR is needed.
3 Conclusion

In this contribution, some issues for on functionality aspects of ambient IoT were discussed, and we propose the following:
Proposal 1. RAN2 study any other failures in device during the entire baseline procedure.
Proposal 2. RAN2 study logical service information used for the device.
Proposal 3. RAN2 study whether simplified BSR is needed.
4 References

[1] Report of 3GPP TSG RAN WG2 meeting #125bis, ETSI MCC
[2] R2-2402396 Random Access for Ambient IOT InterDigital
[3] R2-2402492 Discussion on User Plane Aspects for Ambient IoT vivo

3/3


