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1 Introduction 
In RAN2#125bis, the following initial agreements on paging were made [1]:

Agreements

1. Legacy paging message for device will not be supported.  

2. Legacy paging occasion and legacy DRX for the device is not supported.  This doesn’t preclude solutions that address device monitoring (taking into account discussions from RAN1 as well).

3. RAN2 assumes that the device will not support tracking/RAN area update procedure.    

4. For the case of reaching single or group of devices, an identifier may be required to identify the device/group of devices in the trigger message.    FFS pending the details from SA2

In addition, the following agreements were made on random access (some are relevant for paging)

Agreement

1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 

2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 

3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are

5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  

6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details

7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

This contribution provides some considerations on paging. 

2 Discussion 
In NR, paging is generally sent to initiate/trigger connection establishment/resumption of a single UE or a list of UEs in RRC_IDLE or RRC_INACTIVE states. 
A similar concept will be needed for Ambient IoT, to support an inventory procedure where one or many devices need to be paged (and respond with e.g. Device ID), as well as to address a single device to enable data transmission and reception with that device (e.g., to issue AIOT commands, read/write/disable). 
In the previous meeting, as part of the random access discussion, it was agreed that RAN2 will study the support for access triggering for a single device, group of devices, or all devices. Therefore, the reader  should be able to identify a specific device or a group of devices with the initial paging/access trigger message.
Proposal 1:
The Paging/access trigger message can identify one or more devices that are to respond to the paging.

Currently SA2 is discussing the format of Device ID, but it can be assumed that the Device ID is unique, similar to NR. 
Proposal 2:
At least paging using the device ID (or group of device IDs) defined by SA2 is supported.  
In addition to accessing a set of devices using an upper layer ID, it may be necessary to reference a set of devices that have some stored ID or context for reasons mentioned in our companion contribution [2].  This device ID can be assigned by the reader or derived by the RAN in a deterministic way so as to make the ID unique to a reader or group of readers (much like AS-layer IDs in NR).
Proposal 3:
Paging using a local device ID (e.g., assigned by the reader) is also supported.  

Paging may be intended to be sent to a large number of devices and listing them individually is inefficient.  Instead, the paging message can indicate bits to match in the device ID. It should be possible to address devices from a particular provider or operator, or with a particular product type. For example, if pallets containing a particular product come into a factory, the reader could issue a paging message indicating bits corresponding to a product code for pallet tags. This way, only the pallet tags respond to the subsequent inventory procedure. For this, it is assumed that the structure/format of the device ID includes portions which are used for specific identification purposes (e.g. product type/category). 
The signalling of the device ID (or partial ID, to identify a group) should allow for supporting these cases. Depending on the device ID format and type of ID, different parts of the ID may need to be matched (E.g. if the ID contains operator, provider, product codes using different segments of the ID). 

Some options could be, e.g.:

· Signal a “mask” which needs to be matched to the device ID (e.g. bitmap of certain bits which must match the value provided, such as a product category in a particular location in the device ID).

· N MSB or LSB matching a value.

· A start location (e.g. bit X) and length (e.g. Y bits), with a value. For example, a particular product code.
In addition, a list of IDs may be useful, especially for the case of initiating a contention free random access with one or a small number of devices.

Proposal 4:
RAN2 studies how to signal the device ID in the paging/access trigger message to efficiently identify/select a particular subset of device IDs, e.g.; 1) Signal a “mask” which needs to be matched to the device ID; 2) N MSB or LSB matching a value; 3) A start location (e.g. bit X) and length (e.g. Y bits), with a value.; 4) A List of IDs.
Other criteria could be relevant to paging. It was agreed in the previous meeting that the reader provides the information that the device needs perform the access procedure;  FFS what those parameters are.

For example, to support multiple paging rounds (for devices that failed the random access in one round, or which have not responded for a certain amount of time) in order to avoid devices unnecessarily answering multiple times, or to support more targeted paging by location. 
Proposal 5:
RAN2 studies at least the following other AS criteria that may be contained in the paging message: 1) UEs in a specific area/location; 2) Devices which failed a previous access attempt; 3) Devices which have not responded for a certain amount of time (or ever).
The paging/access trigger message initiates an A-IOT access procedure for the devices that are identified by the paging message. That procedure needs to at least define the occasions. It can also contain rules for how the device selects the occasion. 
Using RFID as an example [3], the UE selects a random number and initialises a counter to that random number. On each access occasion the number is decreased by 1, and the UE responds when the value reaches 0. This RFID procedure is simple, but it has some drawbacks in that the random number selection is not deterministic, and it can result in wasted occasions (E.g. if no UE selects the random number as 0). 
For ambient IoT we can improve compared to the random selection approach. For example, the paging message might indicate that access is spread across X rounds, and Y bits of the device ID is used to determine the UE’s specific access occasion. This would be a similar calculation as the PO calculation used in NR and ensures that Ues are spread evenly amongst all of the access occasions. Furthermore, similar signalling could be used to handle the contention free case, where each device could be assigned a dedicated resource in the access round.  This can be provided in the form of an AS layer control message, or in some header fields in the paging message.
Proposal 6:
A Paging message includes parameters that map the device ID to a corresponding resource (e.g., access occasion) in a deterministic way. 
3 Conclusion
In this contribution, the following conclusions were made on paging for Ambient IOT: 
Proposal 1:
The Paging/access trigger message can identify one or more devices that are to respond to the paging.

Proposal 2:
At least paging using the device ID (or group of device IDs) defined by SA2 is supported.  

Proposal 3:
Paging using a local device ID (e.g., assigned by the reader) is also supported.  

Proposal 4:
RAN2 studies how to signal the device ID in the paging/access trigger message to efficiently identify/select a particular subset of device IDs, e.g.; 1) Signal a “mask” which needs to be matched to the device ID; 2) N MSB or LSB matching a value; 3) A start location (e.g. bit X) and length (e.g. Y bits), with a value.; 4) A List of IDs.
 Proposal 5:
RAN2 studies at least the following other AS criteria that may be contained in the paging message: 1) UEs in a specific area/location; 2) Devices which failed a previous access attempt; 3) Devices which have not responded for a certain amount of time (or ever).

Proposal 6:
A Paging message includes parameters that map the device ID to a corresponding resource (e.g., access occasion) in a deterministic way. 
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