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1	Introduction
Random access (RA) is one model of UL multiple access that needs to be studied for Ambient IoT (A-IoT). RAN2 has agreed to study 4-step like RA and 2-step like RA. In addition, contention-based access procedure and contention-free access procedure are also to be discussed. We further discuss details for different procedures in this paper.
[bookmark: _Ref178064866]2	Discussion
2.1	RAN1 and RAN2 agreements
In RAN2#125bis, the following agreements were made related to access procedure in random access AI 8.2.5. 
Agreement
1. RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
1. We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
1. Random Access is triggered by the gNB/intermediate UE 
1. gNB/intermediate UE provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
1. Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
1. Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
1. For the very first access message from the device to gNB/intermediate UE in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

In RAN1#116bis, RAN1 made the below agreements regarding UL multiple access:
	Agreement
Study time-domain multiple access of D2R transmissions. Further details, including pros/cons, are FFS.
Agreement
Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.
Agreement
Whether code-domain multiple access is feasible and necessary for D2R transmissions for all devices is FFS.



2.2	Random Access Message Identifier 
RAN2 further studies what ID will be included in the very first message in a random access procedure. It is FFS on whether to use a temporary identifier or a permanent device ID (e.g., CN ID). CN identifiers are not recommended to be used in the very first messages (we refer to as Msg1 in the below discussions) sent to the gNB/intermediate UE for contention resolution due to various reasons:
1) Contention resolution is performed by gNB/intermediate UE in AS.
2) Msg1 may not be secured yet in case the device cannot pre-store any security key.
3) CN identifiers are typically longer than temporary identifiers, which is not efficient from signaling overhead perspective, if CN identifiers are used in Msg1 for contention resolution.
However, this doesn’t exclude the possibility that CN identifiers are also included in Msg1 (i.e., also referred to as 2-step like RA procedure). 
In addition, the main purpose for Msg1 in a contention-based random access is for contention resolution. A AS temporary identifier may be sufficient. But, we are open to study both options. 
[bookmark: _Toc166192562]An identifier is required in Msg1 to access the network during random-access procedure.
[bookmark: _Toc166192565]During an A-IoT contention-based random access, Msg1 includes a AS temporary identifier for contention resolution. FFS whether a CN identifier can be used for contention resolution in Msg1.
2.3	Random Access Procedures 
In NR legacy, either CBRA or CFRA can be applied together with either 4-step procedure or 2-step procedure. We see no reason to not extend such flexibility to A-IoT. In our view, it is feasible to study the below different scenarios for random access:
Scenario 1: A-IoT 4-step contention-based random access
Scenario 2: A-IoT 2-step contention-based random access
Scenario 3: A-IoT 2-step contention-free random access
The 4-step contention-free random access is not needed since device doesn’t need to perform contention resolution. Device can send its ID and data in the same message.
[bookmark: _Toc166017913][bookmark: _Toc166192563]A-IoT 4-step contention-free random access is not needed as device does not need to perform contention resolution.
[bookmark: _Toc166192566]As in NR, an A-IoT device can perform access procedure with
[bookmark: _Toc166192567]i. A-IoT 4-step contention-based random access
[bookmark: _Toc166192568]ii. A-IoT 2-step contention-based random access
[bookmark: _Toc166192569]iii. A-IoT 2-step contention-free random access
It has been agreed to study/support gNB/intermediate UE initiated access procedure. Therefore, it would be reasonable to leave the gNB/intermediate UE to decide which type of access procedures to apply.
[bookmark: _Toc166192570]gNB/intermediate UE decides the type of random access that devices shall apply i.e., A-IoT 4-step contention-based random access, A-IoT 2-step contention-based random access or A-IoT 2-step contention-free random access.
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[bookmark: _Hlk166018308]Figure 1: An example on (a) A-IoT 4-step contention-based random access (left side), (b) A-IoT 2-step contention-based random access (top right side) and (b) A-IoT 2-step contention-free random access (bottom right side).
In Figure 1, an example of A-IoT 4-step contention-based random access procedure is illustrated which can be used as baseline procedure for contention-based random access with four steps. The messages flow is described as follows:
Msg0/initial trigger message: the gNB/intermediate UE sends DL signalling messages to devices, which comprise information on addressed devices, number of time occasions for UL accesses, and a pool of resources from which devices can randomly select their resources for UL transmissions.
A-IoT 4-step Msg1: the device initiates a contention-based random access and randomly selects an occasion. After that, the device sends its contention resolution ID (FFS temporary ID or permanent ID) to the gNB/intermediate UE. The contention resolution ID is used for collision resolution. 
A-IoT 4-step Msg2: the gNB/intermediate UE replies with the device contention resolution ID if the gNB/intermediate UE successfully reads the device’s contention resolution ID. 
A-IoT 4-step Msg3: the device sends data to the gNB/intermediate UE (may using the resources received in Msg2).
[bookmark: _Toc166017923]A-IoT 4-step Msg4: the gNB/intermediate UE sends a response message to the device if needed. FFS on whether Msg4 is needed.
[bookmark: _Toc166017924][bookmark: _Toc166017926][bookmark: _Toc165713993][bookmark: _Toc166017927][bookmark: _Toc165713994][bookmark: _Toc166017928][bookmark: _Toc166192571]Adopt the baseline procedure for studying A-IoT 4-step contention-based random access comprising messages flow based on Figure 1.
The contention-based random access can also be formed with two steps. In the same Figure 1, an example of A-IoT 2-step contention-based random access procedure is illustrated which can be used as baseline procedure for contention-based random access with two steps, i.e., the device can send its contention resolution ID (i.e., FFS temporary ID or permanent ID) and data at the same time.
The procedure is initiated by the gNB/intermediate UE following the below steps.
Msg0/initial trigger message: the gNB/intermediate UE sends DL signalling messages to devices which comprise information on addressed devices, number of time occasions for UL accesses, and a pool of resources from which devices can randomly select their resources for UL transmissions.
A-IoT 2-step Msg1: the device initiates a contention-based random access and randomly select a time occasion. After that, the device sends its contention resolution ID and data to the gNB/intermediate UE.
A-IoT 2-step Msg2: the gNB/intermediate UE replies with the device contention resolution ID if the gNB/intermediate UE successfully reads the device’s contention resolution ID.
[bookmark: _Toc166192572]Adopt the baseline procedure for studying A-IoT 2-step contention-based random access comprising messages flow based on Figure 1.
The A-IoT contention-free procedure can be derived from A-IoT contention-based procedure by targeting only one specific device. In the Msg0, Initial Trigger Message, the gNB/intermediate UE can target one device and just allocate single access slot, resulting in contention-free access. 
However, if there are large number of devices requiring access which are known to the gNB/intermediate UE, then RAN2 can further study if it may be feasible for the gNB/intermediate UE to provide dedicated resources to multiple known devices in a scheduling round. Two solutions can be considered for A-IoT 2-step contention-free random access with multiple devices:
Solution 1: The gNB/intermediate UE has configured AS IDs for the devices. For any access event triggered by the network, the gNB/intermediate UE use AS IDs to perform A-IoT 2-step contention-free random access with multiple devices. The allocation of AS ID to the device can be similar to legacy framework. 
Solution 2: the CN sends device IDs to gNB/intermediate UE to trigger their access. For instance, the CN can indicate device IDs to the gNB/intermediate UE, e.g., in NGAP commands. The gNB/intermediate UE can include those IDs in DL access trigger signaling.
An example of A-IoT 2-step contention-free random access procedure initiated by the gNB/intermediate UE is illustrated in Figure 1 and also indicated in below steps. The procedure can be used as baseline procedure for contention-free access.
Msg0/initial trigger message: the gNB/intermediate UE sends DL signalling message targeting to a single device (e.g., the messages contain the device ID). The messages also comprise dedicated resource allocation for the device.
A-IoT 2-step Msg1: the device sends its ID and data to the gNB/intermediate UE.
A-IoT 2-step Msg2: the gNB/intermediate UE replies with the device ID if the gNB/intermediate UE successfully reads the device’s ID.
[bookmark: _Toc166192573]RAN2 to study if an A-IoT contention-free random access procedure can aim for multiple devices. FFS on using AS IDs or CN IDs for addressing the devices.
[bookmark: _Toc166192574]Adopt the baseline procedure for studying A-IoT 2-step contention-free random access comprising messages flow based on Figure 1.
2.4	Random Access Trigger 
An example of tentative message flow is discussed in previous section. However, it is understood that random-access for any A-IoT use case (e.g., inventory, command) is triggered by the network node. Unlike NR RACH, A-IoT will have DL trigger message, the ‘Initial Trigger Message’ here referred to a Msg0, before 1st UL message (which is not always the case in NR RACH). This trigger can compose one or more DL messages depending on message size limitation and process and charging capabilities of the device. In this message, the gNB/intermediate UE can convey the below information.
· Information about addressed devices or device groups which are the target for the procedure. The device group can be targeted either using some group ID, or specifying individual IDs, or using some mask functionality (like in RFID),
· Random access configuration including number of time occasions and resources (e.g., a pool of resources for contention based access or dedicated resources for contention free based access) .
In addition, some other aspects related to back-offs and re-attempts (not HARQ retransmission) can also be indicated by trigger is also of interest, and thus, can be studied.
[bookmark: _Toc166192575]The initial trigger message (Msg0) indicates at least information including addressed device(s), random access configuration (e.g., number of time occasions and resource allocation).
in addition, RAN2 can further study if Msg0 can indicate other information such as information related to handling of contention resolution failure and access failure.
[bookmark: _Toc166192576]Study if the initial trigger message (Msg0) can indicate other information such as information related to handling of contention resolution failure and access failure.
2.5	Handling contention-failure and access failure 
The transmissions in contention based random-access procedure are unreliable as they are prone to collisions. In addition, in general, the channel error probability for A-IoT transmissions would be higher than of typical NR transmission due to device’s limited capabilities and most likely its inability to do channel measurements. As a consequence, A-IoT transmissions can be unreliable and thus, a suitable feedback mechanism can be useful to indicate device’s UL message success or failure. However, the feedback has a cost on device energy and processing resources which are already scarce and limited.
Regarding contention-failure and access failure for Msg1, below cases are expected:
Case 1: gNB/intermediate UE doesn’t decode any device’s transmission successfully; this may occur due to high contention or link failure.
Case 2: gNB/intermediate UE decodes/reads at least one device’s transmission successfully.  
For case 1, gNB/intermediate UE cannot provide any response message to devices. In this case, a device would be able to figure out that its previous transmission was unsuccessful if the device does not receive any response message (Msg2) from gNB/intermediate UE.
For case 2, gNB/intermediate UE responds to the devices which have won contention-resolution, i.e., referred to as Msg2 in the random-access procedure. The question is whether the rest competing devices also need to be signalled with an explicit acknowledgement message. We think this is not needed, since the acknowledgement message to the winners have already indicated that other competing devices (with different temporary IDs) fail to their accesses.
[bookmark: _Toc166192577]After transmitting a Msg1, a device considers the Msg1 transmission was unsuccessful if the device does not receive any response message (Msg2) from gNB/intermediate UE when the time occasion ends.
[bookmark: _Toc166192578]After transmitting a Msg1, a device considers the Msg1 transmission was unsuccessful due to contention if the device receives response messages not carrying its contention-resolution identifier (Msg2) when the time occasion ends.
In addition, after a device has won contention resolution and provided data to the GNB/intermediate UE in Msg3, it can be further studied if any acknowledgement message is needed from the GNB/intermediate UE perspective. Companies have different views on whether Msg4 is needed. Some companies think Msg4 is needed to resolve contention that there may be multiple devices choose the same temporary identifier in Msg1. Some other companies think the probability that multiple devices choose the same temporary identifier in Msg1 is rather low, therefore Msg4 is not needed. In addition, it may be beneficial to introduce Msg4 to acknowledge whether Msg3 transmission has been successful or unsuccessful. Anyway, we are open to discuss this. In addition, if Msg4 is needed for contention resolution, the content for Msg3 would need to be further discussed.
[bookmark: _Toc166192579]For A-IoT 4-step contention-based random access, study if Msg4 is needed to resolve contention.
In the last RAN2 meeting, different options on how to handle contention-failure and access failure were discussed briefly. The feasible options comprise:
Option 1: Device which experiences contention-failure or access failure, re-accesses in the same round.
Option 2: Device which experiences contention-failure or access failure, re-accesses in a different round.
Option 3: the round length (i.e., the number of time occasions) is adaptive. One round can be terminated earlier upon detection of too high collision. A new round with more time occasions is initiated.  
A round can be defined as a time period over which devices can randomly select resources for its UL transmissions from a resource pool via a contention based manner. 
With option 1, devices which have failed to transmit don’t need to wait for the next round. Devices which have failed and other devices which have not transmitted would access the rest time occasions at the same time. The queue would pile up during the rest time occasions in this round.   
Option 2 may be simpler from gNB/intermediate UE design perspective as devices are assumed to retry in a next round upon unsuccessful access attempt. gNB/intermediate UE is not required to reserve occasions and resources for re-accesses ahead. However, in a different round, devices performing re-accesses may suffer from longer access delay. 
With option 3, the length for each round (i.e., number of time occasions) is set by gNB/intermediate UE depending on collision rate. 
[bookmark: _Toc166192564]A round can be defined as a time period over which devices can randomly select resources for its UL transmissions from a resource pool in a contention based manner.
[bookmark: _Toc166192580]For handling contention resolution failure and access failure, RAN2 to study the below options:
a. [bookmark: _Toc166192581]Option 1: a device which experiences contention-failure or access failure, re-accesses in the same round. 
b. [bookmark: _Toc166192582]Option 2: a device which experiences contention-failure or access failure, re-accesses in the next round. 
c. [bookmark: _Toc166192583]Option 3: the round length is adaptive. One round can be terminated earlier upon detection of too high collision. A new round with more time occasions is initiated.
2.6	FDM and CDM related aspects 
RAN1 has agreed to study FDM based multiple access, and FFS CDM based access procedure. From RAN2 perspective, RAN2 can just assume that gNB/intermediate UE may be able to read/decode multiple devices on the same access occasion. With that in mind, RAN2 shall consider to support multiple devices to access/transmit on the same time occasion.
[bookmark: _Toc165714033][bookmark: _Toc166017941][bookmark: _Toc165714034][bookmark: _Toc166017942][bookmark: _Toc165714035][bookmark: _Toc166017943][bookmark: _Toc165714036][bookmark: _Toc166017944][bookmark: _Toc165714037][bookmark: _Toc166017945][bookmark: _Toc166192584][bookmark: _Toc165714039][bookmark: _Toc166017947][bookmark: _Toc162550591][bookmark: _Toc162550636][bookmark: _Toc162550681][bookmark: _Toc162550764][bookmark: _Toc165714040][bookmark: _Toc166017948][bookmark: _Toc165714041][bookmark: _Toc166017949][bookmark: _Toc165714042][bookmark: _Toc166017950][bookmark: _Toc165714043][bookmark: _Toc166017951][bookmark: _Toc165714044][bookmark: _Toc166017952][bookmark: _Toc165714045][bookmark: _Toc166017953][bookmark: _Toc165714046][bookmark: _Toc166017954][bookmark: _Toc165714047][bookmark: _Toc166017955][bookmark: _Toc165714048][bookmark: _Toc166017956][bookmark: _Toc165714049][bookmark: _Toc166017957][bookmark: _Toc165714050][bookmark: _Toc166017958][bookmark: _Toc165714051][bookmark: _Toc166017959][bookmark: _Toc165714052][bookmark: _Toc166017960][bookmark: _Toc165714053][bookmark: _Toc166017961][bookmark: _Toc165714054][bookmark: _Toc166017962][bookmark: _Toc165714055][bookmark: _Toc166017963][bookmark: _Toc165714056][bookmark: _Toc166017964][bookmark: _Toc162550593][bookmark: _Toc162550638][bookmark: _Toc162550683][bookmark: _Toc162550766][bookmark: _Toc165714057][bookmark: _Toc166017965][bookmark: _Toc165714058][bookmark: _Toc166017966]Study random-access procedure supporting multiple devices to access/transmit on the same time occasion (since RAN1 has agreed to study at least TDM and FDM based access procedure).
2.7	Connection Topologies
In the SID, it has been defined to study connection topologies, including Topology 1 and Topology 2. 
· Deployment scenario 1 with Topology 1
· Base station and coexistence characteristics: Micro-cell, co-site
·   Deployment scenario 2 with Topology 2 and UE as intermediate node, under network control
· Base station and coexistence characteristics: Macro-cell, co-site
It is straightforward to study and support random access in Topology 1.
For Topology 2, since UE operates as an intermediate UE, it is assumed that the interface between the UE and the gNB would reuse the legacy Uu interface, with minimum improvements if deemed necessary. Meanwhile, the interface between the UE and devices should be the same as the interface between devices and the gNB in Topology 1.
[bookmark: _Toc166192585]In Topology 2, use the legacy Uu interface for the interface between the intermediate UE and the gNB aiming for minimum/no improvements.
[bookmark: _Toc70424553][bookmark: _Ref189046994]3	Conclusion
In the previous sections we made the following observations: 
Observation 1	An identifier is required in Msg1 to access the network during random-access procedure.
Observation 2	A-IoT 4-step contention-free random access is not needed as device does not need to perform contention resolution.
Observation 3	A round can be defined as a time period over which devices can randomly select resources for its UL transmissions from a resource pool in a contention based manner.

Based on the discussion in the previous sections we propose the following:
Proposal 1	During an A-IoT contention-based random access, Msg1 includes a AS temporary identifier for contention resolution. FFS whether a CN identifier can be used for contention resolution in Msg1.
Proposal 2	As in NR, an A-IoT device can perform access procedure with
i. A-IoT 4-step contention-based random access
ii. A-IoT 2-step contention-based random access
iii. A-IoT 2-step contention-free random access
Proposal 3	gNB/intermediate UE decides the type of random access that devices shall apply i.e., A-IoT 4-step contention-based random access, A-IoT 2-step contention-based random access or A-IoT 2-step contention-free random access.
Proposal 4	Adopt the baseline procedure for studying A-IoT 4-step contention-based random access comprising messages flow based on Figure 1.
Proposal 5	Adopt the baseline procedure for studying A-IoT 2-step contention-based random access comprising messages flow based on Figure 1.
Proposal 6	RAN2 to study if an A-IoT contention-free random access procedure can aim for multiple devices. FFS on using AS IDs or CN IDs for addressing the devices.
Proposal 7	Adopt the baseline procedure for studying A-IoT 2-step contention-free random access comprising messages flow based on Figure 1.
Proposal 8	The initial trigger message (Msg0) indicates at least information including addressed device(s), random access configuration (e.g., number of time occasions and resource allocation).
Proposal 9	Study if the initial trigger message (Msg0) can indicate other information such as information related to handling of contention resolution failure and access failure.
Proposal 10	After transmitting a Msg1, a device considers the Msg1 transmission was unsuccessful if the device does not receive any response message (Msg2) from gNB/intermediate UE when the time occasion ends.
Proposal 11	After transmitting a Msg1, a device considers the Msg1 transmission was unsuccessful due to contention if the device receives response messages not carrying its contention-resolution identifier (Msg2) when the time occasion ends.
Proposal 12	For A-IoT 4-step contention-based random access, study if Msg4 is needed to resolve contention.
Proposal 13	For handling contention resolution failure and access failure, RAN2 to study the below options:
a.	Option 1: a device which experiences contention-failure or access failure, re-accesses in the same round.
b.	Option 2: a device which experiences contention-failure or access failure, re-accesses in the next round.
c.	Option 3: the round length is adaptive. One round can be terminated earlier upon detection of too high collision. A new round with more time occasions is initiated.
Proposal 14	Study random-access procedure supporting multiple devices to access/transmit on the same time occasion (since RAN1 has agreed to study at least TDM and FDM based access procedure).
Proposal 15	In Topology 2, use the legacy Uu interface for the interface between the intermediate UE and the gNB aiming for minimum/no improvements.
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