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[bookmark: _Ref488331639]Introduction
[bookmark: _Ref178064866]In the last RAN2 meeting, the following agreements were reached for the random access procedure for Ambient IoT device:
Agreement
· RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
· We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
· Random Access is triggered by the reader 
· Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
· Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
· Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
· For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).  
This paper intends to discuss the further details of the steps required for initial access procedure for Ambient IoT device.
Discussion
[bookmark: _Hlk162441830]Reference design (RFID based Access) 
 
Considering the similarity between Ambient IoT system and RFID, it may be worthwhile to review the basic  access procedure adopted by RFID tag (ISO 18000-6c). 

As shown in the following figure (Figure-1), the RFID access procedure can be broken down into several steps as described below. 
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Figure-1: RFID access procedure
At the first step of the handshake, the interrogator assembles and sends out a Query command; the tag chooses a random time slot to backscatter its 16-bit random number (RN16) after receiving a Query command, and then transits from the Arbitrate state to the Reply state. 
In the next step, the reader decodes the tag backscattered random number and attaches it to the command header of an acknowledge command ACK, and then transmits the ACK command within the turnaround time, T. The tag receives this ACK command and responds with its ID (the tag PC and EPC number) including a 16-bit CRC code. The tag then transits into the Acknowledged state. 
At the last step, the interrogator receives the tag response and sends out a Req_RN command with the previous tag backscattered 16-bit random number and 16-bit CRC over the command within the same turn-around time T in Step 2 to notify the tag entering into the memory access state (Open or Secure state). The tag receives this Req_RN command and backscatters a Handle (a special 16- bit code).
To start an inventory round for the tags in the field, the reader needs to send a Query command as the first step. The anti-collision dynamic framed slotted Aloha algorithm is realized by specifying a value ranging from 0-15 to the 4-bit Q field in the Query command. Upon receiving the Query command, the matching tags pick a random number in [0, 2 exp (Q)-1] to load into the slot counter. The tag collision occurs when multiple tags in the reader field load the same slot counter and thus respond to the Query command simultaneously. A form of collision control can be realized by specifying a large value for Q to reduce the probability of collisions.

Initial Access for Ambient IoT device 
Similar to RFID based access procedure, the Ambient IoT device may not get the UL Timing Advance before its initial access. Moreover, the Ambient IoT device may not send an PRACH preamble as specified by legacy NR system.  
In the RFID based access procedure, only one RFID can access the reader at one time, this presents a challenge for Ambient IoT device, since the assumption for Ambient IoT devices is that it can allow at least 100 devices to access simultaneously, according to the simulation assumptions discussed at RAN1. Supporting more devices to access should be based on a mechanism to gracefully resolve the contention among multiple devices accessing at the same time. This means the RFID access procedure cannot be simply reused. 
For NR, two types of random access procedure are supported: 4-step RA type with MSG1 and 2-step RA type with MSGA. Since according to the agreements RAN1/RAN2, Ambient IoT device adopts ALOHA based access, CFRA based approach for legacy NR system is not the mainstream case. We mainly refer to some design from CBRA with 4-step RA type and CBRA with 2-step RA type. 
For 4-step RA type, the MSG1 consists of a preamble on PRACH. After MSG1 transmission, the UE monitors for a response from the network within a configured window. Upon reception of the random access response, the UE sends MSG3 using the UL grant scheduled in the response and monitors contention resolution as shown in Figure 2a. If contention resolution is not successful after MSG3 (re)transmission(s), the UE goes back to MSG1 transmission.
For 2-step RA type, the MSGA includes a preamble on PRACH and a payload on PUSCH. After MSGA transmission, the UE monitors for a response from the network within a configured window. If contention resolution is successful upon receiving the network response, the UE ends the random access procedure as shown in Figure 2b. 


			  	
Figure 2a:CBRA with 4-step RA type				Figure 2b: CBRA with 2-step RA type

To discuss the initial access procedure, we need to assume that the Ambient IoT device can get the access occasion information from the initial triggering message, as we assume the access occasion information should be carried by the first message (MSG0) sent from the reader to the Ambient IoT device.
After the Ambient IoT device get the access occasion information from the initial triggering message, it may perform Device Type match and then choose an Access Occasion based on the information carried within initial triggering message. It is for further study what detailed information should be provided via initial triggering message.
Meanwhile, before the actual discussion of random access for Ambient IoT, it would be helpful to clarify if a preamble should be transmitted as legacy NR random access attempt for Ambient IoT device. In our understanding, preamble transmission will lead to a complicated design for the whole initial access procedure and the contention resolution can be based on the identity sent by Ambient IoT device, if referring to the RFID access procedure.

Proposoal-1: Preamble transmission during random access attempt is not supported for Ambient IoT device

In the legacy NR random access procedure, the key difference between 4-step RA type and 2-step RA type is when the contention resolution happens. For 4-step RA type, contention resolution happens at MSG4 and for 2-step RA type, contention resolution happens at MSG2. If proposal-1 is agreeable, there will be no preamble transmission, it seems the contention resolution can always occur at MSG2.    

Proposoal-2: Contention resolution occurs at MSG2 for random access for Ambient IoT device. 

Based on the abovementioned understanding, for Ambient IoT device, we prefer to adopt a 2-step alike procedure for initial access. 

2-step alike procedure for initial access
The 2 step like random access procedure can be depicted in Figure 3 below.  

[image: ]
Figure-3: 2-step like Ambient IoT access procedure

In step-1 (i.e., MSG1), the identity of the Ambient IoT device or a random number can be reported to the reader in its Message-1 (MSG1) at D2R link, in a given access occasion selected by the device. 
After sending the Message 1, the Ambient IoT device may monitor the corresponding R2D link transmission occasion, corresponding to the Access occasions randomly select by the device to wait for the access (contention) resolution. 
In step-2 (i.e., MSG2), the reader may respond to the Ambient IoT device via a message 2 (MSG2) in the R2D link. Message 2 is a random access response (RAR) like message, transmitted over the PRDCH channel. However, for 2-step random access, Message 2 should serve as the contention resolution. Message 2 should carry the same identity that the device sent to the reader in Message 1. Only the particular device that send that identity can take its random access as successful. The devices should take it as contention failure. Meanwhile, within the MSG2, the actual R2D link message can be carried. For example, the Inventory Request from upper layer can be carried in this message.    
Proposal-3: For Ambient IoT random access, Message 2 should carry the same identity that the device sent to the reader in Message 1.
Proposal-4 For Ambient IoT random access, Message 2 can also carry the first R2D upper layer message (e.g., the Inventory Request).

In step-3 (i.e., MSG3), it may carry the first D2R data message from the Ambient IoT device to the Reader. For example, Message 3 may carry the Inventory Response from upper layer.  

Proposal-5: For Ambient IoT random access, Message 3 can also carry the first D2R upper layer message (e.g., the Inventory Response).

However, we think there is one thing that needs to be discussed. The first R2D upper layer message (e.g., the Inventory Request) may be carried by message 0 (i.e. initial triggering message) already. Then in this case, message 2 just serves only for contention resolution. 

Proposal-6: For Ambient IoT random access, Message 0 can also carry the first R2D upper layer message (e.g., the Inventory Request).
 



Conclusion and Proposal
We have the following proposals:

Proposoal-1: Preamble transmission during random access attempt is not supported for Ambient IoT device
Proposoal-2: Contention resolution occurs at MSG2 for random access for Ambient IoT device.
Proposal-3: For Ambient IoT random access, Message 2 should carry the same identity that the device sent to the reader in Message 1.
Proposal-4 For Ambient IoT random access, Message 2 can also carry the first R2D upper layer message (e.g., the Inventory Request).
Proposal-5: For Ambient IoT random access, Message 3 can also carry the first D2R upper layer message (e.g., the Inventory Response).
Proposal-6: For Ambient IoT random access, Message 0 can also carry the first R2D upper layer message (e.g., the Inventory Request).
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