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* * * First Change * * * *
4.2.6.5.3	Provisioning of the Usage Monitoring Control Policy
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The PCF may indicate the need to apply monitoring control of the accumulated usage of network resources on a per PDU session basis. Usage is defined as volume or time of user plane traffic. Monitoring for traffic volume and traffic time can be performed in parallel. The data collection for usage monitoring control shall be performed per monitoring key, which may apply to a single service data flow, a set of service data flows or all the traffic in a PDU session. If usage monitoring at PDU session level is enabled, the PCF may request the SMF to exclude a single service data flow or a set of service data flows from usage monitoring at PDU session level.
During PDU session establishment and, if NetSliceRepl feature is supported, when the "NET_SLICE_REPL" is received to report a replacement of the S-NSSAI, the PCF may receive information from the UDR about total the allowed usage per DNN / S-NSSAI combination and UE, i.e. the overall amount of allowed traffic volume and/or time of usage that are to be monitored per DNN / S-NSSAI combination and UE and/or the total allowed usage for Monitoring key(s) per DNN / S-NSSAI combination and UE.
NOTE 1:	It depends on the implementation of UDR whether to provide the total allowed usage per DNN / S-NSSAI combination and UE to different PCFs if these different PCFs are serving PDU sessions with the same value of DNN / S-NSSAI combination and UE.
If the SMF supports the UMC feature, the PCF may request usage monitoring control for a PDU session. If at that time the PCF has not provided "US_RE" policy control request trigger to the SMF, the PCF shall include the "policyCtrlReqTriggers" attribute with the value "US_RE" and provide it to the SMF as defined in clause 4.2.6.4. The PCF shall not remove the "US_RE" policy control request trigger while usage monitoring is still active in the SMF.
At PDU session establishment and modification, the PCF may provide to the SMF, for each usage monitoring control instance, the applicable threshold(s), i.e. volume threshold, time threshold or both volume threshold and time threshold. To provide the initial threshold(s) for each usage monitoring control instance, the PCF shall include these threshold(s) within the "umDecs" attribute within the SmPolicyDecision data structure.
The PCF may provide a monitoring time to the SMF for the usage monitoring control instance(s) and optionally specify a subsequent threshold value for the usage after the monitoring time.
NOTE 2:	The PCF can provide only one threshold or one threshold and one subsequent threshold in the case that monitoring time is provided. When only the threshold is provided, the UPF resets the usage threshold to the remaining value of the threshold at the monitoring time; when the threshold and subsequent threshold are provided, the UPF resets the usage threshold to the value of the subsequent threshold at the monitoring time as defined in 3GPP 29.244 [13].
Threshold levels may be defined for:
-	the total volume only; or
-	the uplink volume only; or
-	the downlink volume only; or
-	the uplink and downlink volume; and/or
-	the time.
Threshold levels, monitoring time, if applicable, and inactive time, if applicable, for each usage monitoring control instance may be provisioned within an entry of the "umDecs" attribute as follows:
-	the total volume threshold, if applicable, within the "volumeThreshold" attribute;
-	the uplink volume threshold, if applicable, within the "volumeThresholdUplink" attribute; 
-	the downlink volume threshold, if applicable, within the "volumeThresholdDownlink" attribute;
-	the time threshold, if applicable, within the "timeThreshold" attribute;
.	the total volume threshold after the monitoring time, if applicable, within the "nextVolThreshold" attribute;
-	the uplink volume threshold after the monitoring time, if applicable, within the "nextVolThresholdUplink" attribute;
-	the downlink volume threshold after the monitoring time, if applicable, within the "nextVolThresholdDownlink" attribute;
-	the time threshold after the monitoring time, if applicable, within the "nextTimeThreshold" attribute;
-	the monitoring time, if applicable, within the "monitoringTime" attribute;
-	the inactive time, if applicable, within the "inactivityTime" attribute.
If the SMF reports usage before the monitoring time is reached, the monitoring time is not retained by the SMF. Therefore, the PCF may again provide in the response a monitoring time and optionally the subsequent threshold value(s) for the usage after the monitoring time.
The "inactivityTime" attribute represents the time interval after which the time measurement shall stop for the Monitoring Key, if no packets belonging to the corresponding Monitoring Key are received. Time measurement shall resume again on receipt of a further packet belonging to the Monitoring Key. Time measurement for a Monitoring key shall also be stopped when time based usage monitoring is disabled, if this happens before the Inactivity Detection Time is reached. If an "inactivityTime" attribute with value of zero is provided, or if no "inactivityTime" attribute is present within the usage monitoring control instance provided by the PCF, the time measurement shall be performed continuously from the point the first packet is received matching the applicable Monitoring Key is received and until time based usage monitoring is disabled.
If the usage monitoring control instance applies to the PDU session level, the PCF shall include the reference to the Usage Monitoring Data decision within the "refUmData" attribute of the related session rule.
If the usage monitoring control instance applies to a service data flow or a group of service data flows, the PCF shall include the reference to the Usage Monitoring Data decision within the "refUmData" attribute of the related PCC rule(s).
The PCF may provide one usage monitoring control instance applicable at PDU session level and one or more usage monitoring control instances applicable at PCC Rule(s) level.
If NetSliceRepl feature is supported and the PCF is aware of an S-NSSAI replacement if the PCF decides to apply usage monitoring for the new S-NSSAI in use, the PCF may, after disabling the usage monitoring data for the replaced S-NSSAI/DNN combination as described in clause 4.2.6.5.3.2, enable the usage monitoring data corresponding to the monitoring key of the session rule associated to the PDU session and for the monitoring key(s) for the PCC Rules applicable for the new S-NSSAI/DNN combination using the modification procedures described in clauses 4.2.6.3.1 and 4.2.6.2.1 respectively. 
If the PDU session level usage monitoring is enabled and service data flow(s) need to be excluded from this PDU session level usage monitoring, the PCF shall include the corresponding PCC rule identifier(s) within the "exUsagePccRuleIds" attribute of the UsageMonitoringData instance of PDU session level usage monitoring. If the exclusion is enabled, the PCF may disable the exclusion again for service data flow(s) by removing the corresponding PCC rule identifier(s) from "exUsagePccRuleIds" attribute.
The PCF may provide new volume threshold(s) and/or a new time threshold to the SMF. The new threshold value(s) override the existing value(s) in the SMF.
When the SMF receives above the usage monitoring control request from the PCF, the SMF shall initiate the PFCP Session Establishment procedure as defined in clause 7.5.2, or the PFCP Session Modification procedure, as defined in clause 7.5.4 of 3GPP TS 29.244 [13], to request the UPF to perform the usage monitoring control.
If the reset time of the usage monitoring related information (see clause 5.4.2.7 of 3GPP TS 29.519 [15]) is reached, the PCF shall reset the remaining allowed usage to the value(s) indicated in the usage monitoring related information and shall then interact with the SMF to undo any previously applied policy decisions related to remaining allowed usage of zero (or below zero).
NOTE 32:	The PCF can also update the related usage monitoring information in the UDR as defined in 3GPP TS 29.519 [15] according to the performed reset action.
* * * Second Change * * * *
[bookmark: _Toc59016266][bookmark: _Toc63167864][bookmark: _Toc66262374][bookmark: _Toc68166880][bookmark: _Toc73537998][bookmark: _Toc75351874][bookmark: _Toc83231684][bookmark: _Toc85534984][bookmark: _Toc88559447][bookmark: _Toc114210078][bookmark: _Toc129246428][bookmark: _Toc138747194][bookmark: _Toc153786840][bookmark: _Toc161953440]4.2.6.5.3.2	Disabling Usage Monitoring
After usage monitoring is enabled, the PCF may explicitly disable usage monitoring as a result of receiving an SM Policy association update from the SMF which is not related to reporting usage, but to other external triggers (e.g., receiving an AF request, subscriber profile update), or a PCF internal trigger. 
When NetSliceReplacement feature is supported and if the "NET_SLICE_REPL" trigger is received to report a replacement of the S-NSSAI and if the PCF decides to enable usage monitoring for the new S-NSSAI in use based on operator policies, the PCF shall disable the usage monitoring data for the monitoring key of the session rule(s) associated to the PDU session and for the monitoring key(s) for the PCC rule(s) corresponding to the replaced S-NSSAI. The PCF shall update the usage monitoring information related to the replaced S-NSSAI in the UDR as defined in 3GPP TS 29.519 [15].
When the PCF disables usage monitoring, the SMF shall report the accumulated usage which has occurred while usage monitoring was enabled since the last report.
To disable usage monitoring for a monitoring key, the PCF shall provide either the SMF with the corresponding applicable attributes of the usage monitoring control instance containing a NULL value (e.g. the previous provided "volumeThreshold" is set to NULL"), or:
-	for dynamic PCC rule(s) or session rule(s), remove the reference to the corresponding usage monitoring control instance from all the dynamic PCC rule(s) or session rule(s) referencing it;
NOTE:	The PCF could keep the UsageMonitoringData policy decision valid in the SMF.
[bookmark: _Hlk65586597]-	for predefined PCC rule(s), remove the UsageMonitoringData policy decision referred from all the activated predefined PCC rule(s).
When the PCF disables usage monitoring for usage monitoring key(s) via a Npcf_SMPolicyControl_UpdateNotify or a Npcf_SMPolicyControl_Update service operation, the SMF shall trigger a new Npcf_SMPolicyControl_Update service operation using the procedures specified in clause 4.2.4.10 to report accumulated usage for the disabled usage monitoring key(s).
* * * End Change * * * *
