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Abstract of the contribution:
1	Decision/action requested
Discuss the principle for the generic application error introduction for the Northbound API.
2	References
[1]	3GPP TS 29.122 "T8 reference point for Northbound APIs"
3	Rationale
In the CT3#134 meeting, the discussion on the applicability of "TARGET_NOT_FOUND" application error in 403 error code in Northbound APIs took place. The "TARGET_NOT_FOUND" application error was introduced in the discussion paper C3-231255 with the following CT3 agreement:
CT3 agrees that Solution#1 (definition of the "TARGET_NOT_FOUND" application error for the 403 error code) is applicable for the SEAL APIs. CT3 agrees to further study the applicability of the Solution#1 for other NB APIs before defining the above error in any particular API.
This discussion paper aims to provide the analysis on applicability of the "TARGET_NOT_FOUND" for NB APIs.
4	Discussion
4.1	Background information
The main principle of the application error introduction is "a new application error shall not overlap with already defined application errors (including the application errors defined in 29.122/29.500)".
The application "TARGET_ID_NOT_FOUND" application error is proposed to be defined with the following scope:
	Application Error
	HTTP status code
	Description

	TARGET_NOT_FOUND
	403 Forbidden
	The HTTP request contains semantically correct identifier(s) that is not found (e.g., unknown by the HTTP server). The list of not found identifiers is provided within the "invalidParams" attribute of the "ProblemDetails" structure.



4.2	3GPP enablers layer structure
3GPP TS 23.558 introduces the 3GPP enablers layer structure in Annex A.4.


It can be noted that:
1)	NEF (3GPP interface) is consumed by Edge Enabler Layer and Application Enabler Layers (UASAPP, V2XAPP, PINAPP). NEF already supports the application errors with the similar scope as "TARGET_NOT_FOUND" (see section 4.3).
2)	Edge Enabler Layer consumes 3GPP interfaces via EDGE-2 reference point and does not consume SEAL services. Also, the Edge Enabler Layer. The Edge Enabler Layer already supports the application errors with the similar scope as "TARGET_NOT_FOUND" (see section 4.3).
3)	Application Enabler Layers consume SEAL Services and 3GPP interface. Thus, the application errors exposed by SEAL and 3GPP interfaces can be re-exposed to the Application Specific Server.
Observation 1: NEF (29.122) and Edge Enabler Layer (29.558) specifications are not a proper place to introduce the "TARGET_NOT_FOUND" application error due to existing overlap and the scope of the "TARGET_NOT_FOUND" that is applicable for the application layer enablers.
4.3	Analysis of the overlap with the "TARGET_NOT_FOUND" application error
In this section, the table will represent the analysis of the overlap with the "TARGET_ID_NOT_FOUND" application error.
	Entity/WIC
	Specification number
	Analysis

	NEF/SCEF
	29.122, 29.522
	Overlap with the existing "UE_NOT_FOUND", "GROUP_IDENTIFIER_NOT_FOUND", "UNKNOWN_TMGI", and "UNKNOWN_MBS_SERVICE_AREA” application errors under 404 error code

	SEAL (including SEALDD and NSCALE)
	29.549, 29.548, 29.435
	The SEAL family. No overlap. Agreed by CT3 to introduce.

	EDGEAPP
	29.558
	Overlap with "UE_NOT_FOUND" application error exposed by Edge. 

	UASAPP
	29.257
	No overlap. The applicability of the application error is not discussed. This Enabler Layer works on top of SEAL.

	V2XAPP
	29.486
	No overlap. The applicability of the application error is not discussed. This Enabler Layer works on top of SEAL.

	PINAPP
	29.583
	No overlap. The applicability of the application error is not discussed.

	CAPIF
	29.222
	No use-case to define "TARGET_NOT_FOUND" application error.



Observation 2: The "TARGET_NOT_FOUND" application error has overlap with existing application in NEF/SCEF, CAPIF and EdgeAPP. The "TARGET_NOT_FOUND" application error has no overlap with the application errors defined in SEAL and agreed to be introduced. The "TARGET_NOT_FOUND" application error has no overlap with the application errors defined in UASAPP, V2XAPP and PINAPP; however, the applicability of the application error was not discussed.
4.3	Detailed proposal
Based on the background information and analysis, it is proposed.
Proposal: Define the "TARGET_NOT_FOUND" application error for the SEAL family in Release-18. Discuss the applicability of the "TARGET_NOT_FOUND" application error for UASAPP, V2XAPP and PINAPP in Release-19 within the scope of NBI19.
5	Conclusion
This discussion paper provided the background information and the related justifications to define the "TARGET_NOT_FOUND" application error for the SEAL family in Release-18.
Based on the provided information and justifications, Ericsson proposes to discuss and agree the CR#0277 for 3GPP TS 29.549 as possible way forward.
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