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1. Reason for Change
[bookmark: _GoBack]The media types for the Sdd_DataStorage API needs to be specified.
2. Proposal
[bookmark: OLE_LINK132][bookmark: OLE_LINK133]It is proposed to agree the following changes to 3GPP TS 24.543 v1.3.0.
3. Revision history
-	

[bookmark: OLE_LINK113][bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc164932076][bookmark: _Toc154277430][bookmark: _Toc164931895]7.2.8.3	SDDM client CoAP procedure
[bookmark: OLE_LINK156][bookmark: OLE_LINK157]In order to request an SEALDD data storage creation to the SDDM-S, the SDDM-C shall send a CoAP POST request message to the SDDM-S according to procedures specified in IETF RFC 7252 [13]. In the CoAP POST request, the SDDM-C:
a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-S as specified in clause A.4.3.1 with the "apiRoot" set to the SDDM-S URI;
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-creation-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
[bookmark: OLE_LINK173][bookmark: OLE_LINK174]c)	shall include a "DataStorageCreationRequest" object:
1)	shall include an "applicationData" attribute set to the application data needed to be stored;
2)	may include an "accessControlPolicy" attribute set to the control policy for the requested data access from other consumers (e.g. SDDM-C, VAL server, other SDDM-S);
3)	may include an "expiryTime" attribute set to the expiration time of the data to be stored;
4)	may include a "statusInformationReq" attribute set to the information of the stored data to be tracked or monitored by the SDDM-S (e.g. statistics of the stored data; indications of how often the stored data is accessed or managed) for corresponding notifications; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
[bookmark: _Toc164931896]7.2.8.4	SDDM server CoAP procedure
Upon receiving a CoAP POST request where the CoAP URI of the CoAP POST request identifies the creation of a data storage resource as specified in clause A.4.3.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-creation-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "DataStorageCreationRequest" object;
the SDDM-S shall generate a CoAP POST response according to IETF RFC 7252 [13]. In the CoAP POST response message, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-creation-res-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to create the SDDM data creation storage resource pointed at by the CoAP URI with the content of "DataStorageCreationRequest" object received in the request and:
1)	if successfully created, shall include a "DataStorageCreationResponse" object in the CoAP POST 2.01 (Created) response message;
i)	shall include a "result" attribute set to "success"; and
[bookmark: OLE_LINK103][bookmark: OLE_LINK104]ii)	shall include a "dataIdentifier" attribute specifying the identity of the stored data; or
2)	otherwise, shall include a "DataStorageCreationResponse" object with a "result" attribute set to "failure" and a "cause" attribute specifying the cause of the failure of the operation, e.g. VAL client error in the CoAP POST response; and
c)	shall send the CoAP POST response towards the SDDM-C.
* * * Next Change * * * *
[bookmark: _Toc164931900]7.2.9.3	SDDM client CoAP procedure
In order to request an SEALDD data storage reservation to the SDDM-S, the SDDM-C shall send a CoAP POST request message to the SDDM-S according to procedures specified in IETF RFC 7252 [13]. In the CoAP POST request, the SDDM-C:
a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-S as specified in clause A.4.3.1 with the "apiRoot" set to the SDDM-S URI;
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-reservation-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
c)	shall include a "DataStorageReservationRequest" object:
1)	shall include a "valServiceId" attribute set to the identity of the VAL service of the vertical application;
2)	may include a "dataLength" attribute set to the data length to be stored; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
[bookmark: _Toc164931901]7.2.9.4	SDDM server CoAP procedure
Upon receiving a CoAP POST request where the CoAP URI of the CoAP POST request identifies the creation of a data storage resource as specified in clause A.4.3.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-reservation-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "DataStorageRreservationRequest" object;
the SDDM-S shall generate a CoAP POST response according to IETF RFC 7252 [13]. In the CoAP POST response message, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-reservation-res-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to create the SDDM data creation storage resource pointed at by the CoAP URI with the content of "DataStorageReservationRequest" object received in the request and:
1)	if successfully created, shall include a "DataStorageReservationResponse" object in the CoAP POST 2.01 (Created) response message;
i)	shall include a "result" attribute set to "success"; and
ii)	shall include an "address" attribute specifying the reserved address for data storage; or
2)	otherwise, shall include a "DataStorageReservationResponse" object with a "result" attribute set to "failure" and a "cause" attribute specifying the cause of the failure of the operation, e.g. VAL client error in the CoAP POST response; and
c)	shall send the CoAP POST response towards the SDDM-C.
* * * Next Change * * * *
[bookmark: _Toc164931905]7.2.10.3	SDDM client CoAP procedure
Upon receiving a CoAP FETCH 2.05 (Content) response (as specified in IETF RFC 8132 [16]) to a CoAP FETCH request message used to observe an SDDM data storage resource as specified in clause A.4.3.2.2.3.5, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-status-notification-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor", and
[bookmark: OLE_LINK177][bookmark: OLE_LINK176]b)	a "DataStorageStatusNotification" object;
NOTE:	The SDDM-C can communicate the received data storage notification information to the VAL client.
[bookmark: _Toc164931906]7.2.10.4	SDDM server CoAP procedure
[bookmark: OLE_LINK214][bookmark: OLE_LINK213][bookmark: OLE_LINK216][bookmark: OLE_LINK215]In order to notify a SDDM-C about information of an SDDM data storage resource, the SDDM-S shall send a CoAP FETCH response (as specified in IETF RFC 8132 [16]) message to the SDDM-C according to procedures specified in IETF RFC 7252 [13] in response to a CoAP FETCH request message used to observe an SDDM data storage resource as specified in clause A.4.3.2.2.3.5. In the CoAP FETCH response, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-status-notification-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
[bookmark: OLE_LINK218][bookmark: OLE_LINK217]b)	shall include an "DataStorageStatusNotification" object in the CoAP FETCH 2.05 (Content) response message; and
c)	shall send the CoAP FETCH response towards the SDDM-C.
* * * Next Change * * * *
[bookmark: _Toc164931910]7.2.11.3	SDDM client CoAP procedure
In order to query an SDDM data storage resource, the SDDM-C shall send a CoAP GET request message to the SDDM-S according to procedures specified in IETF RFC 7252 [13]. In the CoAP GET request, the SDDM-C:
a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-S as specified in clause A.4.3.1 with:
1)	the "apiRoot" set to the SDDM-S URI; and
2)	the "dataIdentifier" query option is set to the identity of the stored data which is queried; and
b)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
[bookmark: _Toc164931911]7.2.11.4	SDDM server CoAP procedure
Upon receiving a CoAP GET request where the CoAP URI of the CoAP GET request identifies the creation of a data storage resource as specified in clause A.4.3.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "data-identifier" query option"DataStorageQueryRequest" object;
the SDDM-S shall generate a CoAP GET response according to IETF RFC 7252 [13]. In the CoAP GET response message, the SDDM-S:
a)	shall include a Content-Format option set to " application/vnd.3gpp.seal-data-delivery-data-storage-query-res-info+cbor application/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to create the SDDM data creation storage resource pointed at by the CoAP URI with the content of "DataStorageQueryRequest" object received in the request and:
[bookmark: OLE_LINK223][bookmark: OLE_LINK222][bookmark: OLE_LINK134]1)	if successfully created, shall include a "DataStorageQueryResponse" object in the CoAP GET 2.05 (Content) response message:
i)	shall include a "result" attribute set to "success";
ii)	shall include a "dataIdentifier" attribute specifying the identity of the stored data; and
iii)	may include an "applicationData" attribute set to the application data queried; or
2)	otherwise, shall include a "DataStorageQueryResponse" object with a "result" attribute set to "failure" and a "cause" attribute specifying the cause of the failure of the operation, e.g. VAL client error in the CoAP GET response; and
c)	shall send the CoAP GET response towards the SDDM-C.
* * * Next Change * * * *
[bookmark: _Toc164931915]7.2.12.3	SDDM client CoAP procedure
In order to request an SEALDD data storage management request to the SDDM-S, the SDDM-C shall send:
[bookmark: OLE_LINK147][bookmark: OLE_LINK150]a)	a CoAP PUT request message to the SDDM-S according to procedures specified in IETF RFC 7252 [13] when it needs to request update of the stored data; or
b)	a CoAP DELETE request message to the SDDM-S according to procedures specified in IETF RFC 7252 [13] when it needs to request delete of the stored data.
In the either CoAP PUT request or CoAP DELETE request, the SDDM-C:
[bookmark: OLE_LINK146]a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-S as specified in clause A.4.3.1 with the "apiRoot" set to the SDDM-S URI;
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-mgt-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
[bookmark: OLE_LINK178]c)	shall include a "DataStorageMgtRequest" object:
1)	shall include a "dataIdentifier" attribute set to the identity of the stored data which is requested to be managed; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
[bookmark: _Toc164931916]7.2.12.4	SDDM server CoAP procedure
[bookmark: OLE_LINK299][bookmark: OLE_LINK298]Upon receiving a CoAP PUT request or a CoAP DELETE request where the CoAP URI of the CoAP PUT request or the CoAP DELETE request identifies the resource to be updated as specified in clause A.4.3.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-mgt-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "DataStorageMgtRequest" object;
the SDDM-S shall generate either a CoAP PUT response or a CoAP DELETE response according to IETF RFC 7252 [13]. In either the CoAP PUT response message or the CoAP DELETE message, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-data-storage-mgt-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
[bookmark: OLE_LINK169][bookmark: OLE_LINK168]b)	if the received message is a CoAP PUT request:
1)	shall attempt to update the SDDM data storage resource pointed at by the CoAP URI with the content of "DataStorageMgtRequest" object received in the CoAP PUT request and:
i)	if successfully updated, shall use the CoAP PUT 2.04 (Changed) response message; or
ii)	otherwise, shall include an error response in the CoAP PUT response as specified in Annex A.4.3.2.2.3.2; and
iii)	shall send the CoAP PUT response towards the SDDM-C; or
b)	if the received message is a CoAP DELETE request:
1)	shall attempt to release the SDDM data storage resource pointed at by the CoAP URI with the content of "DataStorageMgtRequest" object received in the CoAP DELETE request and:
i)	if successfully created, shall use the CoAP DELETE 2.02 (Deleted) response message; or
ii)	otherwise, shall include an error response in the CoAP DELETE response as specified in clause A.3.2.2.2.3.2; and
iii)	shall send the CoAP DELETE response towards the SDDM-C.; or
* * * Next Change * * * *
A.4.3.6	Media Types
Editor’s note:	The media types are FFS.
The media type for a request to create data storage to the SDDM-S shall be "application/vnd.3gpp.seal-data-delivery-data-storage-creation-req-info+cbor".
The media type for a response of creating data storage shall be "application/vnd.3gpp.seal-data-delivery-data-storage-creation-res-info+cbor".
The media type for a request to reserve data storage shall be "application/vnd.3gpp.seal-data-delivery-data-storage-reservation-req-info+cbor".
The media type for a response of reserving data storage shall be "application/vnd.3gpp.seal-data-delivery-data-storage-reservation-res-info+cbor".
The media type for a data storage notification shall be "application/vnd.3gpp.seal-data-delivery-data-storage-status-notification-info +cbor".
The media type for a response of querying data storage shall be "application/vnd.3gpp.seal-data-delivery-data-storage-query-res-info+cbor".
The media type for a request to manage data storage shall be "application/vnd.3gpp.seal-data-delivery-data-storage-mgt-req-info+cbor".
A.4.2.7	Media Type registration template for application/vnd.3gpp.seal-data-delivery-data-storage-creation-req-info+cbor
Type name: application
Subtype name: application/vnd.3gpp.seal-data-delivery-data-storage-creation-req-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "DataStorageCreationRequest" data type in 3GPP TS 24.543 clause A.4.3.3.2.1 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
A.4.2.8	Media Type registration template for application/vnd.3gpp.seal-data-delivery-data-storage-creation-res-info+cbor
Type name: application
Subtype name: application/vnd.3gpp.seal-data-delivery-data-storage-creation-res-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "DataStorageCreationResponse" data type in 3GPP TS 24.543 clause A.4.3.3.2.2 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
A.4.2.9	Media Type registration template for application/vnd.3gpp.seal-data-delivery-data-storage-reservation-req-info+cbor
Type name: application
Subtype name: application/vnd.3gpp.seal-data-delivery-data-storage-reservation-req-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "DataStorageReservationRequest" data type in 3GPP TS 24.543 clause A.4.3.3.2.3 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
A.4.2.10	Media Type registration template for application/vnd.3gpp.seal-data-delivery-data-storage-reservation-res-info+cbor
Type name: application
Subtype name: application/vnd.3gpp.seal-data-delivery-data-storage-reservation-res-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "DataStorageReservationResponse" data type in 3GPP TS 24.543 clause A.4.3.3.2.4 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
A.4.2.11	Media Type registration template for application/vnd.3gpp.seal-data-delivery-data-storage-status-notification-info+cbor
Type name: application
Subtype name: application/vnd.3gpp.seal-data-delivery-data-storage-status-notification-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "DataStorageStatusNotification" data type in 3GPP TS 24.543 clause A.4.3.3.2.5 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
A.4.2.12	Media Type registration template for application/vnd.3gpp.seal-data-delivery-data-storage-query-res-info+cbor
Type name: application
Subtype name: application/vnd.3gpp.seal-data-delivery-data-storage-query-res-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "DataStorageQueryResponse" data type in 3GPP TS 24.543 clause A.4.3.3.2.6 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
A.4.2.13	Media Type registration template for application/vnd.3gpp.seal-data-delivery-data-storage-mgt-req-info+cbor
Type name: application
Subtype name: application/vnd.3gpp.seal-data-delivery-data-storage-mgt-req-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "DataStorageQueryRequest" data type in 3GPP TS 24.543 clause A.4.3.3.2.7 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
* * * End of Changes * * * *

