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CIoT EPS optimizations provide improved support of small data and SMS transfer. A UE supporting CIoT EPS optimizations can indicate the CIoT network behaviour the UE can support and prefers to use during attach or tracking area updating procedure (see 3GPP TS 23.401 [10]). The UE may indicate the support for control plane CIoT EPS optimization, user plane CIoT EPS optimization, EMM-REGISTERED without PDN connection, S1-U data transfer  and , header compression (see clause 9.9.3.34) and CIoT small data container. The UE may also request to use SMS transfer without combined attach procedure during the attach procedure. Furthermore, the UE may, separately from the indication of support, indicate preference for control plane CIoT EPS optimization or user plane CIoT EPS optimization (see clause 9.9.3.0B). The indication of preference is also considered as the request to use. A UE supporting CIoT 5GS optimizations can also indicate the 5GS CIoT network behaviour the UE can support during attach or tracking area updating procedure. Furthermore, the UE may, separately from the indication of support, indicate preference for control plane CIoT 5GS optimization or user plane CIoT 5GS optimization.
NOTE 1:	The UE supporting control plane CIoT EPS optimization and S1-U data transfer but not user plane CIoT EPS optimization does not indicate preference for user plane CIoT EPS optimization.
The UE can be in NB-S1 mode or WB-S1 mode when requesting the use of CIoT EPS optimizations during an attach or tracking area updating procedure. A UE in NB-S1 mode always indicates support for control plane CIoT EPS optimization. A UE in NB-S1 mode can also request SMS transfer without combined procedure by using the normal attach or tracking area updating procedure (see clause 5.5.1 and 5.5.3).
In NB-S1 mode, the UE, when requesting the use of CIoT EPS optimization, does not:
-	request an attach for emergency bearer services procedure;
-	request an attach procedure for initiating a PDN connection for emergency bearer services with attach type not set to "EPS emergency attach";
-	indicate voice domain preference and UE's usage setting; or
-	request an attach for access to RLOS.
The network does not indicate to the UE support of emergency bearer services when the UE is in NB-S1 mode (see clause 5.5.1.2.4 and 5.5.3.2.4).
The control plane CIoT EPS optimization enables support of efficient transport of user data (IP, non-IP, Ethernet) or SMS messages over control plane via the MME without triggering data radio bearer establishment. The support of control plane CIoT EPS optimization is mandatory for the network in NB-S1 mode and optional in WB-S1 mode. Optional header compression of IP data can be applied to IP PDN type PDN connections that are configured to support header compression. 
The UE supporting control plane CIoT EPS optimization may indicate support for CIoT small data container during the attach or tracking area updating procedure. For a UE that supports CIoT small data container and for which the network has accepted the use of CIoT small data container, the UE may use CIoT small data container IE to encapsulate data in the CONTROL PLANE SERVICE REQUEST message.
The user plane CIoT EPS optimization enables support for change from EMM-IDLE mode to EMM-CONNECTED mode without the need for using the service request procedure (see clause 5.3.1.3).
If the UE indicates support of EMM-REGISTERED without PDN connection in the attach request, the UE may include an ESM DUMMY MESSAGE instead of a PDN CONNECTIVITY REQUEST message as part of the attach procedure. If the EMM-REGISTERED without PDN connection is supported by the network, the UE and the network can at any time release all the PDN connections and the UE still remains EPS attached.
NOTE 2:	For both the UE and the network, the term "EMM-REGISTERED without PDN connection" is equivalent to the term "EPS attach without PDN connectivity" as specified in 3GPP TS 23.401 [10].
In NB-S1 mode, if the UE indicates "SMS only" during a normal attach or tracking area updating procedure, the MME supporting CIoT EPS optimisations provides SMS so that the UE is not required to perform a combined attach or tracking area updating procedure.
If the UE supports user plane CIoT EPS optimization, it shall also support S1-U data transfer.
If the UE indicates support of one or more CIoT EPS optimizations and the network supports one or more CIoT EPS optimizations and decides to accept the attach or tracking area update request, the network indicates the supported CIoT EPS optimizations to the UE per TAI list when accepting the UE request. Network indication of support is interpreted by the UE as the acceptance to use the respective feature. After completion of the attach or tracking area updating procedure, the UE and the network can then use the accepted CIoT EPS optimizations for the transfer of user data (IP, non-IP, Ethernet and SMS).
The UE supporting control plane CIoT EPS optimization may indicate support for control plane MT-EDT during the attach or tracking area updating procedure. For a UE that supports control plane MT-EDT and for which the network has accepted the use of control plane CIoT EPS optimization, the network may trigger the delivery of downlink data to the UE, when available, using procedures for control plane MT-EDT as specified in 3GPP TS 23.401 [10].
The UE supporting user plane CIoT EPS optimization may indicate support for user plane MT-EDT during the attach or tracking area updating procedure. For a UE that supports user plane MT-EDT and for which the network has accepted the use of user plane CIoT EPS optimization, the network may trigger the delivery of downlink data to the UE, when available, using procedures for user plane MT-EDT as specified in 3GPP TS 23.401 [10].
If the UE and the network support both the control plane CIoT EPS optimization and S1-U data transfer, then when receiving the UE's request for a PDN connection, the MME decides whether the PDN connection should be SCEF PDN connection or SGi PDN connection as specified in 3GPP TS 23.401 [10]:
-	if SCEF PDN connection is to be established for non-IP data type, the MME shall include Control plane only indication for the requested PDN connection;
-	if SGi PDN connection is to be established and existing SGi PDN connections for this UE were established with Control plane only indication, the MME shall include Control plane only indication for the newly requested SGi PDN connection;
-	if SGi PDN connection is to be established and existing SGi PDN connections for this UE were established without Control plane only indication, the MME shall not include Control plane only indication for the newly requested SGi PDN connection; and
-	if SGi PDN connection is to be established and no SGi PDN connection for this UE exists, the MME determine whether to include Control plane only indication for the requested SGi PDN connection based on local policies, the UE's preferred CIoT network behaviour and the supported CIoT network behaviour.
If the network supports user plane CIoT EPS optimization, it shall also support S1-U data transfer.
Broadcast system information may provide information about support of CIoT EPS optimizations (see 3GPP TS 36.331 [22]). At reception of new broadcast system information, the lower layers deliver it to the EMM layer in the UE. The information provided by lower layers is per PLMN and used by the UE to determine whether certain CIoT EPS optimizations are supported in the cell.
The UE shall not attempt to use CIoT EPS optimizations which are indicated as not supported.
In NB-S1 mode, when the UE requests the lower layer to establish a RRC connection and the UE requests the use of EMM-REGISTERED without PDN connection or user plane CIoT EPS optimization, the UE shall pass an indication of the requested CIoT EPS optimizations to the lower layers. If the UE requests the use of S1-U data transfer without user plane CIoT optimization, then the UE shall also pass an indication of user plane CIoT EPS optimization to lower layers.
In WB-S1 mode, when the UE requests the lower layer to establish a RRC connection and the UE requests the use of EMM-REGISTERED without PDN connection, control plane CIoT EPS optimization or user plane CIoT EPS optimization, the UE shall pass an indication of the requested CIoT EPS optimizations to the lower layers.
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The UE shall send a CONTROL PLANE SERVICE REQUEST message, start T3417 and enter the state EMM-SERVICE-REQUEST-INITIATED.
For case a in clause 5.6.1.1, the Control plane service type of the CONTROL PLANE SERVICE REQUEST message shall indicate "mobile terminating request". The UE may include the ESM DATA TRANSPORT message or the CIoT small data container IE. The UE shall not include any ESM message other than the ESM DATA TRANSPORT message and the CIoT small data container IE.
For case b in clause 5.6.1.1,
-	if the UE has pending IP, non-IP or Ethernet user data that is to be sent via the control plane radio bearers, the Control plane service type of the CONTROL PLANE SERVICE REQUEST message shall indicate "mobile originating request". The UE shall include either an ESM DATA TRANSPORT message in the ESM message container IE or the CIoT small data container IE. If the UE supports the CP-EDT (see 3GPP TS 36.300 [20]), the UE shall provide the CONTROL PLANE SERVICE REQUEST message in the NAS request to the lower layer to establish a RRC connection as specified in clause 5.3.1.1.
For cases b and m in clause 5.6.1.1,
-	if the UE has pending IP, non-IP or Ethernet user data that is to be sent via the user plane radio bearers, the UE shall set the Control plane service type of the CONTROL PLANE SERVICE REQUEST message to "mobile originating request" and the "active" flag in the Control plane service type IE to 1. The UE shall not include any ESM message container or NAS message container IE or CIoT small data container IE in the CONTROL PLANE SERVICE REQUEST message.
For case c in clause 5.6.1.1, the UE shall set the Control plane service type of the CONTROL PLANE SERVICE REQUEST message to "mobile originating request". If the CONTROL PLANE SERVICE REQUEST message is:
-	for sending SMS, the UE shall include the SMS message in the NAS message container IE and shall not include any ESM message container IE in the CONTROL PLANE SERVICE REQUEST message; and
-	for sending signalling different from SMS, the UE shall not include any ESM message container or NAS message container IE in the CONTROL PLANE SERVICE REQUEST message.
For cases p and q in clause 5.6.1.1, the UE shall send the CONTROL PLANE SERVICE REQUEST message,
-	for case p in clause 5.6.1.1 set Request type to "NAS signalling connection release" in the UE request type IE and Control plane service type IE to "mobile originating request"; or
-	for case q in clause 5.6.1.1 set Request type to "Rejection of paging" in the UE request type IE and Control plane service type IE to "mobile terminating request"; and
start T3417 and enter the state EMM-SERVICE-REQUEST-INITIATED. Further, the UE may include its paging restriction preference in the Paging restriction IE in the CONTROL PLANE SERVICE REQUEST message and shall not include any ESM message container or NAS message container IE or CIoT small data container in the CONTROL PLANE SERVICE REQUEST message.
For case o in clause 5.6.1.1, the Control plane service type of the CONTROL PLANE SERVICE REQUEST message shall indicate "mobile originating request". The UE shall not include the Paging restriction IE in the CONTROL PLANE SERVICE REQUEST message. The UE may include the UE request type IE and set Request type to "NAS signalling connection release" to remove the paging restriction and request the release of the NAS signalling connection at the same time. If the UE requests the release of the NAS signalling connection, the UE shall not include any ESM message container or NAS message container IE or CIoT small data container in the CONTROL PLANE SERVICE REQUEST message.
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For case a in clause 5.6.1.1, upon receipt of the CONTROL PLANE SERVICE REQUEST message with Control plane service type indicating "mobile terminating request", after completion of the EMM common procedures according to clause 5.6.1.3:
1)	if the MME needs to perform an EPS bearer context status synchronization
-	for an EPS bearer context associated with Control plane only indication; or
-	for an EPS bearer context not associated with Control plane only indication, there is no downlink user data pending to be delivered via the user plane, and the UE did not set the "active" flag in the Control plane service type IE to 1;
2)	if the control plane data back-off time for the UE is stored in MME and the MME decides to deactivate congestion control for transport of user data via the control plane, or
3)	if the MME needs to provide the UE with Forbidden TAI(s) for the list of "forbidden tracking areas for roaming" IE or Forbidden TAI(s) for the list of "forbidden tracking areas for regional provision of service" IE,
then the MME shall send a SERVICE ACCEPT message.
Furthermore the MME may:
1)	initiate the transport of user data via the control plane procedure or any other NAS signalling procedure;
2)	if supported by the UE and required by the network, initiate the setup of the user plane radio bearer(s); or
3)	send a NAS signalling message not related to an EMM common procedure to the UE if downlink signalling is pending.
For case b in clause 5.6.1.1, upon receipt of the CONTROL PLANE SERVICE REQUEST message with Control plane service type indicating "mobile originating request", after completion of the EMM common procedures according to clause 5.6.1.3, if any, if the MME needs to provide the UE with Forbidden TAI(s) for the list of "forbidden tracking areas for roaming" IE or Forbidden TAI(s) for the list of "forbidden tracking areas for regional provision of service" IE or to perform an EPS bearer context status synchronization
-	for an EPS bearer context associated with Control plane only indication; or
-	for an EPS bearer context not associated with Control plane only indication, there is no downlink user data pending to be delivered via the user plane, and the UE did not set the "active" flag in the Control plane service type IE to 1,
then the MME shall send a SERVICE ACCEPT message.
Furthermore, the MME may:
1)	initiate release of the NAS signalling connection upon receipt of an indication from the ESM layer (see clause 6.6.4.2), unless the MME has additional downlink user data or signalling pending;
2)	initiate the setup of the user plane radio bearer(s), if downlink user data is pending to be delivered via the user plane or the UE has set the "active" flag in the Control plane service type IE to 1;
3)	send an ESM DATA TRANSPORT message to the UE, if downlink user data is pending to be delivered via the control plane;
4)	send a NAS signalling message not related to an EMM common procedure to the UE if downlink signalling is pending; or
5)	send a SERVICE ACCEPT message to complete the service request procedure, if no NAS security mode control procedure was initiated, the MME did not send a SERVICE ACCEPT message as specified above to perform an EPS bearer context status synchronization, and the MME did not initiate any of the procedures specified in item 1 to 4 above.
NOTE 1:	The MME can initiate the setup of the user plane radio bearer(s) if the MME decides to activate the congestion control for transport of user data via the control plane.
For case m in clause 5.6.1.1, upon receipt of the CONTROL PLANE SERVICE REQUEST message with Control plane service type indicating "mobile originating request" and the "active" flag in the Control plane service type IE set to 1:
1)	if the MME accepts the request, the MME shall initiate the setup of the user plane radio bearer(s) for all active EPS bearer contexts of SGi PDN connections that are established without control plane only indication.
2)	if the MME does not accept the request, the MME shall send a SERVICE ACCEPT message to complete the service request procedure.
NOTE 2:	The MME takes into account the maximum number of user plane radio bearers supported by the UE, in addition to local policies and the UE's preferred CIoT network behaviour when deciding whether to accept the request to establish user plane bearer(s) as described in clause 5.3.15. If the MME accepts the request, all SGi PDN connections are considered as established without Control plane only indication.
NOTE 3:	In this release of the specification, a UE in NB-S1 mode can support a maximum of 2 user plane radio bearers (see clause 6.5.0).
For case c in clause 5.6.1.1, upon receipt of the CONTROL PLANE SERVICE REQUEST message with Control plane service type indicating "mobile originating request" and without an ESM message container IE or a CIoT small data container IE, after completion of the EMM common procedures according to clause 5.6.1.3, if any, the MME proceeds as follows:
If the MME needs to perform an EPS bearer context status synchronization
-	for an EPS bearer context associated with Control plane only indication; or
-	for an EPS bearer context not associated with Control plane only indication, and there is no downlink user data pending to be delivered via the user plane,
then the MME shall send a SERVICE ACCEPT message.
Furthermore, the MME may:
1)	initiate the setup of the user plane radio bearer(s), if downlink user data is pending to be delivered via the user plane;
2)	send an ESM DATA TRANSPORT message to the UE, if downlink user data is pending to be delivered via the control plane;
3)	send a NAS signalling message not related to an EMM common procedure to the UE, if downlink signalling is pending; or
4)	send a SERVICE ACCEPT message to complete the service request procedure, if no NAS security mode control procedure was initiated, the MME did not send a SERVICE ACCEPT message as specified above to perform an EPS bearer context status synchronization, and the MME did not initiate any of the procedures specified in item 1 to 3 above.
If the MUSIM UE does not include the Paging restriction IE in the CONTROL PLANE SERVICE REQUEST message, the MME shall delete any stored paging restriction for the UE and stop restricting paging.
For cases p and q in clause 5.6.1.1 when the MUSIM UE sets the Request type to "NAS signalling connection release" or to "Rejection of paging" in the UE request type IE in the CONTROL PLANE SERVICE REQUEST message and if the UE requests restriction of paging by including the Paging restriction IE, the MME:
-	if accepts the paging restriction, shall include the EPS additional request result IE in the SERVICE ACCEPT message and set the Paging restriction decision to "paging restriction is accepted". The MME shall store the paging restriction of the UE, enforce these restrictions in the paging procedure as described in clause 5.6.2; or
-	if rejects the paging restriction, shall include the EPS additional request result IE in the SERVICE ACCEPT message and set the Paging restriction decision to "paging restriction is rejected", and shall discard the received paging restriction. The MME shall delete any stored paging restriction for the UE and stop restricting paging; and
-	shall initiate the release of the NAS signalling connection after the completion of the service request procedure.
In NB-S1 mode, for cases a, b, c and m in clause 5.6.1.1, if the MME needs to initiate the setup of user plane radio bearer(s), the MME shall check if the UE can support the establishment of additional user plane radio bearer based on the multiple DRB support indicated by UE in the UE network capability IE.
For cases a, b and c in clause 5.6.1.1, if the EPS bearer context status IE is included in the CONTROL PLANE SERVICE REQUEST message, the network shall deactivate all those EPS bearer contexts locally (without peer-to-peer signalling between the network and the UE) which are active on the network side but are indicated by the UE as being inactive. If a default EPS bearer context is marked as inactive in the EPS bearer context status IE included in the CONTROL PLANE SERVICE REQUEST message, and this default bearer is not associated with the last PDN connection of the UE in the MME, the MME shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context without peer-to-peer ESM signalling to the UE. If the default bearer is associated with the last remaining PDN connection of the UE in the MME, and EMM-REGISTERED without PDN connection is supported by the UE and the MME, the MME shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context without peer-to-peer ESM signalling to the UE.
If the EPS bearer context status IE is included in the CONTROL PLANE SERVICE REQUEST and the MME decides to respond with a SERVICE ACCEPT message, the MME shall include an EPS bearer context status IE, indicating which EPS bearer contexts are active in the MME, except for the case when no EPS bearer context exists on the network side.
If the MME needs to initiate an EPS bearer context status synchronization, the MME may include an EPS bearer context status IE in the SERVICE ACCEPT message also if no EPS bearer context status IE was included in the CONTROL PLANE SERVICE REQUEST message.
If the MME sends a SERVICE ACCEPT message upon receipt of the CONTROL PLANE SERVICE REQUEST message piggybacked with with either the ESM DATA TRANSPORT message or the CIoT small data container IE:
-	if the Release assistance indication IE is set to "No further uplink and no further downlink data transmission subsequent to the uplink data transmission is expected" in the message;
-	if the UE has indicated support for the control plane data back-off timer; and
-	if the MME decides to activate the congestion control for transport of user data via the control plane,
then the MME shall include the T3448 value IE in the SERVICE ACCEPT message.
If the MME sends a SERVICE ACCEPT message and decides to deactivate congestion control for transport of user data via the control plane then the MME shall delete the stored control plane data back-off time for the UE and the MME shall not include timer T3448 value IE in SERVICE ACCEPT message.
For cases a, b, c and m in clause 5.6.1.1, if the EPS bearer context status IE is included in the CONTROL PLANE SERVICE REQUEST message or the MME needs to initiate an EPS bearer context status synchronization, the MME shall consider the service request procedure successfully completed when it sends the SERVICE ACCEPT message. If the EPS bearer context status IE is not included in the CONTROL PLANE SERVICE REQUEST message and the MME does not need to initiate an EPS bearer context status synchronization, the MME shall consider the service request procedure successfully completed in the following cases:
-	when it successfully completes a NAS security mode control procedure;
-	when it receives an indication from the lower layer that the user plane is setup, if radio bearer establishment is required;
-	upon receipt of the CONTROL PLANE SERVICE REQUEST message and completion of the EMM common procedures, if any, if the CONTROL PLANE SERVICE REQUEST message was successfully integrity checked and the ESM message container or NAS message container in the CONTROL PLANE SERVICE REQUEST message, if applicable, was successfully deciphered, radio bearer establishment is not required, and the MME has downlink user data or signalling not related to an EMM common procedure pending; and
-	with the transmission of a SERVICE ACCEPT message or with the decision to initiate release of the NAS signalling connection, if the CONTROL PLANE SERVICE REQUEST message was successfully integrity checked and the ESM message container or NAS message container in the CONTROL PLANE SERVICE REQUEST message, if applicable, was successfully deciphered, radio bearer establishment is not required, and the MME does not have any downlink user data or signalling pending.
If the MME considers the service request procedure successfully completed the MME shall:
1)	forward the contents of the ESM message container IE, if any, to the ESM layer; and
2)	forward the contents of the NAS message container IE, if any.
For cases a, b and c in clause 5.6.1.1, the UE shall treat the receipt of any of the following as successful completion of the procedure:
-	a SECURITY MODE COMMAND message;
-	a security protected EMM message different from a SERVICE REJECT message and not related to an EMM common procedure;
-	a security protected ESM message; and
-	receipt of the indication from the lower layers that the user plane radio bearers are set up.
Upon successful completion of the procedure, the UE shall reset the service request attempt counter, stop the timer T3417 and enter the state EMM-REGISTERED.
If the CONTROL PLANE SERVICE REQUEST message was sent with the "active" flag in the Control plane service type IE set to "Radio bearer establishment requested", the UE shall locally deactivate the EPS bearer contexts that do not have a user plane radio bearer established upon successful completion of the service request procedure, except for the case when the MUSIM UE in the CONTROL SERVICE REQUEST message sets the Request type to "NAS signalling connection release" or to "Rejection of paging" in the UE request type IE.
NOTE 4:	The security protected EMM message can be e.g. a SERVICE ACCEPT message and the ESM message an ESM DATA TRANSPORT message.
For case m in clause 5.6.1.1, the UE shall treat the indication from the lower layers that the user plane radio bearers are set up as successful completion of the procedure. The UE shall treat the receipt of a SERVICE ACCEPT message as completion of the procedure without the establishment of the user plane radio bearers. For both cases, the UE shall reset the service request attempt counter, stop the timer T3417 and enter the state EMM-REGISTERED.
For case b in clause 5.6.1.1, the UE shall also treat the indication from the lower layers that the RRC connection has been released as successful completion of the procedure. The UE shall reset the service request attempt counter, stop the timer T3417 and enter the state EMM-REGISTERED.
For cases a, c and m in clause 5.6.1.1, the UE shall treat the indication from the lower layers that the RRC connection has been released as an abnormal case and shall follow the procedure described in clause 5.6.1.6, item b.
For cases p and q in clause 5.6.1.1, when the MUSIM UE in the CONTROL PLANE SERVICE REQUEST message sets the Request type to "NAS signalling connection release" or to "Rejection of paging" in the UE request type IE, the UE shall treat the receipt of SERVICE ACCEPT message as the successful completion of the procedure and the UE shall reset the service request attempt counter, stop timer T3417, enter the state EMM-REGISTERED and not deactivate EPS bearer contexts locally.
For case o in clause 5.6.1.1, the UE shall treat the receipt of SERVICE ACCEPT message as the successful completion of the procedure. The UE shall reset the service request attempt counter, stop timer T3417 and enter the state EMM-REGISTERED.
For cases a, b and c in clause 5.6.1.1,
-	if the MME needs to initiate an EPS bearer context status synchronization or to provide the UE with Forbidden TAI(s) for the list of "forbidden tracking areas for roaming" IE or Forbidden TAI(s) for the list of "forbidden tracking areas for regional provision of service", the UE can receive a SERVICE ACCEPT message even after it received a SECURITY MODE COMMAND message or an indication from the lower layers that the user plane radio bearers are set up and determined successful completion of the service request procedure. Upon receipt of the SECURITY MODE COMMAND message or an indication from the lower layers that the user plane radio bearers are set up, the UE shall start timer T3449. If the UE receives a security protected ESM message or a security protected EMM message not related to an EMM common procedure, the UE shall stop the timer T3449. If the UE receives a SERVICE ACCEPT message while the timer T3449 is running, the UE shall treat the SERVICE ACCEPT message and stop the timer T3449. If the UE is not in state EMM-SERVICE-REQUEST-INITIATED and timer T3449 is not running, the receipt of the SERVICE ACCEPT message is considered as protocol error and the UE shall return EMM STATUS message as specified in clause 7.4; otherwise the UE shall treat the SERVICE ACCEPT message; and
-	if the UE treats the SERVICE ACCEPT message and an EPS bearer context status IE is included in the message, the UE shall deactivate all those EPS bearers contexts locally (without peer-to-peer signalling between the UE and the MME) which are active in the UE, but are indicated by the MME as being inactive. If a default EPS bearer context is marked as inactive in the EPS bearer context status IE included in the SERVICE ACCEPT message, and this default bearer is not associated with the last remaining PDN connection in the UE, the UE shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context without peer-to-peer ESM signalling to the MME. If the default bearer is associated with the last remaining PDN connection of the UE in the MME, and EMM-REGISTERED without PDN connection is supported by the UE and the MME, the UE shall locally deactivate all EPS bearer contexts associated to the PDN connection with the default EPS bearer context without peer-to-peer ESM signalling to the MME.
If the T3448 value IE is present in the received SERVICE ACCEPT message, the UE shall:
-	stop timer T3448 if it is running;
-	consider the transport of user data via the control plane as successful; and
-	start timer T3448 with the value provided in the T3448 value IE.
If the UE is using EPS services with control plane CIoT EPS optimization, the T3448 value IE is present in the SERVICE ACCEPT message and the value indicates that this timer is either zero or deactivated, the UE shall consider this case as an abnormal case and proceed as if the T3448 value IE is not present.
If the UE in EMM-IDLE mode initiated the service request procedure by sending a CONTROL PLANE SERVICE REQUEST message and the SERVICE ACCEPT message does not include the T3448 value IE and if timer T3448 is running, then the UE shall stop timer T3448.
[bookmark: _Hlk118706256][bookmark: _Toc20218010][bookmark: _Toc27743895][bookmark: _Toc35959466][bookmark: _Toc45202899][bookmark: _Toc45700275][bookmark: _Toc51920011][bookmark: _Toc68251071]If the MME received the list of TAIs from the satellite E-UTRAN as described in 3GPP TS 23.401 [10], and determines that, by UE subscription and operator's preference, any but not all TAIs in the received list of TAIs is forbidden for roaming or for regional provision of service, the MME shall include the TAI(s) in:
a)	the Forbidden TAI(s) for the list of "forbidden tracking areas for roaming" IE;
b)	the Forbidden TAI(s) for the list of "forbidden tracking areas for regional provision of service" IE; or
c)	both,
in the SERVICE ACCEPT message.
NOTE 5:	"Forbidden tracking areas for roaming" corresponds to cause values #13 and #15, and "forbidden tracking areas for regional provision of service" corresponds cause value #12.
If the UE receives the Forbidden TAI(s) for the list of "forbidden tracking areas for roaming" IE in the SERVICE ACCEPT message and the TAI(s) included in the IE which are belonging to the serving PLMN or equivalent PLMN(s) is not part of the list of "forbidden tracking areas for roaming", the UE shall store the TAI(s) included in the IE into the list of "forbidden tracking areas for roaming" and ignore the TAI(s) which do not belong to the serving PLMN or equivalent PLMN(s).
If the UE receives the Forbidden TAI(s) for the list of "forbidden tracking areas for regional provision of service" IE in the SERVICE ACCEPT message and the TAI(s) included in the IE which are belonging to the serving PLMN or equivalent PLMN(s) is not part of the list of "forbidden tracking areas for regional provision of service", the UE shall store the TAI(s) included in the IE into the list of "forbidden tracking areas for regional provision of service" and ignore the TAI(s) which do not belong to the serving PLMN or equivalent PLMN(s).
[bookmark: _Toc162960266]5.6.1.5	Service request procedure not accepted by the network
If the service request cannot be accepted, the network shall return a SERVICE REJECT message to the UE including an appropriate EMM cause value.
NOTE 1:	A service request can only be rejected before the network has initiated any procedure which will be interpreted by the UE as successful completion of the service request procedure (see clauses 5.6.1.4.1 and 5.6.1.4.2) and which will trigger a transition from state EMM-SERVICE-REQUEST-INITIATED to EMM-REGISTERED on the UE side.
Based on local policies or configurations in the MME, if the MME determines to change the periodic tracking area update timer (T3412), or if the MME determines to change the PSM usage or the value of timer T3324 in the UE for which PSM is allowed by the MME, the MME may return a SERVICE REJECT with the cause #10 "implicitly detached" to the UE.
Based on operator policy, if the service request procedure is rejected due to core network redirection for CIoT optimizations, the network shall set the EMM cause value to #31 "Redirection to 5GCN required".
NOTE 2:	The network can take into account the UE's N1 mode capability, the 5GS CIoT network behaviour supported by the UE or the 5GS CIoT network behaviour supported by the 5GCN to determine the rejection with the EMM cause value #31 "Redirection to 5GCN required".
The MME may be configured to perform MME-based access control for mobile originating CS fallback calls for a certain area A by rejecting related service request with EMM cause #39 "CS service temporarily not available".
NOTE 3:	Dependent on implementation and operator configuration the area A can be configured with the granularity of an MME area, tracking area or eNodeB service area.
The MME may further be configured for a certain area A' to exempt service requests for mobile originating CS fallback calls from this MME-based access control, if:
-	the service request is initiated in EMM-IDLE mode; and
-	the UE indicated support of eNodeB-based access control for mobile originating CS fallback calls during an attach or tracking area updating procedure.
NOTE 4:	The operator can use this second option when the eNodeBs in area A' are supporting the eNodeB-based access control for CS fallback calls. The area A' can be part of area A or the whole area A. It is the responsibility of the operator to coordinate the activation of MME-based access control and eNodeB-based access control for mobile originating CS fallback calls.
When the EMM cause value is #39 "CS service temporarily not available", the MME shall include a value for timer T3442 in the SERVICE REJECT message. If a mobile terminating CS fallback call is aborted by the network during call establishment as specified in 3GPP TS 29.118 [16A], the MME shall include the EMM cause value #39 "CS service temporarily not available" and set the value of timer T3442 to zero.
If a service request from a UE with only LIPA PDN connections is not accepted due to the reasons specified in clause 5.6.1.4, depending on the service request received, the MME shall include the following EMM cause value in the SERVICE REJECT message:
-	if the service request received is not due to CS fallback or 1xCS fallback, EMM cause value #10 "implicitly detached"; or
-	if the service request received is due to CS fallback or 1xCS fallback, EMM cause value #40 "no EPS bearer context activated".
If a service request from a UE with only remaining SIPTO at the local network PDN connections is not accepted due to the reasons specified in clause 5.6.1.4, depending on the service request received, the MME shall:
-	if the service request received is due to CS fallback or 1xCS fallback, include the EMM cause value #40 "no EPS bearer context activated" in the SERVICE REJECT message; or
-	if the service request received is not due to CS fallback or 1xCS fallback, abort the service request procedure and send a DETACH REQUEST message to the UE with detach type "re-attach required" (see clause 5.5.2.3.1).
If the service request for mobile originated services is rejected due to general NAS level mobility management congestion control, the network shall set the EMM cause value to #22 "congestion" and assign a value for back-off timer T3346.
In NB-S1 mode, if the service request for mobile originated services is rejected due to operator determined barring (see 3GPP TS 29.272 [16C]), the network shall set the EMM cause value to #22 "congestion" and assign a value for back-off timer T3346.
If the service request for mobile originated services is rejected due to service gap control as specified in clause 5.3.17 i.e. the T3447 timer is running, the network shall set the EMM cause value to #22 "congestion" and may assign a back-off timer T3346 with the remaining time of the running T3447 timer.
If the MME sends a SERVICE REJECT message upon receipt of the CONTROL PLANE SERVICE REQUEST message piggybacked with the ESM DATA TRANSPORT message or the CIoT small data container IE:
-	if the Release assistance indication IE is not set to "No further uplink and no further downlink data transmission subsequent to the uplink data transmission is expected" in the message;
-	if the UE has indicated a support for the control plane data back-off timer; and
-	if the MME decides to activate the congestion control for transport of user data via the control plane,
then the MME shall set the EMM cause value to #22 "congestion" and assign a value for control plane data back-off timer T3448.
In NB-S1 mode or WB-S1 mode via satellite E-UTRAN access, if the service request is from a UE via a satellite E-UTRA cell and the network using the User Location Information provided by the eNodeB (see 3GPP TS 36.413 [23]), is able to determine that the UE is in a location where the network is not allowed to operate, the network shall set the EMM cause value in the SERVICE REJECT message to #78 "PLMN not allowed to operate at the present UE location".
On receipt of the SERVICE REJECT message, if the UE is in state EMM-SERVICE-REQUEST-INITIATED and the message is integrity protected or contains a reject cause other than EMM cause value #25, the UE shall reset the service request attempt counter, stop timer T3417, T3417ext or T3417ext-mt, if running.
If the SERVICE REJECT message with EMM cause #25 or #78 was received without integrity protection, then the UE shall discard the message.
If the MME received multiple TAIs from the satellite E-UTRAN as described in 3GPP TS 23.501 [10], and determines that, by UE subscription and operator's preferences, all of the received TAIs are forbidden for roaming or for regional provision of service, the MME shall include the TAI(s) in:
a)	the Forbidden TAI(s) for the list of "forbidden tracking areas for roaming" IE;
b)	the Forbidden TAI(s) for the list of "forbidden tracking areas for regional provision of service" IE; or
c)	both,
in the SERVICE REJECT message.
Regardless of the EMM cause value received in the SERVICE REJECT message via satellite E-UTRAN,
-	if the UE receives the Forbidden TAI(s) for the list of "forbidden tracking areas for roaming" IE in the SERVICE REJECT message, the UE shall store the TAI(s) included in the IE which are belonging to the serving PLMN or equivalent PLMN(s), if not already stored, into the list of "forbidden tracking areas for roaming" and ignore the TAI(s) which do not belong to the serving PLMN or equivalent PLMN(s); and
-	if the UE receives the Forbidden TAI(s) for the list of "forbidden tracking areas for regional provision of service" IE in the SERVICE REJECT message, the UE shall store the TAI(s) included in the IE which are belonging to the serving PLMN or equivalent PLMN(s), if not already stored, into the list of "forbidden tracking areas for regional provision of service" and ignore the TAI(s) which do not belong to the serving PLMN or equivalent PLMN(s).
Furthermore, the UE shall take the following actions depending on the received EMM cause value in the SERVICE REJECT message.
#3	(Illegal UE);
#6	(Illegal ME); or
#8	(EPS services and non-EPS services not allowed);
	The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to clause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and eKSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed or the timer T3245 expires as described in clause 5.3.7a. Additionally, the UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.NO-IMSI. If the message has been successfully integrity checked by the NAS and the UE maintains a counter for "SIM/USIM considered invalid for GPRS services", then the UE shall set this counter to UE implementation-specific maximum value.
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and the MM parameters update status, TMSI, LAI and ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value. The USIM shall be considered as invalid also for non-EPS services until switching off or the UICC containing the USIM is removed or the timer T3245 expires as described in clause 5.3.7a. If the message has been successfully integrity checked by the NAS and the UE maintains a counter for "SIM/USIM considered invalid for non-GPRS services", then the UE shall set this counter to UE implementation-specific maximum value.
NOTE 5:	The possibility to configure a UE so that the radio transceiver for a specific radio access technology is not active, although it is implemented in the UE, is out of scope of the present specification.
	For the EMM cause value #3 or #6, if the UE is operating in single-registration mode, the UE shall handle the 5GMM parameters 5GMM state, 5GS update status, 5G-GUTI, last visited registered TAI, TAI list and ngKSI as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
	For the EMM cause value #8, if the UE is operating in single-registration mode, the UE shall in addition set the 5GMM state to 5GMM-DEREGISTERED, 5GS update status to 5U3 ROAMING NOT ALLOWED, and shall delete any 5G-GUTI, last visited registered TAI, TAI list and ngKSI.
#7	(EPS services not allowed);
	The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to clause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and eKSI. The UE shall consider the USIM as invalid for EPS services until switching off or the UICC containing the USIM is removed or the timer T3245 expires as described in clause 5.3.7a. The UE shall enter the state EMM-DEREGISTERED. If the message has been successfully integrity checked by the NAS and the UE maintains a counter for "SIM/USIM considered invalid for GPRS services", then the UE shall set this counter to UE implementation-specific maximum value.
	A UE operating in CS/PS mode 1 or CS/PS mode 2 of operation which is already IMSI attached for non-EPS services is still IMSI attached for non-EPS services.
	A UE operating in CS/PS mode 1 or CS/PS mode 2 of operation shall set the update status to U2 NOT UPDATED, shall attempt to select GERAN or UTRAN radio access technology and proceed with appropriate MM specific procedure according to the MM service state. The UE shall not reselect E-UTRAN radio access technology until switching off or the UICC containing the USIM is removed.
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value.
	If the UE is operating in single-registration mode, the UE shall handle the 5GMM parameters 5GMM state, 5GS update status, 5G-GUTI, last visited registered TAI, TAI list and ngKSI as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
#9	(UE identity cannot be derived by the network);
	The UE shall set the EPS update status to EU2 NOT UPDATED (and shall store it according to clause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and eKSI. The UE shall enter the state EMM-DEREGISTERED.NORMAL-SERVICE.
	If the service request was initiated for CS fallback and a CS fallback cancellation request was not received, the UE shall attempt to select GERAN or UTRAN radio access technology. If the UE finds a suitable GERAN or UTRAN cell, it then proceeds with the appropriate MM and CC specific procedures and the EMM sublayer shall not indicate the abort of the service request procedure to the MM sublayer. Otherwise the EMM sublayer shall indicate the abort of the service request procedure to the MM sublayer.
	If the service request was initiated for 1xCS fallback, the UE shall select cdma2000® 1x radio access technology. The UE then proceeds with appropriate cdma2000® 1x CS procedures.
	If the service request was initiated for 1xCS fallback and the UE has dual Rx/Tx configuration and supports enhanced 1xCS fallback, the UE shall perform a new attach procedure.
	If the service request was initiated for any reason other than CS fallback, 1x CS fallback or initiating a PDN connection for emergency bearer services, the UE shall perform a new attach procedure.
NOTE 6:	User interaction is necessary in some cases when the UE cannot re-activate the EPS bearer(s) automatically.
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value.
	A UE operating in CS/PS mode 1 or CS/PS mode 2 of operation which is already IMSI attached for non-EPS services is still IMSI attached for non-EPS services.
	A UE operating in CS/PS mode 1 or CS/PS mode 2 of operation shall set the update status to U2 NOT UPDATED.
	If the UE is operating in single-registration mode, the UE shall handle the 5GMM parameters 5GMM state, 5GS update status, 5G-GUTI, last visited registered TAI, TAI list and ngKSI as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
#10	(Implicitly detached);
	A UE in CS/PS mode 1 or CS/PS mode 2 of operation is IMSI detached for both EPS services and non-EPS services.
	The UE shall enter the state EMM-DEREGISTERED.NORMAL-SERVICE. The UE shall delete any mapped EPS security context or partial native EPS security context.
	If the service request was initiated for CS fallback and a CS fallback cancellation request was not received, the UE shall attempt to select GERAN or UTRAN radio access technology. If the UE finds a suitable GERAN or UTRAN cell, it then proceeds with the appropriate MM and CC specific procedures and the EMM sublayer shall not indicate the abort of the service request procedure to the MM sublayer. Otherwise the EMM sublayer shall indicate the abort of the service request procedure to the MM sublayer.
	If the service request was initiated for 1xCS fallback, the UE shall select cdma2000® 1x radio access technology. The UE then proceeds with appropriate cdma2000® 1x CS procedures.
	If the service request was initiated for 1xCS fallback and the UE has dual Rx/Tx configuration and supports enhanced 1xCS fallback, the UE shall perform a new attach procedure.
	If the service request was initiated for any reason other than CS fallback, 1x CS fallback or initiating a PDN connection for emergency bearer services, the UE shall perform a new attach procedure.
NOTE 7:	User interaction is necessary in some cases when the UE cannot re-activate the EPS bearer(s) automatically.
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM state as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value.
	A UE operating in CS/PS mode 1 or CS/PS mode 2 of operation shall set the update status to U2 NOT UPDATED.
	If the UE is operating in single-registration mode, the UE shall in addition handle the 5GMM state as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
#11	(PLMN not allowed); or
#35	(Requested service option not authorized in this PLMN);
	The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to clause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and eKSI. The UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.PLMN-SEARCH.
	The UE shall store the PLMN identity in the "forbidden PLMN list" and if the UE is configured to use timer T3245 (see 3GPP TS 24.368 [15A] or 3GPP TS 31.102 [17]) then the UE shall start timer T3245 and proceed as described in clause 5.3.7a. If the message has been successfully integrity checked by the NAS and the UE maintains a PLMN-specific attempt counter for that PLMN, then the UE shall set this counter to the UE implementation-specific maximum value.
	The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6].
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number and the MM parameters update status, TMSI, LAI, ciphering key sequence number and the location update attempt counter as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause value #11.
	For the EMM cause value #11, if the UE is operating in single-registration mode, the UE shall in addition handle the 5GMM parameters 5GMM state, 5GS update status, 5G-GUTI, last visited registered TAI, TAI list and ngKSI as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
	For the EMM cause value #35, if the UE is operating in single-registration mode, the UE shall in addition set the 5GMM state to 5GMM-DEREGISTERED, 5GS update status to 5U3 ROAMING NOT ALLOWED, and shall delete any 5G-GUTI, last visited registered TAI, TAI list and ngKSI.
#12	(Tracking area not allowed);
	The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to clause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and eKSI. The UE shall enter the state EMM-DEREGISTERED.LIMITED-SERVICE.
	The UE shall store the current TAI in the list of "forbidden tracking areas for regional provision of service". If the SERVICE REJECT message is not integrity protected, the UE shall memorize the current TAI was stored in the list of "forbidden tracking areas for regional provision of service" for non-integrity protected NAS reject message.
	If the UE initiated service request for mobile originated CS fallback and a CS fallback cancellation request was not received, then the UE shall attempt to select GERAN or UTRAN radio access technology. If the UE finds a suitable GERAN or UTRAN cell, it then proceeds with the appropriate MM and CC specific procedures and the EMM sublayer shall not indicate the abort of the service request procedure to the MM sublayer. Otherwise the EMM sublayer shall indicate the abort of the service request procedure to the MM sublayer.
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state, GPRS update status, P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value.
	If the UE is operating in single-registration mode, the UE shall in addition handle the MM parameters update status, TMSI, LAI, ciphering key sequence number and the location update attempt counter, and the 5GMM parameters 5GMM state, 5GS update status, 5G-GUTI, last visited registered TAI, TAI list and ngKSI as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
#13	(Roaming not allowed in this tracking area);
	The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to clause 5.1.3.3). The UE shall enter the state EMM-REGISTERED.PLMN-SEARCH.
	The UE shall store the current TAI in the list of "forbidden tracking areas for roaming" and remove the current TAI from the stored TAI list if present. If the SERVICE REJECT message is not integrity protected, the UE shall memorize the current TAI was stored in the list of "forbidden tracking areas for roaming" for non-integrity protected NAS reject message.
	The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6].
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the MM parameters update status, TMSI, LAI, ciphering key sequence number and the location update attempt counter, and the GMM parameters GMM state and GPRS update status as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value.
	If the UE is operating in single-registration mode, the UE shall in addition handle the 5GMM parameters 5GMM state, 5GS update status as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
#15	(No suitable cells in tracking area);
	The UE shall enter the state EMM-REGISTERED.LIMITED-SERVICE.
	The UE shall store the current TAI in the list of "forbidden tracking areas for roaming" and remove the current TAI from the stored TAI list if present. If the SERVICE REJECT message is not integrity protected, the UE shall memorize the current TAI was stored in the list of "forbidden tracking areas for roaming" for non-integrity protected NAS reject message.
	If the UE initiated service request for mobile originated CS fallback and a CS fallback cancellation request was not received, then the UE shall attempt to select GERAN or UTRAN radio access technology. If the UE finds a suitable GERAN or UTRAN cell, it then proceeds with the appropriate MM and CC specific procedures and the EMM sublayer shall not indicate the abort of the service request procedure to the MM sublayer. Otherwise the EMM sublayer shall indicate the abort of the service request procedure to the MM sublayer.
	If the service request was not initiated for mobile originated CS fallback, the UE shall search for a suitable cell in another tracking area or in another location area according to 3GPP TS 36.304 [21].
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the MM parameters update status, TMSI, LAI, ciphering key sequence number and the location update attempt counter, and the GMM parameters GMM state and GPRS update status as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value.
	If the UE is operating in single-registration mode, the UE shall in addition handle the 5GMM parameters 5GMM state, 5GS update status as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
#18	(CS domain not available);
	If the request was related to CS fallback, the UE shall send an indication to the MM sublayer and shall not attempt CS fallback until combined tracking area updating procedure has been successfully completed. The UE shall enter the state EMM-REGISTERED.NORMAL-SERVICE.
	The UE shall set the update status to U2 NOT UPDATED.
	If the UE is in CS/PS mode 1 of operation with "IMS voice not available" and the request was related to CS fallback, the UE shall attempt to select GERAN or UTRAN radio access technology and disable the E-UTRA capability (see clause 4.5).
	If the UE is in CS/PS mode 1 or CS/PS mode 2 mode of operation, the UE may provide a notification to the user or the upper layers that the CS domain is not available.
	If the request was related to 1xCS fallback, the UE shall cancel upper layer actions related to 1xCS fallback and enter the state EMM-REGISTERED.NORMAL-SERVICE.
#22	(Congestion);
	If the T3346 value IE is present in the SERVICE REJECT message and the value indicates that this timer is neither zero nor deactivated, the UE shall proceed as described below, otherwise it shall be considered as an abnormal case and the behaviour of the UE for this case is specified in clause 5.6.1.6.
	If the rejected request was not for initiating a PDN connection for emergency bearer services, the UE shall abort the service request procedure and enter state EMM-REGISTERED, and stop timer T3417, T3417ext or T3417ext-mt if still running.
	The UE shall stop timer T3346 if it is running.
	If the SERVICE REJECT message is integrity protected, the UE shall start timer T3346 with the value provided in the T3346 value IE.
	If the SERVICE REJECT message is not integrity protected, the UE shall start timer T3346 with a random value from the default range specified in 3GPP TS 24.008 [13].
	If the service request was initiated for CS fallback and a CS fallback cancellation request was not received, the UE in CS/PS mode 1 of operation shall attempt to select GERAN or UTRAN radio access technology. If the UE finds a suitable GERAN or UTRAN cell, it then proceeds with the appropriate MM and CC specific procedures and the EMM sublayer shall not indicate the abort of the service request procedure to the MM sublayer. Otherwise the EMM sublayer shall indicate the abort of the service request procedure to the MM sublayer.
NOTE 8:	If the UE disables the E-UTRA capability, then subsequent mobile terminating calls could fail.
	If the service request was initiated for CS fallback for emergency call and a CS fallback cancellation request was not received, the UE may attempt to select GERAN or UTRAN radio access technology. It then proceeds with appropriate MM and CC specific procedures. The EMM sublayer shall not indicate the abort of the service request procedure to the MM sublayer.
	If the service request was initiated for 1xCS fallback, the UE shall select cdma2000® 1x radio access technology. The UE then proceeds with appropriate cdma2000® 1x CS procedures.
	If the service request was initiated for 1xCS fallback for emergency call, the UE may select cdma2000® 1x radio access technology. The UE then proceeds with appropriate cdma2000® 1x CS procedures.
	If the service request was initiated in EMM-CONNECTED mode with Control plane service type "mobile originating request" and with the "active" flag set to 1, the UE shall abort the procedure.
	If the service request procedure was initiated for an MO MMTEL voice call or an MO MMTEL video call is started, a notification that the service request was not accepted due to congestion shall be provided to the upper layers.
NOTE 9:	This can result in the upper layers requesting establishment of the originating voice call on an alternative manner e.g. requesting establishment of a CS voice call (see 3GPP TS 24.173 [13E]).
	For all other cases the UE stays in the current serving cell and applies normal cell reselection process. The service request procedure is started, if still necessary, when timer T3346 expires or is stopped.
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state and GPRS update status as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value.
	If the UE is using EPS services with control plane CIoT EPS optimization and if the T3448 value IE is present in the SERVICE REJECT message and the value indicates that this timer is neither zero nor deactivated, the UE shall:
-	stop timer T3448 if it is running;
-	consider the transport of user data via the control plane as unsuccessful; and
-	start timer T3448:
-	with the value provided in the T3448 value IE if the SERVICE REJECT message is integrity protected; or
-	with a random value from the default range specified in table 10.2.1 if the SERVICE REJECT message is not integrity protected.
	If the UE is using EPS services with control plane CIoT EPS optimization and if the T3448 value IE is present in the SERVICE REJECT message and the value indicates that this timer is either zero or deactivated, the UE shall ignore the T3448 value IE and-	stop timer T3448 if it is running; and
-	consider the transport of user data via the control plane as unsuccessful.
	If the UE is using EPS services with control plane CIoT EPS optimization and if the T3448 value IE is not present in the SERVICE REJECT message, it shall be considered as an abnormal case and the behaviour of UE for this case is specified in clause 5.6.1.6.
	If the UE is operating in single-registration mode, the UE shall in addition handle the 5GMM parameters, 5GMM state and 5GS update status as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
#25	(Not authorized for this CSG);
	EMM cause #25 is only applicable when received from a CSG cell. EMM cause #25 received from a non-CSG cell is considered as an abnormal case and the behaviour of the UE is specified in clause 5.6.1.6.
	The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and store it according to clause 5.1.3.3). The UE shall enter the state EMM-REGISTERED.LIMITED-SERVICE.
	If the CSG ID and associated PLMN identity of the cell where the UE has initiated the service request procedure are contained in the Allowed CSG list, the UE shall remove the entry corresponding to this CSG ID and associated PLMN identity from the Allowed CSG list.
	If the CSG ID and associated PLMN identity of the cell where the UE has initiated the service request procedure are contained in the Operator CSG list, the UE shall apply the procedures defined in 3GPP TS 23.122 [6] clause 3.1A.
	The UE shall search for a suitable cell according to 3GPP TS 36.304 [21].
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM parameters GMM state and GPRS update status as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause with the same value.
	If the UE is operating in single-registration mode, the UE shall in addition set the 5GMM state to 5GMM-REGISTERED and set the 5GS update status to 5U3 ROAMING NOT ALLOWED.
#31	(Redirection to 5GCN required);
	EMM cause #31 received by a UE that has not indicated support for CIoT optimizations is considered as an abnormal case and the behaviour of the UE is specified in clause 5.6.1.6.
	The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to clause 5.1.3.3). The UE shall reset the service request attempt counter and shall enter the state EMM-REGISTERED.LIMITED-SERVICE.
	The UE shall enable N1 mode capability for 3GPP access if it was disabled and disable the E-UTRA capability (see clause 4.5).
	If the UE is operating in single-registration mode, the UE shall in addition handle the 5GMM parameters, 5GMM state, and 5GS update status as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
#36	(IAB-node operation not authorized);
	The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to subclause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and eKSI. The UE shall delete the list of equivalent PLMNs and shall enter the state EMM-DEREGISTERED.PLMN-SEARCH.
	The UE shall store the PLMN identity in the "forbidden PLMN list" and if the UE is configured to use timer T3245 (see 3GPP TS 24.368 [15A] or 3GPP TS 31.102 [17]) then the UE shall start timer T3245 and proceed as described in subclause 5.3.7a. If the message has been successfully integrity checked by the NAS and the UE maintains a PLMN-specific attempt counter for that PLMN, then the UE shall set this counter to the UE implementation-specific maximum value.
	The UE shall perform a PLMN selection according to 3GPP TS 23.122 [6].
	If the UE is operating in single-registration mode, the UE shall in addition handle the 5GMM parameters 5GMM state, 5GS update status, 5G-GUTI, last visited registered TAI, TAI list and ngKSI as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
#39	(CS service temporarily not available);
	If the T3442 value received in the SERVICE REJECT message is not zero, the UE shall start timer T3442 and enter the state EMM-REGISTERED.NORMAL-SERVICE. If the T3442 value received in the SERVICE REJECT message is zero, the UE shall not start timer T3442.
	The UE shall not try to send an EXTENDED SERVICE REQUEST message for mobile originating CS fallback to the network, except for mobile originating CS fallback for emergency calls, until timer T3442 expires or the UE sends a TRACKING AREA UPDATE REQUEST message.	
#40	(No EPS bearer context activated);
	The UE shall enter the state EMM-DEREGISTERED.NORMAL-SERVICE. The UE shall delete any mapped EPS security context or partial native EPS security context.
	If the service request was initiated for CS fallback and a CS fallback cancellation request was not received, the UE shall attempt to select GERAN or UTRAN radio access technology. If the UE finds a suitable GERAN or UTRAN cell, it then proceeds with the appropriate MM and CC specific procedures and the EMM sublayer shall not indicate the abort of the service request procedure to the MM sublayer. Otherwise the EMM sublayer shall indicate the abort of the service request procedure to the MM sublayer.
	If the service request was initiated for 1xCS fallback, the UE shall select cdma2000® 1x radio access technology. The UE then proceeds with appropriate cdma2000® 1x CS procedures.
	If the service request was initiated for 1xCS fallback and the UE has dual Rx/Tx configuration and supports enhanced 1xCS fallback, the UE shall perform a new attach procedure.
	If the service request was initiated for any reason other than CS fallback, 1x CS fallback or initiating a PDN connection for emergency bearer services, the UE shall perform a new attach procedure.
NOTE 10:	User interaction is necessary in some cases when the UE cannot re-activate the EPS bearer(s) automatically.
	If A/Gb mode or Iu mode is supported by the UE, the UE shall handle the GMM state as specified in 3GPP TS 24.008 [13] for the case when the service request procedure is rejected with the GMM cause value #10 "Implicitly detached".
	A UE operating in CS/PS mode 1 or CS/PS mode 2 of operation which is already IMSI attached for non-EPS services is still IMSI attached for non-EPS services in the network.
	A UE operating in CS/PS mode 1 or CS/PS mode 2 of operation shall set the update status to U2 NOT UPDATED.
	If the UE is operating in single-registration mode, the UE shall in addition set the 5GMM state to 5GMM-DEREGISTERED.
#42	(Severe network failure);
	The UE shall set the EPS update status to EU2 NOT UPDATED, and shall delete any GUTI, last visited registered TAI, TAI list, eKSI, and list of equivalent PLMNs. The UE shall start an implementation specific timer, setting its value to 2 times the value of T as defined in 3GPP TS 23.122 [6]. While this timer is running, the UE shall not consider the PLMN + RAT combination that provided this reject cause as a candidate for PLMN selection. The UE then enters state EMM-DEREGISTERED.PLMN-SEARCH in order to perform a PLMN selection according to 3GPP TS 23.122 [6].
	If A/Gb mode or Iu mode is supported by the UE, the UE shall in addition set the GMM state to GMM-DEREGISTERED, GPRS update status to GU2 NOT UPDATED, MM update status to U2 NOT UPDATED and shall delete the P-TMSI, P-TMSI signature, RAI and GPRS ciphering key sequence number, LAI, TMSI and ciphering key sequence number.
	If the UE is operating in single-registration mode, the UE shall in addition set the 5GMM state to 5GMM-DEREGISTERED, 5GS update status to 5U2 NOT UPDATED, and shall delete any 5G-GUTI, last visited registered TAI, TAI list and ngKSI.
#78	(PLMN not allowed to operate at the present UE location).
	This cause value received from a non-satellite E-UTRA cell is considered as an abnormal case and the behaviour of the UE is specified in clause 5.5.6.1.6.
	The UE shall set the EPS update status to EU3 ROAMING NOT ALLOWED (and shall store it according to clause 5.1.3.3) and shall delete any GUTI, last visited registered TAI, TAI list and eKSI. Additionally, the UE shall reset the registration attempt counter. The UE shall store the PLMN identity and, if it is known, the current geographical location in the list of "PLMNs not allowed to operate at the present UE location", start a corresponding timer instance (see subclause 4.11.2), enter state EMM-DEREGISTERED.PLMN-SEARCH and perform a PLMN selection according to 3GPP TS 23.122 [6].
	If the UE is operating in single-registration mode, the UE shall in addition handle the 5GMM parameters, 5GMM state, and 5GS update status as specified in 3GPP TS 24.501 [54] for the case when the service request procedure performed over 3GPP access is rejected with the 5GMM cause with the same value.
Other values are considered as abnormal cases. The specification of the UE behaviour in those cases is described in clause 5.6.1.6.

*** fourth change ***

[bookmark: _Toc20218177][bookmark: _Toc27744062][bookmark: _Toc35959634][bookmark: _Toc45203067][bookmark: _Toc45700443][bookmark: _Toc51920179][bookmark: _Toc68251239][bookmark: _Toc162960437]6.6.4	Transport of user data via the control plane procedure
[bookmark: _Toc20218178][bookmark: _Toc27744063][bookmark: _Toc35959635][bookmark: _Toc45203068][bookmark: _Toc45700444][bookmark: _Toc51920180][bookmark: _Toc68251240][bookmark: _Toc162960438]6.6.4.1	General
The purpose of the transport of user data via the control plane procedure is to transfer user data via the control plane in an encapsulated form between the UE and the MME.
The procedure may be initiated by the UE or the network when the UE is in EMM-CONNECTED mode.
The procedure may also be initiated by the UE in EMM-IDLE mode by including either the ESM DATA TRANSPORT message or a CIoT small data container IE in a CONTROL PLANE SERVICE REQUEST message.
[bookmark: _Toc20218179][bookmark: _Toc27744064][bookmark: _Toc35959636][bookmark: _Toc45203069][bookmark: _Toc45700445][bookmark: _Toc51920181][bookmark: _Toc68251241][bookmark: _Toc162960439]6.6.4.2	UE initiated transport of user data via the control plane
Upon receipt of a request to transfer user data via the control plane, if the UE is in EMM-CONNECTED mode, the UE initiates the procedure by sending the ESM DATA TRANSPORT message including the user data to be sent in the User data container IE (see example in figure 6.6.4.2.1). The length of the value part of the User data container IE should not exceed the link MTU size for the respective type of user data (IPv4, IPv6 or Non-IP). If the user data in the value part of the User data container IE is an Ethernet frame, then the length of the Ethernet frame payload should not exceed the Ethernet frame payload MTU size.
NOTE:	The recommended maximum size for link MTU is 1358 octets to prevent fragmentation in the backbone network (see 3GPP TS 23.060 [74]). Depending on the network configuration, setting link MTU size to a value larger than 1358 octets could lead to inefficient core network implementation due to fragmentation.
If the UE is in EMM-IDLE mode, the UE initiates the procedure by sending either the ESM DATA TRANSPORT message or the CIoT small data container IE included in a CONTROL PLANE SERVICE REQUEST message.
Based on information provided by the upper layers, the UE may include a Release assistance indication IE in the ESM DATA TRANSPORT message or in the CIoT small data container IE to inform the network that
1)	subsequent to the current uplink data transmission no further uplink or downlink data transmission (e.g. an acknowledgement or response) is expected; i.e. the upper layers indicated that data exchanges have completed with the current UL data transfer; or
2)	subsequent to the current uplink data transmission only a single downlink data transmission and no further uplink data transmission is expected; i.e. the upper layers indicated that data exchanges will have completed with the next downlink data transmission.
When receiving the ESM DATA TRANSPORT message or the CIoT small data container IE, the MME shall identify the PDN connection to the SCEF or to the PDN GW, based on the EPS bearer identity included in message, and forward the contents of the User data container IE and the value part of the CIoT small data container IE, respectively, accordingly. If the ESM DATA TRANSPORT message includes a Release assistance indication IE or the CIoT small data conatienr IE is included in the CONTROL PLANE SERVICE REQUEST message, then ESM layer indicates to the EMM layer to initiate release of the NAS signalling connection,
1)	if the release assistance indication indicates that no further uplink and no further downlink data transmission subsequent to the uplink data transmission is expected; or
2)	upon subsequent delivery of the next received downlink data transmission to the UE if the release assistance indication indicates that only a single downlink data transmission and no further uplink data transmission subsequent to the uplink data transmission is expected.




[bookmark: _CRFigure6_6_4_2_1]Figure 6.6.4.2.1: UE initiated transport of user data via the control plane procedure


*** fifth change ***

[bookmark: _Toc20218399][bookmark: _Toc27744287][bookmark: _Toc35959861][bookmark: _Toc45203299][bookmark: _Toc45700675][bookmark: _Toc51920411][bookmark: _Toc68251471][bookmark: _Toc162960699]8.2.33.1	Message definition
This message is sent by the UE to the network when the UE is using EPS services with control plane CIoT EPS optimization. See table 8.2.33.1.
Message type:	CONTROL PLANE SERVICE REQUEST
Significance:	dual
Direction:	UE to network
[bookmark: _CRTable8_2_33_1]Table 8.2.33.1: CONTROL PLANE SERVICE REQUEST message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	[bookmark: _PERM_MCCTEMPBM_CRPT81450027___7]
	Protocol discriminator
	Protocol discriminator
9.2
	M
	V
	1/2

	[bookmark: _PERM_MCCTEMPBM_CRPT81450028___7]
	Security header type
	Security header type
9.3.1
	M
	V
	1/2

	[bookmark: _PERM_MCCTEMPBM_CRPT81450029___7]
	Control plane service request message identity
	Message type
9.8
	M
	V
	1

	
	Control plane service type
	Control plane service type
9.9.3.47
	M
	V
	1/2

	
	NAS key set identifier
	NAS key set identifier
9.9.3.21
	M
	V
	1/2

	78
	ESM message container
	ESM message container
9.9.3.15
	O
	TLV-E
	3-n

	67
	NAS message container
	NAS message container
9.9.3.22
	O
	TLV
	4-253

	57
	EPS bearer context status
	EPS bearer context status
9.9.2.1
	O
	TLV
	4

	D-
	Device properties
	Device properties
9.9.2.0A
	O
	TV
	1

	29
	UE request type
	UE request type
9.9.3.65
	O
	TLV
	3

	28
	Paging restriction
	Paging restriction
9.9.3.66
	O
	TLV
	3-5

	xx
	CIoT small data container
	CIoT small data container
9.9.3.x
	O
	TLV
	4-257



*** sixth change ***

[bookmark: _Toc20233069][bookmark: _Toc27747181][bookmark: _Toc36213372][bookmark: _Toc36657549][bookmark: _Toc45287220][bookmark: _Toc51948494][bookmark: _Toc51949586][bookmark: _Toc155372931]8.2.33.x	CIoT small data container
This IE shall be included if the UE needs to send uplink small user data, SMS or location services message that is not more than 254 bytes, and there is no other optional IE to be sent.
NOTE:	When the UE determines to use the CIoT small data container IE to send uplink data in this message, there is no other optional IEs in this message.

*** seventh change ***
[bookmark: _Toc20218639][bookmark: _Toc27744527][bookmark: _Toc35960101][bookmark: _Toc45203539][bookmark: _Toc45700915][bookmark: _Toc51920651][bookmark: _Toc68251711][bookmark: _Toc162960944]9.9.3.34	UE network capability
The purpose of the UE network capability information element is to provide the network with information concerning aspects of the UE related to EPS or interworking with GPRS and 5GS. The contents might affect the manner in which the network handles the operation of the UE. The UE network capability information indicates general UE characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.
The UE network capability information element is coded as shown in figure 9.9.3.34.1 and table 9.9.3.34.1.
The UE network capability is a type 4 information element with a minimum length of 4 octets and a maximum length of 15 octets.
NOTE:	The requirements for the support of UMTS security algorithms in the UE are specified in 3GPP TS 33.102 [18], and the requirements for the support of EPS security algorithms in 3GPP TS 33.401 [19].

	[bookmark: MCCQCTEMPBM_00000510]8
	7
	6
	5
	4
	3
	2
	1
	

	UE network capability IEI
	octet 1

	Length of UE network capability contents
	octet 2

	
EEA0
	128-
EEA1
	128-
EEA2
	128-
EEA3
	
EEA4
	
EEA5
	
EEA6
	
EEA7
	
octet 3

	
EIA0
	128-
EIA1
	128-
EIA2
	128-
EIA3
	
EIA4
	
EIA5
	
EIA6
	
EPS-UPIP
	
octet 4

	
UEA0
	
UEA1
	
UEA2
	
UEA3
	
UEA4
	
UEA5
	
UEA6
	
UEA7
	
octet 5*

	
UCS2
	
UIA1
	
UIA2
	
UIA3
	
UIA4
	
UIA5
	
UIA6
	
UIA7
	
octet 6*

	ProSe-dd
	
ProSe
	H.245-ASH
	ACC-CSFB
	
LPP
	
LCS
	1xSR
VCC
	
NF
	
octet 7*

	
ePCO
	HC-CP CIoT
	ERw/oPDN
	S1-U data
	UP CIoT
	CP CIoT
	Prose-relay
	ProSe-dc
	
octet 8*

	15 bearers
	SGC
	N1mode
	
DCNR
	CP backoff
	RestrictEC
	V2X PC5
	multipleDRB
	
octet 9*

	RPR
	PIV
	NCR
	V2X NR-PC5
	UP-MT-EDT
	CP-MT-EDT
	WUSA
	RACS
	
octet 10*

	0
Spare
	0
Spare
	0
Spare
	0
Spare
	0
SpareSDT-CP CIoT
	EDC
	PTCC
	PR
	
octet 11*

	0
	0
	0
	0
	0
	0
	0
	0
	
octet 12* -15*

	Spare
	



[bookmark: _CRFigure9_9_3_34_1]Figure 9.9.3.34.1: UE network capability information element
[bookmark: _CRTable9_9_3_34_1]Table 9.9.3.34.1: UE network capability information element
	EPS encryption algorithms supported (octet 3)

	[bookmark: MCCQCTEMPBM_00000238]

	EPS encryption algorithm EEA0 supported (octet 3, bit 8)

	0
	
	
	
	EPS encryption algorithm EEA0 not supported

	1
	
	
	
	EPS encryption algorithm EEA0 supported

	[bookmark: MCCQCTEMPBM_00000239]

	EPS encryption algorithm 128-EEA1 supported (octet 3, bit 7)

	0
	
	
	
	EPS encryption algorithm 128-EEA1 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA1 supported

	[bookmark: MCCQCTEMPBM_00000240]

	EPS encryption algorithm 128-EEA2 supported (octet 3, bit 6)

	0
	
	
	
	EPS encryption algorithm 128-EEA2 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA2 supported

	[bookmark: MCCQCTEMPBM_00000241]

	EPS encryption algorithm 128-EEA3 supported (octet 3, bit 5)

	0
	
	
	
	EPS encryption algorithm 128-EEA3 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA3 supported

	[bookmark: MCCQCTEMPBM_00000242]

	EPS encryption algorithm EEA4 supported (octet 3, bit 4)

	0
	
	
	
	EPS encryption algorithm EEA4 not supported

	1
	
	
	
	EPS encryption algorithm EEA4 supported

	[bookmark: MCCQCTEMPBM_00000243]

	EPS encryption algorithm EEA5 supported (octet 3, bit 3)

	0
	
	
	
	EPS encryption algorithm EEA5 not supported

	1
	
	
	
	EPS encryption algorithm EEA5 supported

	[bookmark: MCCQCTEMPBM_00000244]

	EPS encryption algorithm EEA6 supported (octet 3, bit 2)

	0
	
	
	
	EPS encryption algorithm EEA6 not supported

	1
	
	
	
	EPS encryption algorithm EEA6 supported

	[bookmark: MCCQCTEMPBM_00000245]

	EPS encryption algorithm EEA7 supported (octet 3, bit 1)

	0
	
	
	
	EPS encryption algorithm EEA7 not supported

	1
	
	
	
	EPS encryption algorithm EEA7 supported

	[bookmark: MCCQCTEMPBM_00000246]

	EPS integrity algorithms supported (octet 4)

	[bookmark: MCCQCTEMPBM_00000247]

	EPS integrity algorithm EIA0 supported (octet 4, bit 8)

	0
	
	
	
	EPS integrity algorithm EIA0 not supported

	1
	
	
	
	EPS integrity algorithm EIA0 supported

	[bookmark: MCCQCTEMPBM_00000248]

	EPS integrity algorithm 128-EIA1 supported (octet 4, bit 7)

	0
	
	
	
	EPS integrity algorithm 128-EIA1 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA1 supported

	[bookmark: MCCQCTEMPBM_00000249]

	EPS integrity algorithm 128-EIA2 supported (octet 4, bit 6)

	0
	
	
	
	EPS integrity algorithm 128-EIA2 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA2 supported

	[bookmark: MCCQCTEMPBM_00000250]

	EPS integrity algorithm 128-EIA3 supported (octet 4, bit 5)

	0
	
	
	
	EPS integrity algorithm 128-EIA3 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA3 supported

	[bookmark: MCCQCTEMPBM_00000251]

	EPS integrity algorithm EIA4 supported (octet 4, bit 4)

	0
	
	
	
	EPS integrity algorithm EIA4 not supported

	1
	
	
	
	EPS integrity algorithm EIA4 supported

	[bookmark: MCCQCTEMPBM_00000252]

	EPS integrity algorithm EIA5 supported (octet 4, bit 3)

	0
	
	
	
	EPS integrity algorithm EIA5 not supported

	1
	
	
	
	EPS integrity algorithm EIA5 supported

	[bookmark: MCCQCTEMPBM_00000253]

	EPS integrity algorithm EIA6 supported (octet 4, bit 2)

	0
	
	
	
	EPS integrity algorithm EIA6 not supported

	1
	
	
	
	EPS integrity algorithm EIA6 supported

	[bookmark: MCCQCTEMPBM_00000254]

	EPS-UPIP supported (octet 4, bit 1)

	0
	
	
	
	EPS-UPIP not supported

	1
	
	
	
	EPS-UPIP supported

	[bookmark: MCCQCTEMPBM_00000255]

	UMTS encryption algorithms supported (octet 5)

	[bookmark: MCCQCTEMPBM_00000256]

	UMTS encryption algorithm UEA0 supported (octet 5, bit 8)

	0
	
	
	
	UMTS encryption algorithm UEA0 not supported

	1
	
	
	
	UMTS encryption algorithm UEA0 supported

	[bookmark: MCCQCTEMPBM_00000257]

	UMTS encryption algorithm UEA1 supported (octet 5, bit 7)

	0
	
	
	
	UMTS encryption algorithm UEA1 not supported

	1
	
	
	
	UMTS encryption algorithm UEA1 supported

	[bookmark: MCCQCTEMPBM_00000258]

	UMTS encryption algorithm UEA2 supported (octet 5, bit 6)

	0
	
	
	
	UMTS encryption algorithm UEA2 not supported

	1
	
	
	
	UMTS encryption algorithm UEA2 supported

	[bookmark: MCCQCTEMPBM_00000259]

	UMTS encryption algorithm UEA3 supported (octet 5, bit 5)

	0
	
	
	
	UMTS encryption algorithm UEA3 not supported

	1
	
	
	
	UMTS encryption algorithm UEA3 supported

	[bookmark: MCCQCTEMPBM_00000260]

	UMTS encryption algorithm UEA4 supported (octet 5, bit 4)

	0
	
	
	
	UMTS encryption algorithm UEA4 not supported

	1
	
	
	
	UMTS encryption algorithm UEA4 supported

	[bookmark: MCCQCTEMPBM_00000261]

	UMTS encryption algorithm UEA5 supported (octet 5, bit 3)

	0
	
	
	
	UMTS encryption algorithm UEA5 not supported

	1
	
	
	
	UMTS encryption algorithm UEA5 supported

	[bookmark: MCCQCTEMPBM_00000262]

	UMTS encryption algorithm UEA6 supported (octet 5, bit 2)

	0
	
	
	
	UMTS encryption algorithm UEA6 not supported

	1
	
	
	
	UMTS encryption algorithm UEA6 supported

	[bookmark: MCCQCTEMPBM_00000263]

	UMTS encryption algorithm UEA7 supported (octet 5, bit 1)

	0
	
	
	
	UMTS encryption algorithm UEA7 not supported

	1
	
	
	
	UMTS encryption algorithm UEA7 supported

	[bookmark: MCCQCTEMPBM_00000264]

	UCS2 support (UCS2) (octet 6, bit 8)

	This information field indicates the likely treatment of UCS2 encoded character strings by the UE.

	[bookmark: MCCQCTEMPBM_00000265]

	0
	
	
	
	The UE has a preference for the default alphabet (defined in 

	
	
	
	
	3GPP TS 23.038 [3]) over UCS2 (see ISO/IEC 10646 [29]).

	1
	
	
	
	The UE has no preference between the use of the default alphabet and 

	
	
	
	
	the use of UCS2.

	[bookmark: MCCQCTEMPBM_00000266]

	UMTS integrity algorithms supported (octet 6)

	[bookmark: MCCQCTEMPBM_00000267]

	UMTS integrity algorithm UIA1 supported (octet 6, bit 7)

	0
	
	
	
	UMTS integrity algorithm UIA1 not supported

	1
	
	
	
	UMTS integrity algorithm UIA1 supported

	[bookmark: MCCQCTEMPBM_00000268]

	UMTS integrity algorithm UIA2 supported (octet 6, bit 6)

	0
	
	
	
	UMTS integrity algorithm UIA2 not supported

	1
	
	
	
	UMTS integrity algorithm UIA2 supported

	[bookmark: MCCQCTEMPBM_00000269]

	UMTS integrity algorithm UIA3 supported (octet 6, bit 5)

	0
	
	
	
	UMTS integrity algorithm UIA3 not supported

	1
	
	
	
	UMTS integrity algorithm UIA3 supported

	[bookmark: MCCQCTEMPBM_00000270]

	UMTS integrity algorithm UIA4 supported (octet 6, bit 4)

	0
	
	
	
	UMTS integrity algorithm UIA4 not supported

	1
	
	
	
	UMTS integrity algorithm UIA4 supported

	[bookmark: MCCQCTEMPBM_00000271]

	UMTS integrity algorithm UIA5 supported (octet 6, bit 3)

	0
	
	
	
	UMTS integrity algorithm UIA5 not supported

	1
	
	
	
	UMTS integrity algorithm UIA5 supported

	[bookmark: MCCQCTEMPBM_00000272]

	UMTS integrity algorithm UIA6 supported (octet 6, bit 2)

	0
	
	
	
	UMTS integrity algorithm UIA6 not supported

	1
	
	
	
	UMTS integrity algorithm UIA6 supported

	[bookmark: MCCQCTEMPBM_00000273]

	UMTS integrity algorithm UIA7 supported (octet 6, bit 1)

	0
	
	
	
	UMTS integrity algorithm UIA7 not supported

	1
	
	
	
	UMTS integrity algorithm UIA7 supported

	[bookmark: MCCQCTEMPBM_00000274]

	NF capability (octet 7, bit 1)

	0
	
	
	
	notification procedure not supported

	1
	
	
	
	notification procedure supported

	[bookmark: MCCQCTEMPBM_00000275]

	1xSRVCC capability (octet 7, bit 2)

	0
	
	
	
	SRVCC from E-UTRAN to cdma2000® 1x CS not supported

	1
	
	
	
	SRVCC from E-UTRAN to cdma2000® 1x CS supported

	
	
	
	
	(see 3GPP TS 23.216 [8])

	[bookmark: MCCQCTEMPBM_00000276]

	Location services (LCS) notification mechanisms capability (octet 7, bit 3)

	0
	
	
	
	LCS notification mechanisms not supported 

	1
	
	
	
	LCS notification mechanisms supported (see 3GPP TS 24.171 [13C])

	[bookmark: MCCQCTEMPBM_00000277]

	LTE Positioning Protocol (LPP) capability (octet 7, bit 4)

	0
	
	
	
	LPP not supported

	1
	
	
	
	LPP supported (see 3GPP TS 36.355 [22A])

	
Access class control for CSFB (ACC-CSFB) capability (octet 7, bit 5)

	0
	
	
	
	eNodeB-based access class control for CSFB not supported

	1
	
	
	
	eNodeB-based access class control for CSFB supported
(see 3GPP TS 22.011 [1A]) 

	
H.245 After SRVCC Handover capability (H.245-ASH) (octet 7, bit 6)
This bit indicates the capability for H.245 with support and use of pre-defined codecs, and if needed, H.245 codec negotiation after SRVCC handover.

	0
	
	
	
	H.245 after SRVCC handover capability not supported

	1
	
	
	
	H.245 after SRVCC handover capability supported
(see 3GPP TS 23.216 [8])

	
ProSe (octet 7, bit 7)
This bit indicates the capability for ProSe.

	0
	
	
	
	ProSe not supported

	1
	
	
	
	ProSe supported

	
ProSe direct discovery (ProSe-dd) (octet 7, bit 8)
This bit indicates the capability for ProSe direct discovery.

	0
	
	
	
	ProSe direct discovery not supported

	1
	
	
	
	ProSe direct discovery supported

	
ProSe direct communication (ProSe-dc) (octet 8, bit 1)
This bit indicates the capability for ProSe direct communication.

	0
	
	
	
	ProSe direct communication not supported

	1
	
	
	
	ProSe direct communication supported

	
ProSe UE-to-network-relay (ProSe-relay) (octet 8, bit 2)
This bit indicates the capability to act as a ProSe UE-to-network relay

	0
	
	
	
	Acting as a ProSe UE-to-network relay not supported

	1
	
	
	
	Acting as a ProSe UE-to-network relay supported

	
Control plane CIoT EPS optimization (CP CIoT) (octet 8, bit 3)
This bit indicates the capability for control plane CIoT EPS optimization.

	0
	
	
	
	Control plane CIoT EPS optimization not supported

	1
	
	
	
	Control plane CIoT EPS optimization supported

	
User plane CIoT EPS optimization (UP CIoT) (octet 8, bit 4)
This bit indicates the capability for user plane CIoT EPS optimization.

	0
	
	
	
	User plane CIoT EPS optimization not supported

	1
	
	
	
	User plane CIoT EPS optimization supported

	
S1-u data transfer (S1-U data) (octet 8, bit 5)
This bit indicates the capability for S1-u data transfer. This bit shall be considered only if the Control plane CIoT EPS optimization (CP CIoT) bit (octet 8, bit 3) is set to 1. If the Control plane CIoT EPS optimization (CP CIoT) bit (octet 8, bit 3) is set to 0, the MME shall assume S1-u data transfer is supported by the UE.

	0
	
	
	
	S1-U data transfer not supported

	1
	
	
	
	S1-U data transfer supported

	
EMM-REGISTERED without PDN connection (ERw/oPDN) (octet 8, bit 6)
This bit indicates the capability for EMM REGISTERED without PDN connectivity.

	0
	
	
	
	EMM-REGISTERED without PDN connection not supported

	1
	
	
	
	EMM-REGISTERED without PDN connection supported

	
Header compression for control plane CIoT EPS optimization (HC-CP CIoT) (octet 8, bit 7)
This bit indicates the capability for header compression for control plane CIoT EPS optimization.

	0
	
	
	
	Header compression for control plane CIoT EPS optimization not supported

	1
	
	
	
	Header compression for control plane CIoT EPS optimization supported

	
Extended protocol configuration options (ePCO) (octet 8, bit 8)
This bit indicates the support of the extended protocol configuration options IE.

	0
	
	
	
	Extended protocol configuration options IE not supported

	1
	
	
	
	Extended protocol configuration options IE supported

	
Multiple DRB support (multipleDRB) (octet 9, bit 1)
This bit indicates the capability to support multiple user plane radio bearers (see 3GPP TS 36.306 [44], 3GPP TS 36.331 [22]) in NB-S1 mode.

	0
	
	
	
	Multiple DRB not supported

	1
	
	
	
	Multiple DRB supported

	
V2X communication over PC5 (V2X PC5) (octet 9, bit 2)
This bit indicates the capability for V2X communication over E-UTRA-PC5.

	0
	
	
	
	V2X communication over E-UTRA-PC5 not supported

	1
	
	
	
	V2X communication over E-UTRA-PC5 supported

	
Restriction on use of enhanced coverage support (RestrictEC) (octet 9, bit 3)
This bit indicates the capability to support restriction on use of enhanced coverage.

	0
	
	
	
	Restriction on use of enhanced coverage not supported

	1
	
	
	
	Restriction on use of enhanced coverage supported

	
Control plane data backoff support (CP backoff) (octet 9, bit 4)
This bit indicates the support of back-off timer for transport of user data via the control plane.

	0
	
	
	
	back-off timer for transport of user data via the control plane not supported

	1
	
	
	
	back-off timer for transport of user data via the control plane supported

	
Dual connectivity with NR (DCNR) (octet 9, bit 5)
This bit indicates the capability for dual connectivity with NR.

	0
	
	
	
	dual connectivity with NR not supported

	1
	
	
	
	dual connectivity with NR supported

	
N1 mode supported (N1mode) (octet 9, bit 6)
This bit indicates the capability for N1 mode for 3GPP access.

	0
	
	
	
	N1 mode for 3GPP access not supported

	1
	
	
	
	N1 mode for 3GPP access supported

	
Service gap control (SGC) (octet 9, bit 7)
This bit indicates the capability for service gap control

	0
	
	
	
	service gap control not supported

	1
	
	
	
	service gap control supported

	
Signalling for a maximum number of 15 EPS bearer contexts (15 bearers) (octet 9, bit 8)
This bit indicates the support of signalling for a maximum number of 15 EPS bearer contexts

	0
	
	
	
	Signalling for a maximum number of 15 EPS bearer contexts not supported

	1
	
	
	
	Signalling for a maximum number of 15 EPS bearer contexts supported

	
Radio capability signalling optimisation (RACS) capability (octet 10, bit 1)
This bit indicates the capability for RACS.

	0
	
	
	
	RACS not supported

	1
	
	
	
	RACS supported

	
Wake-up signal (WUS) assistance (octet 10, bit 2)
This bit indicates the support of wake-up signal assistance

	0
	
	
	
	WUS assistance not supported

	1
	
	
	
	WUS assistance supported

	
Control plane Mobile Terminated-Early Data Transmission (CP-MT-EDT) (octet 10, bit 3)
This bit indicates the support of control plane Mobile Terminated-Early Data Transmission

	0
	
	
	
	Control plane Mobile Terminated-Early Data Transmission not supported

	1
	
	
	
	Control plane Mobile Terminated-Early Data Transmission supported

	
User plane Mobile Terminated-Early Data Transmission (UP-MT-EDT) (octet 10, bit 4)
This bit indicates the support of user plane Mobile Terminated-Early Data Transmission

	0
	
	
	
	User plane Mobile Terminated-Early Data Transmission not supported

	1
	
	
	
	User plane Mobile Terminated-Early Data Transmission supported

	
V2X communication over NR-PC5 (V2X NR-PC5) (octet 10, bit 5)
This bit indicates the capability for V2X communication over NR-PC5.

	0
	
	
	
	V2X communication over NR-PC5 not supported

	1
	
	
	
	V2X communication over NR-PC5 supported

	[bookmark: MCCQCTEMPBM_00000278]

	NAS signalling connection release (NCR) (octet 10, bit 6)

	This bit indicates the support of NAS signalling connection release.

	0
	
	
	
	NAS signalling connection release not supported

	1
	
	
	
	NAS signalling connection release supported

	[bookmark: MCCQCTEMPBM_00000279]

	Paging indication for voice services (PIV) (octet 10, bit 7)

	This bit indicates the support of paging indication for voice services.

	0
	
	
	
	paging indication for voice services not supported

	1
	
	
	
	paging indication for voice services supported

	[bookmark: MCCQCTEMPBM_00000280]

	Reject paging request (RPR) (octet 10, bit 8)

	This bit indicates the support of reject paging request.

	0
	
	
	
	reject paging request not supported

	1
	
	
	
	reject paging request supported

	[bookmark: MCCQCTEMPBM_00000281]

	Paging restriction (PR) (octet 11, bit 1)

	This bit indicates the support of paging restriction.

	0
	
	
	
	paging restriction not supported

	1
	
	
	
	paging restriction supported

	[bookmark: MCCQCTEMPBM_00000282]

	Paging timing collision control (PTCC) (octet 11, bit 2)

	This bit indicates the support of paging timing collision control.

	0
	
	
	
	paging timing collision control not supported

	1
	
	
	
	paging timing collision control supported

	
	
	
	
	

	Enhanced Discontinuous Coverage (EDC) (octet 11, bit 3)

	This bit indicates the support of enhanced discontinuous coverage.

	0
	
	
	
	enhanced discontinuous coverage not supported

	1
	
	
	
	enhanced discontinuous coverage supported

	

	Data transfer over control plane with overhead reduction (OHR-CP CIoT) (octet 11, bit 4)

	This bit indicates the support for data transfer over control plane with overhead reduction.

	CIoT small data container supported (SDT-CP CIoT) (octet 11, bit 4)

	This bit indicates the support for CIoT small data container.

	0
	
	
	
	CIoT small data container not supported

	1
	
	
	
	CIoT small data container supported

	
All other bits in octet 11 to 15 are spare and shall be coded as zero, if the respective octet is included in the information element.


	[bookmark: MCCQCTEMPBM_00000283]

	NOTE 1:	For a UE supporting dual connectivity with NR, if the UE supports one of the encryption algorithms for E-UTRAN (bits 8 to 5 of octet 3), it shall support the same algorithm for NR-PDCP as specified in 3GPP TS 33.401 [19]. The NR-PDCP is specified in 3GPP TS 38.323 [53].

NOTE 2:	For a UE supporting dual connectivity with NR, if the UE supports one of the integrity algorithms for E-UTRAN (bits 8 to 5 of octet 4), it shall support the same algorithm for NR-PDCP as specified in 3GPP TS 33.401 [19].

NOTE 3:	In this release of the specification, the EPS-UPIP supported bit is only applicable for a UE supporting dual connectivity with NR.




*** eigth change ***

[bookmark: _Toc20218611][bookmark: _Toc27744499][bookmark: _Toc35960073][bookmark: _Toc45203511][bookmark: _Toc45700887][bookmark: _Toc51920623][bookmark: _Toc68251683][bookmark: _Toc162960916]9.9.3.12A	EPS network feature support
The purpose of the EPS network feature support information element is to indicate whether certain features are supported by the network.
The EPS network feature support information element is coded as shown in figure 9.9.3.12A.1 and table 9.9.3.12A.1.
The EPS network feature support is a type 4 information element with a minimum length of 3 octets and a maximum length of 5 octets.
If the network does not include octet 4 or octet 5 as defined below in the present version of the protocol, then the UE shall interpret this as a receipt of an information element with all bits of octet 4 and 5 coded as zero.
[bookmark: MCCQCTEMPBM_00000047]
	8
	7
	6
	5
	4
	3
	2
	1
	

	EPS network feature support IEI
	octet 1

	Length of EPS network feature support contents
	octet 2

	CP CIoT
	ERw/oPDN
	ESR
PS
	CS-LCS
	EPC-LCS
	EMC BS
	IMS VoPS
	
octet 3

	15 bearers
	IWKN26
	RestrictDCNR
	RestrictEC
	ePCO
	HC-CP CIoT
	S1-U data
	UP CIoT
	
octet 4*

	0
Spare
	0
SpareSDT-CP CIoT

	EDC
	PTCC
	PR
	RPR
	PIV
	NCR
	octet 5*



[bookmark: _CRFigure9_9_3_12A_1]Figure 9.9.3.12A.1: EPS network feature support information element
[bookmark: _CRTable9_9_3_12A_1]Table 9.9.3.12A.1: EPS network feature support information element
	IMS voice over PS session indicator (IMS VoPS) (octet 3, bit 1)

	[bookmark: MCCQCTEMPBM_00000150]

	Bit

	1
	
	
	
	

	0
	
	
	
	IMS voice over PS session in S1 mode not supported

	1
	
	
	
	IMS voice over PS session in S1 mode supported

	[bookmark: MCCQCTEMPBM_00000151]

	Emergency bearer services indicator (EMC BS) (octet 3, bit 2)

	[bookmark: MCCQCTEMPBM_00000152]

	Bit

	2
	
	
	
	

	0
	
	
	
	emergency bearer services in S1 mode not supported

	1
	
	
	
	emergency bearer services in S1 mode supported

	[bookmark: MCCQCTEMPBM_00000153]

	Location services indicator in EPC (EPC-LCS) (octet 3, bit 3)

	[bookmark: MCCQCTEMPBM_00000154]

	Bit

	3
	
	
	
	

	0
	
	
	
	location services via EPC not supported

	1
	
	
	
	location services via EPC supported

	[bookmark: MCCQCTEMPBM_00000155]

	Location services indicator in CS (CS-LCS) (octet 3, bit 4 to 5)

	[bookmark: MCCQCTEMPBM_00000156]

	Bit

	5
	4
	
	
	

	0
	0
	
	
	no information about support of location services via CS domain is available

	0
	1
	
	
	location services via CS domain supported

	1
	0
	
	
	location services via CS domain not supported

	1
	1
	
	
	reserved

	[bookmark: MCCQCTEMPBM_00000157]

	Support of EXTENDED SERVICE REQUEST for packet services (ESRPS)
(octet 3, bit 6)

	[bookmark: MCCQCTEMPBM_00000158]

	Bit

	6
	
	
	
	

	0
	
	
	
	network does not support use of EXTENDED SERVICE REQUEST to request for packet services

	1
	
	
	
	network supports use of EXTENDED SERVICE REQUEST to request for packet services

	[bookmark: MCCQCTEMPBM_00000159]

	EMM REGISTERED without PDN connectivity (ERw/oPDN)
(octet 3, bit 7)

	This bit indicates the capability for EMM-REGISTERED without PDN connection

	Bit

	7
	
	
	
	

	0
	
	
	
	EMM-REGISTERED without PDN connection not supported

	1
	
	
	
	EMM-REGISTERED without PDN connection supported

	[bookmark: MCCQCTEMPBM_00000160]

	Control plane CIoT EPS optimization (CP CIoT)
(octet 3, bit 8)

	This bit indicates the capability for control plane CIoT EPS optimization

	Bit

	8

	0
	
	
	
	Control plane CIoT EPS optimization not supported

	1
	
	
	
	Control plane CIoT EPS optimization supported

	[bookmark: MCCQCTEMPBM_00000161]

	User plane CIoT EPS optimization (UP CIoT)
(octet 4, bit 1)

	This bit indicates the capability for user plane CIoT EPS optimization

	Bit

	1

	0
	
	
	
	User plane CIoT EPS optimization not supported

	1
	
	
	
	User plane CIoT EPS optimization supported

	[bookmark: MCCQCTEMPBM_00000162]

	S1-u data transfer (S1-U data)
(octet 4, bit 2)

	This bit indicates the capability for S1-u data transfer. This bit shall be considered only if the Control plane CIoT EPS optimization (CP CIoT) bit (octet 3, bit 8) is set to 1. If the Control plane CIoT EPS optimization (CP CIoT) bit (octet 3, bit 8) is set to 0, the UE shall assume S1-u data transfer is supported.

	Bit

	2

	0
	
	
	
	S1-u data transfer not supported

	1
	
	
	
	S1-u data transfer supported

	[bookmark: MCCQCTEMPBM_00000163]

	Header compression for control plane CIoT EPS optimization (HC-CP CIoT)
(octet 4, bit 3)

	This bit indicates the capability for header compression for control plane CIoT EPS optimization

	Bit

	[bookmark: _PERM_MCCTEMPBM_CRPT81450035___2]3

	0
	
	
	
	Header compression for control plane CIoT EPS optimization not supported

	1
	
	
	
	Header compression for control plane CIoT EPS optimization supported

	[bookmark: MCCQCTEMPBM_00000164]

	
Extended protocol configuration options (ePCO) (octet 4, bit 4)
This bit indicates the support of the extended protocol configuration options IE.

	Bit

	[bookmark: _PERM_MCCTEMPBM_CRPT81450036___2]4

	0
	
	
	
	Extended protocol configuration options IE not supported

	1
	
	
	
	Extended protocol configuration options IE supported

	[bookmark: MCCQCTEMPBM_00000165]

	
Restriction on enhanced coverage (RestrictEC) (octet 4, bit 5)
This bit indicates if the use of enhanced coverage is restricted or not.

	Bit

	5

	0
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450037___2]Use of enhanced coverage is not restricted

	1
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450038___2]Use of enhanced coverage is restricted

	
Restriction on the use of dual connectivity with NR (RestrictDCNR) (octet 4, bit 6)
This bit indicates if the use of dual connectivity with NR is restricted or not.

	Bit

	6

	0
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450039___2]Use of dual connectivity with NR is not restricted

	1
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450040___2]Use of dual connectivity with NR is restricted

	
Interworking without N26 interface indicator (IWK N26) (octet 4, bit 7)
This bit indicates whether interworking without N26 interface is supported.

	Bit

	7

	0
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450041___2]Interworking without N26 interface not supported

	1
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450042___2]Interworking without N26 interface supported

	
Signalling for a maximum number of 15 EPS bearer contexts (15 bearers) (octet 4, bit 8)
This bit indicates the support of signalling for a maximum number of 15 EPS bearer contexts.

	Bit

	8

	0
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450043___2]Signalling for a maximum number of 15 EPS bearer contexts not supported

	1
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450044___2]Signalling for a maximum number of 15 EPS bearer contexts supported

	[bookmark: MCCQCTEMPBM_00000166]

	NAS signalling connection release (NCR) (octet 5, bit 1)

	This bit indicates the support of NAS signalling connection release.

	Bit

	1

	0
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450045___2]NAS signalling connection release not supported

	1
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450046___2]NAS signalling connection release supported

	[bookmark: MCCQCTEMPBM_00000167]

	Paging indication for voice services (PIV) (octet 5, bit 2)

	This bit indicates the support of paging indication for voice services.

	Bit

	2

	0
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450047___2]paging indication for voice services not supported

	1
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450048___2]paging indication for voice services supported

	[bookmark: MCCQCTEMPBM_00000168]

	Reject paging request (RPR) (octet 5, bit 3)

	This bit indicates the support of reject paging request.

	Bit

	3

	0
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450049___2]reject paging request not supported

	1
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450050___2]reject paging request supported

	[bookmark: MCCQCTEMPBM_00000169]

	Paging restriction (PR) (octet 5, bit 4)

	This bit indicates the support of paging restriction.

	Bit

	4

	0
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450051___2]paging restriction not supported

	1
	
	
	
	[bookmark: _PERM_MCCTEMPBM_CRPT81450052___2]paging restriction supported

	[bookmark: MCCQCTEMPBM_00000170]

	Paging timing collision control (PTCC) (octet 5, bit 5)

	This bit indicates the support of paging timing collision control.

	Bit

	5

	0
	
	
	
	paging timing collision control not supported

	1
	
	
	
	paging timing collision control supported

	[bookmark: MCCQCTEMPBM_00000171]Enhanced Discontinuous Coverage (EDC) (octet 5, bit 6)

	This bit indicates the support of enhanced discontinuous coverage.

	Bit

	6

	0
	
	
	
	enhanced discontinuous coverage not supported

	1
	
	
	
	enhanced discontinuous coverage supported

	

	CIoT small data container supported (SDT-CP CIoT) (octet 5, bit 7)

	This bit indicates the support for CIoT small data container.

	Bit

	7

	0
	
	
	
	CIoT small data container not supported

	1
	
	
	
	CIoT small data container supported

	

	

	Bit 8 in octet 5 is spare and shall be coded as zero if included.

	[bookmark: MCCQCTEMPBM_00000172]



*** ninth change ***

9.9.3.x	CIoT small data container
See 3GPP TS 24.501 [54] subclause 9.11.3.18B.

*** no more changes ***
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