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1. Introduction
This pCR provides concludsion for architecture options.
2. Reason for Change
Based on TR template, it is required to provide evalaution and conclusion for archtiecture options.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21 V0.3.0.


* * * First Change * * * *
[bookmark: _Toc365058][bookmark: _Toc82472220][bookmark: _Toc82473765][bookmark: _Toc122613005][bookmark: _Toc164594229][bookmark: _Toc164595438]10.1	Architecture evaluations
Editor's Note:	This clause will provide evaluation of different architectures.
10.1.1	On-network mobile metaverse application layer architecture
The architecture is proposed as option #1 in clause 6.1. The architecture supports spatial anchors management (as specified in solution#1, solution #3, solution#4), avatar management (as specified in solution #6). The architecture proposes to create mataverse application enabler layer. The architecture option is a feasible option. The architecture can be considered to define new spatial anchor management service. 
* * * Next Change * * * *
[bookmark: _Toc532994046][bookmark: _Toc78314764][bookmark: _Toc164594232][bookmark: _Toc164595441]11.1	General Architecture conclusions
Editor's Note:	This clause will provide general conclusions for the study.
The study concludes with following architectural considerations for the normative work:
1.	For Key issue #1 Enabler support for managing spatial anchors, it is concluded to define new SEAL server to support spatial anchor management. The new SEAL server will consider to re-use the architecture as specified in option#1.
* * * Next Change * * * *
[bookmark: _Toc164594226][bookmark: _Toc164595435]8.x	Deployment model #x: Deployment of enabler for Metaverse Services as SEAL server(s)<Title>
Editor's Note:	Provide a description of the deployment scenarios.
Figure 8.x-1 illustrates deployment of the metaverse services as SEAL server(s) in a single PLMN operator domain and the VAL server(s) in the VAL service provider domain.


Figure 8.2.1-1: metaverse services as SEAL server(s)
The SEAL server(s) can be one or more SEAL services, providing enablement services to the metaverse application servers. The SEAL-S interface provides multiple service APIs towards Metaverse application server.
* * * End of Change * * * *
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