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[bookmark: _Toc163051966]8.6.5.3.2	UE Identifier API request
Table 8.6.5.3.2-1: UE Identifier API request
	Information element
	Status
	Description

	Requestor Identifier (NOTE 4)
	O
	Identifier of the requestor (i.e. EASID or EECID).

	User information (NOTE 1) (NOTE 3)
	O
	Information about the User or UE available in the EAS or EEC, e.g. IP address.

	UE ID
(NOTE 2) (NOTE 3)
	O
	UE ID in the form of GPSI as per clause 7.2.6. 

	EAS ID list
(NOTE 4)
	O
	Identifier of the EAS(s) for which the UE IDs are requested for by EAS or EEC given the User information (e.g. IP address).

	EAS Provider ID
	O
	Identifier of the ASP that provides the EAS.

	Application Port ID
(NOTE 5)
	O
	Application Port ID, as defined in 3GPP TS 23.502 [3], associated with the EAS.

	Security Credentials
	M
	Security credentials of the EAS or EEC.

	NOTE 1:	This IE is Mandatory when EAS invoke the UE ID API. When EEC invokes the API, if available, this IE contains both UE’s private IPv6 address (due to the existence of NAT66) and UE’s private IPv4 address. When EAS invokes the API, it may recognize the UE IP address is a public IP address different from the actual UE IP address (private IP address), i.e., the UE is behind a NAT, and should therefore include the Port Number and associated IP address as part of the User information.
NOTE 2:	This IE is used when invoked by the EEC and if the EEC have the UE ID already in a form not desired to be shared with the EAS. 
NOTE 3:	At least one of them shall be present.
NOTE 4:	This IE is Mandatory when EAS invoke the UE ID API.
NOTE 5:	This IE may only be present when EAS invoke the UE ID API.



Editor's note: [SA3] It is FFS whether the IP address (i.e. User information) provided in the request can be verified that is indeed the UE’s and whether the UE provided information (IP Address) can be trusted. 
