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1. Introduction
This contribution provide a new solution to address the KI#7.
2. Reason for Change 
To complete the KI#7.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-01 v0.3.0.
* * * First Change (All Texts New)* * * *
7.2.x
Solution #X: Application enablers provisioning and expose the S&F events information
7.2.x.1
Solution description

This solution addresses the KI#7: Usage of S&F events information for the application enablement. It mainly focuses on the following open issues.
-
What are the S&F events information that can be utilized by the application enablers?

-
Whether and how the S&F Satellite operation information can be exposed to the 3rd party/VAL server.
This solution shows how the VAL UE reported its S&F capabilities to the application enabler and how the application enabler provisioning the S&F configuration to the VAL UE and/or 3GPP CN based on the service request initiated by the VAL server and the received S&F capabilities and parameters for the VAL UE. After received the S&F configuration, how the VAL UE and the VAL server to take them into consideration to minimize the service interruption (e.g., adjust the DL frequency, size of data, message acknowledgement handling, ack timers). 
This solution is based on the following assumptions and principles:
-
Take the IoT service as an example for Satellite S&F operation as it is kind of delay-tolerant service.
-
Take SEAL enabler to serve the IoT services.
NOTE:
This solution also applies for other delay-tolerant services (e.g. SMS).
The procedure of 7.2.x.1.1 specifies the deployment model for this solution.
The procedure of 7.2.x.1.2 specifies the procedure of SEAL Server exposing the S&F status to the VAL server.
7.2.x.1.1
Deployment model
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Figure 7.2.X.1.1-1: Deployment for S&F operation for IoT services
For this solution, the SEAL server serving the IoT service is assumed to be deployed on the ground. The VAL server is deployed on the ground. The UE can be on the ground/sea or in the air (e.g. drone). The UPF/PGW-C to access the SEAL server is deployed on the satellite. The NEF/SCEF exposing satellite information to the SEAL server can be deployed on the satellite or the ground. RAN (e.g. gNodeB, eNodeB) is deployed on regenerative satellite according to the KI#1 and the overall Evaluation of 3GPP TR 23.700-29 [TR2370029].
7.2.x.1.2
Procedure of SEAL Server exposing the S&F status to the VAL server
Pre-condition:

-
The SEAL client, the SEAL server and the VAL server all are deployed on the ground. 
-
The UPF/PGW-U in the 3GPP CN is deployed on the satellite. 
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Figure 7.2.x.1.3-1: Procedure of SEAL Server exposing the S&F status to the VAL server
1.
The VAL server sends UE S&F status events subscription requests to the SEAL server. The subscription events may include the UE Registration status in S&F Mode, the status of Feeder Link, the expected Delivery/Delay Time, the maximum S&F data storage quota per UE, the trigger conditions, etc.
2.
The SEAL server authorizes the subscription request from the VAL server and sends the subscription request to the VAL UE and/or the 3GPP CN respectively if the authorization is successful.

3.
The SEAL client and/or 3GPP CN acknowledge the SEAL server with UE S&F status events subscription response. And report the requested UE S&F status events when the trigger conditions for subscription are met. E.g., the UE is registered in S&F mode which may reported via UE or 3GPP CN, the Feeder Link is not available, the expected Delay Time is 10s, and the present maximum S&F data storage quota on Satellite 1 per UE is 10G which are all exposed from 3GPP CN through NEF/SCEF. 
Editor’s note:
The UE S&F status events exposed from 3GPP CN depend on the progress of SA2 Rel-19 study. 
4.
The SEAL server stores or updates the received UE S&F events results. 
5.
The SEAL server may notify the VAL server for the received UE S&F events received in Step 3. The VAL server may take them into consideration and adjust the traffic transmission policies when there is DL data for the VAL UE as follows. 

- 
The VAL server may pend the DL data transition when the UE is in S&F Mode;

- 
The VAL server may pend the DL data transition when the Feeder Link is not available;

- 
The VAL server may transmit the DL data volume smaller than maximum S&F data storage quota;
- 
The VAL server may re-transmit the pending DL data when the Feeder Link is available. 
NOTE:
The above actions of the VAL server are all out of 3GPP scope. 
6.
If the VAL server doesn’t subscribe the UE S&F status events or doesn’t support the S&F actions described in Step 5, the VAL server may send the DL data to the SEAL server even when e.g., the Feeder Link is not available.
7.  The SEAL server checks the received UE S&F events status and takes the following corresponding actions based on the different status of events. 
8a.
The SEAL server may send “Pending DL data” request to the VAL server with the reason (e.g. the Feeder Link is not available, the UE is in S&F Mode) and the pending timer concluded from the expected Delivery/Delay Time will also be included.
8b.
The SEAL server may send “Reject DL data” request to the VAL server with the failure reason (e.g. the Feeder Link is not available).
8c.
The SEAL server may send “Forward DL data with the priority” request to the VAL server with the forwarding priories (e.g. when the DL data volume exceeds the maximum S&F data storage quota, only higher priorities services will be forwarded, such as the emergency service, VIP users).
8d.
The SEAL server may send “Adjust DL data volume” request to the VAL server with the adjusted traffic volume which is smaller than the maximum S&F data storage quota (e.g. when the DL data volume exceeds the maximum S&F data storage quota, the smaller traffic volume will be suggested and adjusted).
7.2.X.2
Architecture Impacts
Editor's note:
This clause provides the architecture impacts (if any) of the solution and possible new SA6 capabilities and interfaces.
7.2.X.3
Corresponding APIs
Editor's note:
This clause provides the corresponding APIs for supporting the solution.
7.2.X.4
Solution evaluation

Editor's note:
This clause provides an evaluation of the solution. The evaluation should include the descriptions of the impacts to existing architectures.
* * * End of Change * * * *
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