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[bookmark: _Hlk520730635]1. Introduction
This pCR proposes service API access procedure for API invoker for CAPIF_EXT (3GPP TR 23.946 v0.4.0).
2. Reason for Change
The procedures of CAPIF are extensive and could be difficult for developers to understand immediately. In particular, in order for an API invoker to invoke a service API, several steps must be taken, such as onboarding, discovering the service API, and obtaining authorization. Therefore, this pCR focuses on the API invoker, demonstrating an overview of the procedures for an API invoker to invoke service APIs. This will help developers understand the steps for service API invocation.
This pCR will be helpful for the developers in understanding these procedures.
3. Proposal
It is proposed to approve this pCR for 3GPP TR 23.946 v0.4.0.


* * * First Change * * * *
4.X	Overview CAPIF operations
4.X.1	General
This subclause provides the overview of CAPIF operations from the perspective of an Application (API invoker) and API provider. The detail of the CAPIF overall operations is shown in Annex A in TS 23.222 [2].
4.X.2	Usage of CAPIF by API invoker
Figure 4.X.2-1 describes the usage of CAPIF by API invoker for APIs which does not involve resource owner authorization.


Figure 4.X.2-1: Usage of CAPIF by API invoker for APIs which does not involve resource owner
1.	API invoker onboards to the CAPIF core function, as specified in subclause 8.1 in TS 23.222 [2].
2.	The API invoker authenticates with the CAPIF core function, as specified in subclause 8.10 in TS 23.222 [2].
3.	The API invoker discovers the service API, as specified in subclause 8.7 in TS 23.222 [2].
4.	To access the service API, the API invoker obtains authorization with the CAPIF core function, as specified in subclause 8.11 in TS 23.222 [2].
5.	The API invoker performs service API invocation, as specified in subclause 8.16 in TS 23.222 [2].

Figure 4.X.2-2 describes the usage of CAPIF by API invoker for APIs which involves resource owner authorization.


Figure 4.X.2-2: Usage of CAPIF by API invoker for APIs which involve resource owner


1.	API invoker onboards to the CAPIF core function, as specified in subclause 8.1 in TS 23.222 [2].
2.	The API invoker authenticates with the CAPIF core function, as specified in subclause 8.10 in TS 23.222 [2].
3.	The API invoker discovers the service API, as specified in subclause 8.7 in TS 23.222 [2].
4.	To access the service API, the API invoker obtains authorization with the CAPIF core function, and then requests service API invocation as specified in subclause 8.31 in TS 23.222 [2].
5.	The API invoker performs service API invocation, as specified in subclause 8.16 in TS 23.222 [2].



4.X.3	Usage of CAPIF by API provider
Editor’s note: The description about usage of CAPIF by API provider is FFS.
*** Next change ***
6.X	Usage of CAPIF in different phases of an Application
This clause shows the practical example of CAPIF usage on real business system. This example assumes three roles as shown below:
Application developer: A developer who develops application software using CAPIF API, such as videogame, map, and so on.
Application software: A software developed by the application developer. This software plays the role of API invoker described in clause 5.2.3.
API provider: Described in clause 5.2.2.
Figure 6.X-1 shows the example of CAPIF usage in different phases of the Application. The overall procedure consists of three parts. 
1.	Application software development preparation phase: Before the application developer develops the application software, the developer needs to prepare for using APIs. First, the developer searches the API(s) information, e.g. available API, API name, and API gateway URL via an API portal of a API provider. Then, the developer creates an account and gets authorization to access CAPIF core function. This procedure follows onboarding of API invoker as specified in subclause 8.1 in TS 23.222 [2].
2.	Application software development and testing phase: The application developer performs API discovery using CAPIF and obtains the detailed service API information which enables the application developer to develop the software to use the API. Further, the application developer can test their application usage of the API (e.g. in a sandbox mode).
Editor’s note: The API discovery can occur before onboarding, further elaboration of the procedure is FFS.
3.	Application deployment and execution phase: After the development, the application software  is deployed. The deployed application software (acting as API invoker) requires to access the API. The API invoker obtains the authorization from CAPIF core function to invoker the API as specified in clause 8.11 of 3GPP TS 23.222 [2]. Upon receiving the access token from CAPIF core function, the API invoker requests service API invocation, as specified in subclause 8.16 in TS 23.222 [2]. In RNAA scenario, the API invoker obtains authorization with the CAPIF core function as specified in clause 8.31 of 3GPP TS 23.222 [2], and then requests service API invocation.



Figure 6.X-1: Usage of CAPIF in different phases of an Application

* * * End of Changes * * * *
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