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1. Introduction
This pCR proposes a solution for KI#1, KI#8.
2. Reason for Change
The 3GPP TR 22.856  Clause 5.1 "Use Case on Localized mobile Metaverse service" describes the use case of a user on a platform guided by a spatial anchor(arrow on the floor). The user is accessing multiple spatial anchor services like a)waypoint arrow itself is a spatial anchor service, b)train arrival/departure schedule information c) other services surrounding the user like food shop etc. 

Why we need QoS of spatial anchor services -  Based on this scenario we can understand that some services could be more important relative to other services for the user. For example, an arrow providing directions with train schedule information could be more important than food shop anchor service. On what basis which service is important relative to other services is application logic and not part of enabler layer. And the awareness of the user's required services, which service should be prioritized for the user, what are the QoS requirements of the service are to be known by the enabler layer to deliver the required QoE for the users.

Moreover, public places like train platforms could be crowded, especially in peak hours, and this could lead to congestion in the network which is serving the spatial anchor services to a large number of users. In order to provide the required QoE for the users, the enabler needs to understand the transmission-related information like prioritization, QoS information of the spatial anchor services. 
Why we need spatial anchor discovery levels - Metaverse services will be provided by different providers. No one single provider will provide all the metaverse services(like spatial anchor services). This interoperability is a difference as compared to the Web 2.0 model of platform-based services. In the Web 2.0 model, a user can only discover and access services provided by a particular platform. As a metaverse user, the user will interact with different metaverse services provided by different metaverse providers. So it is important for the user to discover all the possible providers irrespective of the application provider platform, and whether the user is able to access the services provided by those metaverse providers depends on the things like whether the user has a subscription, authorized etc. But discovery is paramount and essential for metaverse services to work.  Therefore to fill this gap, we introduce spatial anchor metaverse service discovery levels, where different application providers can indicate whether their services are discoverable for all users or attached to specific users.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-21 V0.3.0.
* * * First Change * * * *

7.2.3.1
Creating spatial anchor
Consider a supermarket example, where a user with a headset discovers  multiple spatial anchor(s). Some spatial anchor providers can mark their spatial anchors visibility level as discoverable for all users during creation process. During the discovery process, the user also discovers spatial anchors provided by different spatial anchor metaverse providers (e.g. spatial anchors like emergency exit SA, medical SA etc). which are marked as universal.
Figure 7.2.3.1-1 depicts the procedure for creating association of spatial anchor with location for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 
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Figure 7.2.3.1-1: Create spatial anchor
1) The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to create association of the spatial anchor with the location. The request includes VAL server identity, position of the anchor and application service identifier, security credentials, spatial anchor service area. The request may include service information of the product to associate it with the spatial anchor, access control rules defining which entities are permitted to discover and access the spatial anchor, and customer premise information (e.g. a residence, office or shop). The request also includes spatial anchor discoverable visibility levels like universal to facilitate shared spatial anchor discovery. The universal discoverable visibility level defines the spatial anchor is discoverable for any user.
Editor's Note: Terminologies will be reconsidered and the further usage of visibility level is FFS.
2)
The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server creates the association between spatial anchor and the location, and stores the information as received in the request message. The server creates identity for the spatial anchor. The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including identity for the spatial anchor for a successful case.

* * * Next Change * * * *
7.2.3.2
Updating spatial anchor

Figure 7.2.3.2-1 depicts the procedure for updating spatial anchor association for metaverse applications. The update operation includes modifying existing spatial anchor or deleting the spatial anchor. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 
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Figure 7.2.3.2-1: Update spatial anchor
1)
The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to update the existing spatial anchor association. The request is used to modify or delete the spatial anchor. The request message includes the identity of the spatial anchor and the application service identifier. To modify the spatial anchor, the request may include service information of the product to associate it with the spatial anchor, spatial anchor service area and access control rules, and customer premise information (e.g. a residence, office or shop). The request also includes spatial anchor discoverable visibility levels like universal or non-universal to facilitate shared spatial anchor discovery. 
2)
The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server checks whether the spatial anchor as identified by the identity of the spatial anchor exists or not. If the spatial anchor does not exists then the SEAL LM server sends failure response. Otherwise, the SEAL LM server updates the spatial anchor details (for update request) or deletes the spatial anchor details (for delete request). The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including reason for failure for failure case.

* * * End of Changes * * * *
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