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1. Introduction
This paper is proposed to resolve the remining EN in solution#8, and provide the solution evaluation.
2. Reason for Change
For the solution#8, there is a reminning EN about the interaction betwwen EES and ECSP management below step 4, as following:
Editor's note:	Whether EES can provide required computing ability to ECSP management system is FFS.
According to the references from SA5 about ASP should provide the computing requirements or virtual resouce information to management system to instantiate the required EAS. The detailed content is as following.
1. Refer 23.538 clause 7.1.2.1 from SA5

1. ASP consumes the provisioning MnS with createMOI operation (see clause 11.1.1.1. in TS 28.532 [w]) for EASRequirements IOC to request ECSP provisioning MnS producer to start the EAS VNF instantiation, where the EASRequirements IOC contains the deployment requirements, including (but not limited to) the following attributes:
- 	the service areas (i.e., geographical, or topological) where the UEs can access the edge computing service (see clause 7.3.3 in TS 28.558 [2]).
- 	Software image information and virtual resource information (e.g. software image location, minimum RAM, disk requirements) (see clause 7.1.6.5 and 7.1.9 in ETSI NFV IFA-011 [7]).
 2. Virtual resource information details in step 1 with highlighted yellow (as referred in 7.1.9 in ETSI NFV IFA-011 [7])
[image: ]
According to the above reference in SA5, the EES can send the required computing ability to the ECSP management system, to request to instantiate the required EAS. Therefore, the related EN can be removed.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-23 v0.3.0.


* * * First Change * * * *
[bookmark: _Toc16344]7.8	Solution #8: EAS instantiation enhancement to satisfy E2E KPI requirements for XR application
[bookmark: _Toc18793]7.8.1	Architecture Impacts
This solution is presented based on the existing EDGEAPP architecture in TS 23.558 [11]. 
[bookmark: _Toc7131]7.8.2	Solution description
[bookmark: _Toc108431760]7.8.2.1	General
This solution proposes that the enablement layer (i.e. EES) can dertermines the required computing ability requirements of EAS instantiation and/or the required QoS information. By interacting with management system and 5GC, the E2E KPI application requirements of XR application can be guaranteed.
In this solution, the EES gives the initial determinantion about required computing ability and/or the required QoS to satisfy the AC service KPI requirments (i.e. the E2E KPI requirements for XR application). The EES may update the computing ability and/or the QoS information after step 6 for further EAS instantiation, such as according to the real-time monitoring/report about computing quality and transmission quality for the instantiated EAS.
NOTE 1: The E2E KPI requirements mentioned in this paper, indicates the latency requirements of XR application/AC (i.e. the response time in AC service KPI). 
7.8.2.2	Procedure
The following figure provides the procedure of EAS instantiation enhancement to satisfy E2E KPI requirement (e.g. low latency) for XR application. The EES determines the required computing ability and/or the required QoS information based on the AC service KPI, the available computing capability (i.e., maximum computing capability) and the available transmission capability for the requested EAS. 
Pre-conditions:
1. EAS registers to EES according to EAS Registration procedure in clause 8.4.3 of TS 23.558 [11].
2. EES registers to ECS according to EES Registration procedure in clause 8.4.4 of TS 23.558 [11].
3. The ECSP management system provides the information about instantiable EASs (e.g. instantiable EAS ID, the available computing capability) to the EES.


[bookmark: _Hlk123204071]Figure 7.8.2.2-1: EAS instantiation enhancement procedure
1. The EEC performs service provisioning procedure, as described in clause 8.3.3 of TS 23.558 [11].
2. The EEC sends the EAS discovery request to the EES, the request includes the AC profile with the required EAS ID, and the AC service KPI (i.e. the E2E KPI requirements for XR application).
3. The EAS discovery request triggers the EES to verify whether the instantiation of the EAS indicated in the request is required, as specified in clause 8.12.1 of TS 23.558 [11]. If EAS instantiation is required, the EES can determine the required computing ability and/or the required QoS information based on the AC service KPI, the available computing capability and the available transmission capability for the requested EAS.
NOTE 2: The available computing capability (i.e., maximum computing capability) is provided to EES by the ECSP management system as described in pre-condition, which can be used to as the maximum requested computing ability.
NOTE 3: The EES can obtain the available transmission capability from NWDAF, by utilizing the DN performance analytic in clause 6.14 of TS 23.288 [16], which can be used to as the maximum requested QoS information (i.e. transmission quality).
4. If the EES determines that EAS instantiation is needed, the EES can request the ECSP management system to perform the EAS instantiation with the required EAS ID, and the EAS requirements including the required computing ability determined in step 3, as specified in clause 7.1.2.1 of TS 28.538 [17]. Upon reception of the EAS instantiation request, the ECSP management system verifies EAS instantiation requirements and performs EAS instantiation as specified in 3GPP TS 28.538 [17]. After the EAS instantiation is completed, the EES can be informed by ECSP management system with the result of EAS instantiation including the EAS endpoint information.
[bookmark: _Hlk164359570]NOTE 4:  In step 4, tThe EES sends a report for a need of the EAS instantiation to the ECSP management system to consider instantiating the requested EAS by invoking an MnS API of the ECSP management system as described in clause 8.12 of TS 23.558 [11]. The ECSP management system has the final decision about EAS instantiation. 
Editor's note:	Whether EES can provide required computing ability to ECSP management system is FFS.
5. After the EAS instantiation is completed, the EES will receive the EAS profile information via the EAS registration procedure.
6. The EES can send the AF request to 5GC via N33/N5 with the application descriptor (i.e. the EAS endpoint information after instantiated by ECSP management system in step 4 or step 5), and the required QoS information dertermined in step 3, by utilizing the AF session with required QoS procedure in clause 4.15.6.6 of TS 23.502 [4].
NOTE 5: In step 6, the EES may update the required QoS information based on receiving the EAS profile about the detailed EAS service KPI, if step 5 happens.
7. The EES sends the EAS discovery response to EEC with the EAS endpoint information. 
NOTE 6:  If the EAS instatiation is failed in step 4, the step 5 can be skipped, and the EES responds in EAS discovery response with an appropriate failure cause. The XR application client/AC can access the instantiated EAS with the required computing ability and the required QoS information, the E2E KPI application requirements of XR application can be guaranteed.
[bookmark: _Toc29122]7.8.3	Solution evaluation
Editor's note:	Solution evaluation is FFS.
This solution addresses the all open issues in key issue #7, the EDGEAPP as enablement layer is enhanced for EAS instantiation to optimize the E2E KPI performance for XR servcie. The EES triggers the ECSP management system to instantiate the EAS by using the MnS API as in clasue 8.12 of TS 23.558. This solution will be revisited if there are some legacy issues or update about MnS API usage in TS 23.558. 
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Table 7.1.9.2.2.2-1: Attributes of the VirtualComputeDesc information element

Attribute Qualifier | Cardinality Content Description
VirtualComputeDescld M 1 1dentifier Unique identifier of this
VirtualComputeDesc in the VNFD.
logicalNode M o.N Lm"egn'f:m"deReq“"e The logical node requirements
requestAdditionalCapabiliies |M N RequestedAdditional [Specifies requirements for additional
CapabilityData capabilities. These may be for a range of
purposes. One example is acceleration
related capabilties. See clause 7.1.9.5.
computeRequirements M N Not specified Specifies compute requirements.
VirtualMemory M 1 VirtualMemoryData | The virtual memory of the virtualised
compute. See clause 7.1.9.3.2
VirtualCpu M 1 VirualCpuData The virtual CPU(S) of the virtualised
compute. See clause 7.1.9.2.3
VirtualDisk M N BlockStorageData _[The local or ephemeral disk(s) of the

virtualised compute. See
clause 7.1.9.4.3.
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