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1. Introduction
This contribution proposes to reuse existing SEAL architecture for mobile metaverse services.
2. Reason for Change

Application enablement architecture Option #2: A-DACM architecture to support Metaverse services proposes an new A-DACM function in SEAL architecture to support Metaverse services.

Solution #2, #8 provide architecture enhancements to the SEAL LM architecture.

Solution #5 provide architecture enhancements to the SEAL CM architecture.

So it is needed to add architecture option for mobile metaverse services which reuse existing SEAL architecture.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-21. 

* * * First Change * * * *

6.x
Option#x: Reuse existing SEAL architecture for metaverse services
6.x.1
Application enablement architecture
The SEAL architecture as defined in 3GPP TS 23.434 [8] is reused to enhance to support metaverse services, e.g.  SEAL LM enhancement to support spatial anchor management and spatial map management, SEAL CM enhancement to support avatar profile(s) management. The SEAL clients are enhanced to provide client side functionalities for  metaverse application. The SEAL servers are enhanced to provide server side functionalities for metaverse applications.
* * * End of Changes * * * *

