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1. Introduction
This contribution introduce Digital Asset Identifier to be used in solution #5, #6.
2. Reason for Change

SA3 TR 33.721 “Study on security aspects of 5G mobile metaverse services” defines Digital Asset Identifier: In the context of this TR, digital asset identifier is used to uniquely identify a digital asset across different mobile metaverse services.

In solution #5, #6, there are digital asset parameters in related corresponding APIs.
So it is needed to add Digital Asset Identifier in solution #5, #6 related corresponding APIs for digital asset.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-21. 

* * * First Change * * * *



3
Definitions of terms, symbols and abbreviations

3.1
Terms


Digital Asset Identifier
* * * Second Change * * * *

Table 7.5.3.1-1: Create avatar profile request

	Information element
	Status
	Description

	Requestor Id
	M
	Identify of the requestor (VAL UE or VAL server).

	Security parameters
	M
	Security parameters for authentication and authorization.

	Application specific avatar profile
	M
	Application specific avatar profile

	> user ID
	M
	Identity of the user for which the profile is created

	
	
	

	> allowed user list
	O
	List of users allowed to use this avatar

	> current status
	O
	Current status (in use or not) of the profile

	> allowed locations
	O
	List of locations where this avatar profile is allowed to use

	>> current location
	O
	Current location where the profile is being used

	> allowed application list
	O
	List of application IDs which are allowed to use this avatar profile

	> associated accessories
	O
	List of accessories (e.g. Hat, watch, shoes) which are purchased for this avatar profile

	> list of predictive models (NOTE 1)
	O
	List of one or more predictive model for the user, in order to predict user’s behaviour.

	> expiry time
	O
	Time till when this avatar profile is valid

	> History information
	O
	Usage history for this avatar profile

	>> list of locations
	O
	List of locations where the avatar profile is used.

	>> time of use
	O
	Time information when the avatar profile is used

	>> list of applications
	O
	List of the application IDs which used this avatar profile.

	NOTE 1:
This IE is only applicable if the avatar profile is not shared.


Editor's Note: Associating the application specific avatar profile with SA2 defined avatar information is FFS.

Editor's Note: It is FFS whether the user ID IE is to be included as part of the Avatar Profile or is a separate digital asset associated with the avatar.

2.
The configuration management server authenticate and authorizes the user. If user is allowed to perform the operation then the configuration management server creates the resource to store the avatar profile. The configuration management server stores the profile as received in the request.

3.
The configuration management server sends create avatar profile response to the configuration management client. In case of success, the response also includes the identity of the avatar profile and/or related digital asset identifier.

* * * Third Change * * * *

7.6.1
Solution description

The following clauses specify procedures and information flows for Key Issue #3 for support of avatars, as a type of digital asset manged using Metaverse Digital Representation Block (MDRB).

MDRB is an information block containing one or more related digital assets, information about the associated users and about the associated metaverse services. MDRB also includes MMEL policies and parameters for the handling of the digital representation.
Editor's Note: Terminology alignment may be necessary.

Preconditions:

0.
Digital representations are available at the VAL application layer.
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Figure 7.6.1.1: MDRB support request procedure

Procedural steps:

0.
The VAL server sends a request to the corresponding MMES to enable MDRB support for the metaverse application functionality related to the digital representation created. The message(s) include information about the digital representation(s) to be supported, e.g. avatar.

NOTE 1:
In the normative phase, the step 1 request can map to one or more requests, e.g. create /update /delete. 

1.
The MMES determines applicable MMEL parameters for the handling of the digital representation. The MMEL support information and parameters are stored as MDRB.

NOTE 2:
The MDRB stores information necessary for access and manage the MDRB and its exposure to/from the VAL application layer. This information is provided by the VAL layer or is derived based on the VAL layer request and policies. 

2.
Based on the information received from the VAL layer and on local policies, the MMES optionally determines to send one or more requests to the underlying 3GPP Network to determine information available in the 3GPP network for the MDRB. 

NOTE 3:
The information available in the 3GPP network to be included as part of MDRB is to be determined in the normative phase and aligned with specifications from SA2, SA3 and SA4, e.g., related digital asset identifier.

NOTE 4:
Step 3 may be triggered at any time after step 1. 

3.
The MMES generates response and sends the message to the VAL Server. 


	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	







