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1. Introduction
This contribution proposes a solution enhancement to solution #1.
2. Reason for Change
The location attribute of spatial anchors allows for coarse positioning of the spatial anchor.
It is necessary to enhance spatial anchors with information related to object detection to improve metaverse media placement capabilities beyond the location accuracy, and obtain presence information about spatial anchor associated with objects.
3. Conclusions
It is proposed to enhance spatial anchors with AIML model / AIML model identifier (e.g., for object detection) and with an AIML range for determining usage of the AIML model.
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-21 v0.3.0.


* * * First Change * * * *
[bookmark: _Toc164594109][bookmark: _Toc164595318]4.1.2	Open issues
SA6 defined enablers as of now do not support operations required for managing spatial anchors. The open issues are:
1)	How to enhance existing appliction enabler (either adding new capability in existing server or defining new capability server) to support CRUD operations for spatial anchors (association between location and service information on customer premises)?
2)	How to discover spatial anchors by the consumer (e.g. UE, VAL server)?
3)	How can UE(s) within a certain range of spatial anchor be detected?
4)	Whether and how the spatial anchor location accuracy can be improved to provide accurate placement of metaverse media associated with an obiect?

* * * Next Change * * * *
[bookmark: _Toc164594165][bookmark: _Toc164595374]7.1.1.2	Procedure
Pre-conditions:
1)	Spatial anchors have been provisioned in the mobile metaverse enabler server
2)	A VAL client (e.g., an AR application) needs to display enriched localized content to a user




Figure 7.1.1.2-1: Spatial anchor discovery procedure
0.	A metaverse VAL client discover s spatial anchors. The VAL client performs spatial anchor discovery using the mobile metaverse enabler client (MMEC) of the UE. The VAL client provides spatial anchor discovery requirements to the MMEC to discover spatial anchors of interest. The discovery requirements include a VAL client identifier, a VAL client type, information on location(s) of interest, and information on service(s) of interest (e.g., service type, service provider identifier, time of day when service is requested, etc.) for the service associated with spatial anchors, and indication to enable persistent search.
NOTE 1: The requirements for spatial anchor discovery may be further defined in the normative phase.
1.	The MMEC sends a spatial anchor discovery request to the mobile metaverse enabler server (MMES). The request includes information elements defined in Table 7.1.3-1. 
2.	Upon receiving the request, the MMES validates if the requestor is authorized to discover spatial anchors. If the requestor is authorized, the MMES uses the information included the spatial anchor discovery request to determine spatial anchors to include in the discovery response.
If spatial anchor discovery filters are provided in the request, the MMES determines any spatial anchors matching the discovery filters. For each determined spatial anchor, the MMES checks whether the requestor is authorized to discover the spatial anchor based on the identity and location of the requestor and the access controls and service area characteristics of the spatial anchor. To determine a location of interest to the requestor, the MMES may use location information in the request, if available, or obtain location information by invoking the 3GPP Core Network Location Services exposed by the NEF as described in TS 23.273 [7] and TS 23.502 [9], or by invoking the SEAL Location Management APIs as described in TS 23.434 [8]. Additionally, the MMES may obtain and consider data analytics, such as UE mobility prediction, during spatial anchor determination. The MMES may obtain data analytics by invoking NEF APIs as described in TS 23.288 [10] and TS 23.502 [9].
3.	The MMES sends a spatial anchor discovery response to the MMEC. If the MMES has successfully determined spatial anchors, the response may include a success indication, a list of the determined spatial anchors as defined in Table 7.1.3-2. If the MMES has not determined any spatial anchor, the response may include a failure indication and a cause of failure. The response also includes the recommended list of spatial anchors in the discovery response based on the discovery filter information and stored spatial anchor information. 
NOTE 2:	The logic to generate the recommended list of spatial anchor is out of scope and implementation-specific.
4.	Upon receiving the discovery response, if the response indicates success, the MMEC may store the received spatial anchor information in a spatial anchor cache. The MMEC evaluates the validity conditions of discovered spatial anchors. 
5.	If the discovery response includes an AIML range, the MMEC evaluates the distance between the UE and the spatial anchor to determine if the AIML model can be used. If the discovery response includes an AIML model identifier and the MMEC has determined that the AIML model can be used, the MMEC requests distribution of the AIML model from the AIML enablememt layer using the AIML model identifier.
65.	The MMEC provides the valid spatial anchor information to the VAL client(s) based on VAL client requirement(s). If the spatial anchor is associated with an AIML model for object recognition and the MMEC has determined that the UE is in range for using the AIML model, the MMEC provides the AIML model information to the VAL client and an indication that the AIML model can be used for object recognition.
Upon receiving valid spatial anchor information, the VAL client can access the service(s) associated with each spatial anchor (e.g., metaverse media service). If an AIML model for object recognition and an indication to use the model is provided, the VAL client may use the AIML model to obtain labels for recognized objects, and may use the recognized objects labels when accessing the metaverse media service. The VAL client may use bounding box obtained from the AIML model for accurate placement of the metaverse media obtained from the metaverse media service.
NOTE 3:	This procedure may be adapted to allow a VAL server to discover spatial anchor(s).

* * * Next Change * * * *
[bookmark: _Toc164594167][bookmark: _Toc164595376]7.1.3	Corresponding APIs
Table 7.1.3-1 shows the request sent by a MMEC to a MMES for the discovery of spatial anchor(s). 
Table 7.1.3-1: Spatial anchor discovery request
	Information element
	Status
	Description

	Requestor identity
	M
	The identity of the requestor (e.g., MMEC, UE, VAL server)

	Requestor security credentials
	M
	The security credentials of the requestor.

	Location of interest
	O
	Location of spatial anchors the requestor is interest in.

	Spatial anchor discovery filters
	O
	Set of characteristics to determine matching spatial anchors (e.g., spatial anchor location, VAL client type).



Table 7.1.3-2 shows the response sent by the MetaApp server to the requester for a spatial anchor discovery request. 
Table 7.1.3-2: Spatial anchor discovery response
	Information element
	Status
	Description

	Status
	M
	The status for the request (e.g., success or fail), including failure reason if needed.

	Discovered spatial anchor List
	O
	List of discovered spatial anchor(s). Each element includes the information described below

	> Spatial anchor ID
	M
	Identifier of the spatial anchor.

	> Spatial anchor location
	M
	Location of the spatial anchor (e.g., GPS coordinates, civic address, etc.).

	> Spatial anchor validity criteria
	M
	The validity criteria of a spatial anchor (e.g., spatial criteria, time criteria, etc.).

	> VAL server endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) of the service(s) associated with the spatial anchor.

	> VAL server information
	O
	Information about the service offered by the VAL server (e.g., service description, service name, etc.).

	> AIML model
	O
	The AIML model for object recognition.

	> AIML model identifier
	O
	The AIML model identifier for object recognition (e.g., if AIML model distribution is supported).

	> AIML range
	O
	The distance from the spatial anchor location at which the AIML model for object recognition can be used.




* * * Next Change * * * *
[bookmark: _Toc164594173][bookmark: _Toc164595382]7.2.3.1	Creating spatial anchor
Figure 7.2.3.1-1 depicts the procedure for creating association of spatial anchor with location for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


Figure 7.2.3.1-1: Create spatial anchor
1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to create association of the spatial anchor with the location. The request includes VAL server identity, position of the anchor and application service identifier, security credentials, spatial anchor service area. The request may include service information of the product to associate it with the spatial anchor, access control rules defining which entities are permitted to discover and access the spatial anchor, and customer premise information (e.g. a residence, office or shop).  The request may include an AIML model or AIML model identifier for object recognition and an AIML range if the spatial anchor is associated with a recognizable object.
2)	The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server creates the association between spatial anchor and the location, and stores the information as received in the request message. The server creates identity for the spatial anchor. The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including identity for the spatial anchor for a successful case.

* * * Next Change * * * *
[bookmark: _Toc164594174][bookmark: _Toc164595383]7.2.3.2	Updating spatial anchor
Figure 7.2.3.2-1 depicts the procedure for updating spatial anchor association for metaverse applications. The update operation includes modifying existing spatial anchor or deleting the spatial anchor. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


Figure 7.2.3.2-1: Update spatial anchor
1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to update the existing spatial anchor association. The request is used to modify or delete the spatial anchor. The request message includes the identity of the spatial anchor and the application service identifier. To modify the spatial anchor, the request may include service information of the product to associate it with the spatial anchor, spatial anchor service area and access control rules, and customer premise information (e.g. a residence, office or shop), an AIML model or AIML model identifier for object recognition, and an AIML range.  
2)	The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server checks whether the spatial anchor as identified by the identity of the spatial anchor exists or not. If the spatial anchor does not exists then the SEAL LM server sends failure response. Otherwise, the SEAL LM server updates the spatial anchor details (for update request) or deletes the spatial anchor details (for delete request). The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including reason for failure for failure case.

* * * Next Change * * * *
[bookmark: _Toc164594175][bookmark: _Toc164595384]7.2.3.3	Get spatial anchor
Figure 7.2.3.3-1 depicts the procedure for getting spatial anchor details for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


Figure 7.2.3.3-1: Get spatial anchor
1)	The VAL server (or SEAL LM client) sends a request message to the SEAL LM server to get the spatial anchor details. The request includes discovery filters like the position of the user and application service identifier. If the request to get specific spatial anchor, the request may include application specific information (e.g type of service). 
2)	The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server determines all spatial anchors from the repository based on the discovery filters provided in the request message. The SEAL LM server sends the response back to the VAL server (or SEAL LM client) including list of spatial anchor details for successful case. The response may include an AIML model or AIML model identifier for object recognition, and an AIML range.

* * * Next Change * * * *
[bookmark: _Toc164594176][bookmark: _Toc164595385]7.2.3.4	Spatial anchor information subscription
Figure 7.2.3.3-1 depicts the procedure for subscribing to receive spatial anchor details for metaverse applications. The service is provided by SEAL LM server and consumed by VAL server or SEAL LM client. 


Figure 7.2.3.4-1: Spatial anchor information subscription
1)	The VAL server (or SEAL LM client) sends a subscription request to the SEAL LM server to get notifications about the spatial anchor details. The request includes discovery filters like the position and application service identifier. If the request to subscribe to specific spatial anchor, the request may include application specific information (e.g. type of service).
2)	The SEAL LM server authorizes VAL server (or SEAL LM client). If the requestor is authorized, then the SEAL LM server sends successful response along with subscription identity. 
NOTE 1:	The SEAL LM server starts monitoring the location of the user if it is not already monitoring.
3-4)	Upon occurance of the event (e.g. spatial anchor added or removed or updated), the SEAL LM server determines all spatial anchors from the repository which are matched with the discovery filters provided in the request. The SEAL LM server sends the notification to the VAL server (or SEAL LM client) including list of spatial anchor details. The response may include the recommended list of spatial anchor details based on the requested spatial anchor discovery filter, application specific information (e.g. type of service information) and the stored spatial anchor(s). . The notification may include an AIML model or AIML model identifier for object recognition, and an AIML range.
NOTE: The logic to provide a recommended list of spatial anchor details is implementation-specific and out of scope


* * * Next Change * * * *
[bookmark: _Toc164594182][bookmark: _Toc164595391]7.3.1.3	VAL client subscription procedure for spatial anchors in range
Pre-conditions:
1)	Spatial anchors have been provisioned in the mobile metaverse enabler server
2)	A VAL client requires information about spatial anchors of interest


Figure 7.3.1.3-1: Spatial anchor of interest subscription/notification procedure
1.	A metaverse VAL client subscribes for spatial anchor of interest information with the mobile metaverse enabler client (MMEC), and the subscription includes a VAL client identifier and spatial anchor requirements. The spatial anchor requirements includes spatial anchor of interest detection filters and a range. The detection filters may include spatial anchor identifiers to detect specific spatial anchors, spatial anchor associated service identifiers to detect spatial anchors associated with a service identifier, location area to detect spatial anchors within a location area, range to detect spatial anchors within a range, an indication to enable persistent search to notify spatial anchors within range of UE’s location. The subscription may also indicate whether notifications are for spatial anchors becoming in range of the UE, becoming out of range of the UE or both.
2.	The MMEC sends a spatial anchor of interest subscription request to the mobile metaverse enabler server (MMES). The request includes the MMEC identifier, VAL client identifier, security credentials, a notification endpoint (e.g., IP address, FQDN, URI), and spatial anchor of interest detection filters provided by the VAL client.
3.	Upon receiving the request, the MMES authorizes the MMEC subscription request and performs the necessary actions to detect spatial anchor of interest. To detect spatial anchor of interest within range or becoming in-range or out-of-range of the UE, the MMES obtains the corresponding UE location information. The UE location information may be obtained by using capabilities of the 5GS by invoking the 3GPP Core Network Location Services exposed by the NEF as described in TS 23.273 [7] and TS 23.502 [9], or by invoking the SEAL Location Management APIs as described in TS 23.434 [8]. Additionally, the MMES may consider data analytics, such as UE mobility prediction. The MMES may obtain data analytics by invoking NEF APIs as described in TS 23.288 [10] and TS 23.502 [9]. The MMES may monitor the distance between UEs and the spatial anchor of interest to determine whether the UEs becomes in-range or out-of-range of the spatial anchors of interest.
4.	The MMES sends a spatial anchor of interest subscription response to the MMEC. The response includes an indication of success or failure for the subscription. If successful, the response includes a subscription identifier; otherwise, the response includes an error code and reason of failure.
5.	Based on the detection filters provided in the subscription request, the MMES monitors the distance between the UE and the spatial anchor of interest to determine whether the spatial anchor of interest becomes in-range or out-of-range of the UE.
6.	The MMES sends a spatial anchor of interest notification to the subscribed MMEC; the notification includes the subscription identifier and information about the detection of spatial anchors of interest (e.g., spatial anchor identifier(s), range from the UE, in-range, out-of-range, etc.). The notification may include an AIML model or AIML model identifier for object recognition, and an AIML range.
7-	The MMEC provides to the VAL client the information received in the notification about the spatial anchors of interest.

* * * End of Changes * * * *
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