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1
Decision/action requested

The group is asked to discuss and approval.
2
References

[1]
3GPP TR 28.867 V0.2.0: " Management and orchestration; Closed control loop management"
3
Rationale

This contribution proposes to correct some editorial issues.
4
Detailed proposal

	1st  Change


4.1
Introduction and Overview

4.1.1
Closed Control loops
Extending the definitions in TS28.535 and TS28.536, A Closed Control Loop (CCL) is a type of control mechanism that monitors and regulates a set of managed entities with the objective of achieving a specific goal. A CCL can be logically decomposed into several stages, each providing a specific functionality and where the stages work together to achieve the stated goal. Any two CCLs with the same functionality may have the functionality supported in different count of stages implementing the functionality and similarly, any two CCLs with the same functionality and same count of stages, the respective stages may not have the same functionality. 
A control loop is a building block for management of networks and services. The basic principle of any control loop is to adjust the value of an observed variable (expressed as for example an attribute) to control/influence the value of a desired goal (expressed as for example an attribute) for a controlled entity, such as a managed entity or managed function. The producer of the measurements or observations, the control service, and the controlled entity are all required to fully realize and use a control loop.

A control loop can be an open control loop in which case a human operator or other management entity intervenes inside the loop. A control loop can be Closed Control Loop (CCL) which operates without any intervention from a human operator or any other management entity other than possibly the initial configuration of the measurement producer and configuration of the control loop. In a closed control loop the input to the control loop provided by human operator or other management entity may include the goal or policies. Besides the provisioning needed to realize the goal, the output of the closed control loop may also include closed control loop status to a human operator or other management entity. 
Examples of well-known Closed Loop types are OODA loop, composed of 4 stages (Observe, Orient, Decide, Act) and MAPE-K, also composed of 4 stages (Monitor, Analyse, Plan, Execute) plus Knowledge.
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Figure 4.1.1-1: Open control loop entities versus Closed control loop entities (see TS28.535)

The NRM Model defined for assurance closed control loop in 3GPP TS 28.536 shows that the current CCL mechanism defined in 3GPP can only enable creation of a CCL for SLS assurance purpose only and the SLS assurance can only be done either for a slice or for a slice subnet. This is considered to be very restrictive and demeaning the potential of a CCL. A CCL can very well be instantiated to deliver in various other fields related improving the overall efficiency of the network including for the RAN, Core network or edge network. CCLs may be used for, e.g performance assurance of the network and its nodes, coverage optimization of the radio network, improving energy efficiency and consumption of the network, maintaining guaranteed UE specific requirements e.g UE throughput etc.
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Figure 4.1.1-2: Assurance management NRM fragment (28.536) 

4.1.2
Functional stages of a closed control loop 
A closed control loop may manage any managed entity, e.g., a network resource or a communication service. Generally, the control loop consists of the steps Monitoring/data collection, Analysis, Decision and Execution. The adjustment of the resources of the managed entity used is completed by the continuous iteration of the steps in a management control loop.
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Figure 4.1.2-1: Stages of a Control Loop – a) the four functional stages and b) 2 stages combined into a single management function
The "Monitoring/data collection" stage is responsible for collecting and pre-processing data from managed entities or from external sources. 

The "Analysis" stage derives insights from the available data obtained in the monitoring/data collection stage. The insights provide answers to the questions: "What happened?" or "What is likely to happen?”, “where did it happen or is it likely to happen?”, “when did it happen or is it likely to happen?” and "Why?". 

The "Decision" stage is responsible for deriving workflows from insights provided by the analysis stage. It decides which reactive, proactive or predictive actions should be taken in consideration of insights obtained in the analysis stage. 

The execution stage manages the activation of commands on the controlled resources or entities. The decision stage should decide which actions are required, but not necessarily how they should be taken in the managed entities. So, the translation from actions to commands is a responsibility of the execution stage.

	End of change


