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[bookmark: _Toc129708873][bookmark: _Toc156488608][bookmark: _Toc68899474][bookmark: _Toc71214225][bookmark: _Toc71721899][bookmark: _Toc74858951][bookmark: _Toc146626821][bookmark: _Toc156488616]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
[bookmark: clause4]5GC	5G Core
AF	Application Function
ANBR	Access Network Bit rate Recommendation
API	Application Programming Interface
AS	Application Server
BDT	Background Data Transfer
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness
DN	Data Network
DS	Differentiated Services
DSCP	DS Code Point
EAS	Edge Application Server
EEC	Edge Enabler Client
EES	Edge Enabler Server
FQDN	Fully Qualified Domain Name
GPSI	Generic Public Subscription Identifier
JSON	JavaScript Object Notation
MFBR	Maximum Flow Bit Rate
NEF	Network Exposure Function
OAM	Operations, Administration and Maintenance
PCC	Policy Control and Charging
PCF	Policy Control Function
PDR	Packet Detection Rule
PHB	Per-Hop Behaviour
QoE	Quality of Experience
QoS	Quality of Service
QFI	QoS Flow Identifier
RTC	Real-Time (media) Communication
TCP	Transmission Control Protocol
TOS	Type of Service
UE	User Equipment
URI	Uniform Resource Identifier
URL	Uniform Resource Locator

	Next Change


5.2.1	Overview
A Media Application Provider may use the operations in this clause to provision the different features offered by the Media Delivery System in the Media AF. The Provisioning API exposed by the Media AF to the Media Application Provider at reference point M1 offers the following sets of operations:
1.	Provisioning of Provisioning Sessions (see clause 5.2.2) to act as an umbrella for the following provisioning information. Each such Provisioning Session is uniquely identified by a system-dependent Provisioning Session identifier as well as by system-independent service identifier that is subsequently used by a Media-Aware Application to launch media session handling (see clause 10.2) via a 3GPP Service URL (see clause 6).
2.	Discovery of the set of content ingest and/or egest protocols supported by the Media AS for a particular Provisioning Session (see clause 5.2.3):
-	For downlink media streaming according to TS 26.512 [26512], discovery of the content ingest protocols available at reference point M2 and the content distribution protocols available at reference point M4.
-	For uplink media streaming according to TS 26.512 [26512], discovery of the content contribution protocols available at reference point M4 and the content egest protocols available at reference point M2.
3.	Provisioning of Server Certificates within the scope of a Provisioning Session (see clause 5.2.4) to be used by the Media AS to assert its identity to the Media Access Function in Media Clients during media delivery sessions at reference point M4.
4.	Provisioning of Content Preparation Templates within the scope of a Provisioning Session (see clause 5.2.5) that can be used by the Media AS to manipulate media content ingested at reference point M2 or contributed at reference point M4.
5.	Provisioning of Edge Resources within the scope of a Provisioning Session (see clause 5.2.6) to be used to instantiate the Media AS as a set of Edge Application Servers (EAS) in an Edge Data Network (EDN) using the APIs specified in TS 29.558 [29558].
5.	Provisioning of Policy Templates within the scope of a Provisioning Session (see clause 5.2.7) that can be applied to M4 downlink/uplink media delivery sessions in order to realise different Service Operation Points as part of the Dynamic Policies feature (see clause 5.4.3).
7.	Provisioning of media delivery by the Media AS within the scope of a Provisioning Session using the abovementioned building blocks:
-	For downlink media streaming according to TS 26.512 [26512], provisioning of the Content Hosting feature of the Media AS (see clause 5.2.8), which offers functionality equivalent to that of a public Content Delivery Network (CDN): content ingest at reference point M2 for onward distribution by the Media AS to Media Clients via reference point M4 or via other distribution systems such as eMBMS or MBS.
	After discovering the set of ingest and distribution content protocols supported by the Media AS (see clause 5.2.2), the Media Application Provider may provision a Server Certificate (see clause 5.2.4), Content Preparation Template (see clause 5.2.5) and/or Edge Resources Configuration (see clause 5.2.6) for each Content Hosting distribution configuration to reference. The Media Application Provider may also provision one or more Policy Templates (see clause 5.2.7) to realise Service Operation Points pertaining to downlink media delivery.
-	For uplink media streaming according to TS 26.512 [26512], provisioning of the Content Publishing feature of the Media AS (see clause 5.2.9), including content contribution by Media Clients at reference point M4 and subsequent content egest of content at reference point M2 after optional manipulation by a Content Preparation Template.
	After discovering the set of contribution and egest content protocols supported by the Media AS (see clause 5.2.2), the Media Application Provider may provision a Server Certificate (see clause 5.2.4), Content Preparation Template (see clause 5.2.5) and/or Edge Resources Configuration (see clause 5.2.6) for each Content Publishing contribution configuration to reference. The Media Application Provider may also provision one or more Policy Templates (see clause 5.2.7) to realise Service Operation Points relevant to the parent Provisioning Session.
-	For real-time media communication according to TS 26.113 [26113], provisioning of the RTC functionality of the Media AS (see clause 5.2.12).
	The Media Application Provider may provision WebRTC Signalling, TURN and STUN subfunctions of the Media AS in the Media Delivery System to facilitate communication between Media Clients. Additionally, the Media Application Provider may provision Server Certificates (see clause 5.2.4) for presentation by these subfunctions to Media Clients. Alternatively, the Media Application Provider may provide these subfunctions itself and inform the Media AF of their endpoint addresses at the time of provisioning. The Media Application Provider may additionally provision an Edge Resources Configuration (see clause 5.2.6) for the RTC Configuration to reference. The Media Application Provider may also provision one or more Policy Templates (see clause 5.2.7) for the RTC Configuration to reference that the Media Session Handler is then able to instantiate for RTC-based media delivery sessions. Each of these servers may also be associated with a Server Certificate to enable secure and authenticated access to it. The Media Application Provider may also provision one or more Policy Templates (see clause 5.2.7) to be applied to RTC session of that Media Application Provider. 

Editor's Note:	Add some words for RTC, referencing TS 26.113.
8.	Provisioning of QoE metrics reporting within the scope of a Provisioning Session (see clause 5.2.11) to configure how and how often the Media Client should report Quality of Experience metrics to the Media AF during the course of media delivery sessions at reference point M4.
9.	Provisioning of consumption reporting within the scope of a Provisioning Session (see clause 5.2.12) to configure how often the Media Client should report downlink media consumption to the Media AF during the course of media delivery sessions at reference point M4.
10.	Provisioning of rules for processing of UE data (as defined in TS 26.531 [26531], see clause 5.2.13) related to media delivery sessions by the Data Collection AF instantiated in the Media AF (as defined in clause 4.7 of TS 26.501 [26501]), and for restricting its exposure over reference points R5 and R6 by means of Event Data Processing Configurations and Data Access Profiles for a particular Event ID.
NOTE:	The Network Assistance feature is not provisioned by the Media Application Provider at reference point M1. Instead, it is provisioned at the discretion of the Media Delivery System operator using means beyond the scope of the present document.
-	For real-time media communication according to TS 26.113 [26113], provisioning of the RTC functionality of the Media AS (see clause 5.2.12).
	The Media Application Provider may provision WebRTC Signalling, TURN and STUN subfunctions of the Media AS in the Media Delivery System to facilitate communication between Media Clients. Additionally, the Media Application Provider may provision Server Certificates (see clause 5.2.4) for presentation by these subfunctions to Media Clients. Alternatively, the Media Application Provider may provide these subfunctions itself and inform the Media AF of their endpoint addresses at the time of provisioning. The Media Application Provider may additionally provision an Edge Resources Configuration (see clause 5.2.6) for the RTC Configuration to reference. The Media Application Provider may also provision one or more Policy Templates (see clause 5.2.7) for the RTC Configuration to reference that the Media Session Handler is then able to instantiate for RTC-based media delivery sessions.
Editor's Note:	Add some words for RTC, referencing TS 26.113.
	Next Change


[bookmark: _Toc166259327][bookmark: _Toc166259348]5.2.7	Dynamic Policy provisioning
[bookmark: _Toc68899508][bookmark: _Toc71214259][bookmark: _Toc71721933][bookmark: _Toc74858985][bookmark: _Toc146626856][bookmark: _Toc166259328]5.2.7.1	General
These operations are used by the Media Application Provider to configure Policy Templates for the media delivery sessions of a particular Provisioning Session.
[bookmark: _MCCTEMPBM_CRPT71130361___7]A Policy Template, identified by its policyTemplateId, represents a set of PCF/NEF API parameters which defines the service quality and/or associated charging for the corresponding media delivery session(s). The Policy Template is configured as part of the provisioning procedures with the Media AF using the API specified in clause 8.7 and is subsequently instantiated by a Media Session Handler using the interactions specified in clause 5.3.3.
[bookmark: _MCCTEMPBM_CRPT71130363___7]When a Policy Template requires media to be delivered in a specific Data Network and/or network slice at reference point M4, the applicationSessionContext array shall be present with at least one of the following properties populated:
[bookmark: _MCCTEMPBM_CRPT71130366___7]-	The dnn property contains the name of the Data Network in which the Media AS is hosted.
-	When Network Slicing is used, the sliceInfo property contains information about the network slice which is serving the UE.
When a Policy Template is intended to influence the network QoS of Service Data Flows used for media delivery, the qoSSpecification object (of type M1QoSSpecification, see clause 7.3.3.4) shall be present that describes the QoS limits that a Media Client may request when instantiating the Policy Template:
[bookmark: _MCCTEMPBM_CRPT71130364___7]-	The qosReference value, as specified in clause 5.6.2.7 of TS 29.514 [29514], is obtained with the Service Level Agreement. See TS 23.502 [23502] for detailed usage.
[bookmark: _MCCTEMPBM_CRPT71130365___7]-	The maximumBitRate properties of the downlinkQosSpecification and uplinkQosSpecification objects define the maximal bit rates which are permitted to be requested by a Media Session Handler on (respectively) downlink and uplink Service Data Flows. These values are defined by configuration of the 5G System and are therefore populated by the Media AF rather than by the Media Application Provider.
-	The maximumAuthorisedBitRate properties of the downlinkQosSpecification and uplinkQosSpecification objects define the maximal bit rates which a Media Session Handler is authorised to request on (respectively) downlink and uplink Service Data Flows. Higher bit rates are not authorised by the Media Application Provider when the Policy Template is instantiated.
-	The minimumPacketLossRate properties of the downlinkQosSpecification and uplinkQosSpecification objects define the minimal packet loss rates which are permitted to be requested by a Media Session Handler on (respectively) downlink and uplink Service Data Flows. Lower packet loss rates are not permitted by the Media Application Provider when the Policy Template is instantiated.
-	The pduSetQosLimits properties of the downlinkQosSpecification and uplinkQosSpecification objects define the minimal delay budget and minimal error rates for PDU Sets which are permitted to be requested by a Media Session Handler on (respectively) downlink and uplink Service Data Flows. Lower delay and error rates are not permitted by the Media Application Provider when the Policy Template is instantiated.
-	The pduSetMarking flag is used to specify whether Media Clients instantiating this Policy Template are required to apply PDU Set marking to uplink media transport protocol PDUs falling within its scope.
NOTE:	PDU Set marking is used by the 5G System to satisfy the QoS requirements of application flows.
When a Policy Template is intended to be used for differential charging, the chargingSpecification property shall be present.
When a Policy Template is intended to be used for Background Data Transfer, the properties of a new Background Data Transfer policy are specified by the Media Application Provider in the bdtSpecification property (of type M1BDTSpecification).
-	The startDate and endDate indicate the time period for which the Background Data Transfer specification is valid. A Background Data Transfer specification may be removed from its parent Policy Template by the Media AF when it expires.
-	The windows property indicates the time windows over which the Background Data Transfer may occur.
-	Each such time window is characterised by a start time (startTime), a duration (duration) and the days of the week on which the time window is scheduled (daysOfWeek).
-	The numberOfUes property indicates the maximum number of UEs permitted to instantiate the Policy Template and make use of Background Data Transfers during a single time window instance.
-	The averageDataVolumePerUe that reflects the average data volume that each UE is expected to transfer during a single time window instance.
NOTE:	The product of the numberOfUes and averageDataVolumePerUe properties represents an estimate of the maximum data volume that may be transferred during any given time window instance.
-	The aggregate‌Uplink‌BitRate‌Limit and aggregate‌DownlinkBitRate‌Limit properties specify limits on the total aggregate bit rate of all currently instantiated Policy Templates to be enforced by the Media AF's admission control function. If omitted, the Media AF may instantiate a Policy Template with a Background Data Transfer specification regardless of additional costs that may be incurred by the Media Application Provider as a result.
HTTP responses for successful and operation-specific failure cases are specified in the following clauses. For all other failure cases, an HTTP response indicating a response code in accordance with clause 7.1.6 shall be returned to the API client. In all failure cases a message body in accordance with clause 7.1.7 shall be included in the response message.
	Next Change


5.2.10	Real-time Media Communication provisioning
Editor's Note: Contribution pending WG agreement.
5.2.10.1	General
These operations are used by the Media Application Provider at reference point M1 to provision the configuration information for RTC-based media delivery sessions.
HTTP responses for successful and operation-specific failure cases are specified in the following clauses. For all other failure cases, an HTTP response indicating a response code in accordance with clause 7.1.6 shall be returned to the API client. In all failure cases, a message body in accordance with clause 7.1.7 shall be included in the response message.
5.2.10.2	Create Real-time Media Communication Configuration resource operation
This operation is used by the Media Application Provider at reference point M1 to activate the RTC feature for a particular Provisioning Session. The Media Application Provider shall use the HTTP POST method for this purpose. The request URL shall be a well-known sub-resource of the Provisioning Session resource, as specified in clause 8.9.2. The HTTP request message body shall be an RTC Configuration resource representation, as specified in clause 8.9A.3.1. There is at most one RTC Configuration resource at a time for a given Provisioning Session.
The Media Application Provider may request that the Media Delivery System provides additional support services to facilitate communication between Media Clients wishing to engage in an RTC-based media delivery session:
-	If the enableStunService flag is set to true, the Media AF shall configure the Media AS to provide a STUN service to Media Clients and the Media AF shall populate information about the endpoint(s) of this service in stunServerEndpoints. Otherwise, the Media AS is not required to provide a STUN service. Otherwise, the Media Application Provider may populate stunServerEndpoints with information about a STUN service it provides.
-	If the enableTurnService flag is set to true, the Media AF shall configure the Media AS to provide a TURN service to Media Clients and the Media AF shall populate information about the endpoint(s) of this service in turnServerEndpoints. Otherwise, the Media AS is not required to provide a TURN service. Otherwise, the Media Application Provider may populate turnServerEndpoints with information about a TURN service it provides.
-	If the enableSwapService flag is set to true, the Media AF shall configure the Media AS to provide a SWAP service to Media Clients and the Media AF shall populate information about the endpoint(s) of this service in swapServer‌Endpoints. Otherwise, the Media AS is not required to provide a SWAP service. Otherwise, the Media Application Provider may populate swapServerEndpoints with information about a SWAP service it provides.
If the operation is successful, the Media AF shall return a 201 (Created) HTTP response message and the request URL shall be returned as the value of the Location HTTP header field. The response message body shall be a representation of the current state of the RTC Configuration resource (see clause 8.9A.3.1), including any properties assigned by the Media AF.
If the request is acceptable but the Media AF is unable to provision the resources required by the supplied RTC Configuration, the create operation shall fail with an HTTP response status code of 500 (Internal Server Error) and an error message body per clause 7.1.7. In this case, the RTC Configuration resource shall remain in an uncreated state in the Media AF.
5.2.10.3	Retrieve Real-time Media Communication Configuration resource operation
This operation is used by the Media Application Provider to retrieve the current state of an existing RTC Configuration resource from the Media AF. The HTTP GET method shall be used for this purpose.
If the operation is successful, the Media AF shall return a 200 (OK) response message that includes a representation of the target RTC Configuration resources (see clause 8.9A.3.1) in the response message body.
5.2.10.4	Update Real-time Media Communication Configuration resource operation
This operation is invoked by the Media Application Provider to modify the properties of an existing RTC Configuration resource. All writeable properties may be updated. The HTTP PATCH or HTTP PUT methods shall be used for this purpose.
If the HTTP request is acceptable but the operation results in no change to the resource representation, a 204 (No Content) HTTP response message with an empty body should be returned.
If the operation is otherwise successful, the Media AF shall return a 200 (OK) HTTP response message and shall provide a representation of the current state of the target resource in the message body to confirm successful update.
Attempts to modify read-only properties of the target RTC Configuration resource, such as the STUN service endpoint information, shall be rejected by the Media AF with a 403 (Forbidden) HTTP response that includes an error message body per clause 7.1.7.
If the request is acceptable but the Media AF is unable to provision the resources required by the supplied RTC Configuration, the update operation shall fail with an HTTP response status code of 500 (Internal Server Error) and an error message body per clause 7.1.7. In this case the RTC Configuration resource in the Media AF shall remain in the state immediately prior to the update operation.
5.2.10.5	Destroy Real-time Media Communication Configuration resource operation
This operation is used by the Media Application Provider to destroy an RTC Configuration resource. The HTTP DELETE method shall be used for this purpose. As a result, the Media AF will release any associated network resources and invalidate the configuration.
If the procedure is successful, the Media AF shall return a 204 (No Content) HTTP response message with an empty message body.
	Next Change


[bookmark: _Toc156488688]5.3	Network media session handling (M3, M5) interactions
[bookmark: _Toc68899532][bookmark: _Toc71214283][bookmark: _Toc71721957][bookmark: _Toc74859009][bookmark: _Toc146626891][bookmark: _Toc156488690]5.3.2	Service Access Information acquisition
[bookmark: _Toc68899533][bookmark: _Toc71214284][bookmark: _Toc71721958][bookmark: _Toc74859010][bookmark: _Toc146626892][bookmark: _Toc156488691]5.3.2.1	General
[bookmark: _MCCTEMPBM_CRPT71130110___7]Service Access Information is the set of parameters and addresses needed by the Media Client to activate reception of a downlink media delivery session or, to activate an uplink media delivery session for content contribution or to activate an RTC-based media delivery session.
The Media Session Handler may obtain Service Access Information in one of two ways:
1.	From the Media-aware Application via reference point M6. In this case, the Service Access Information is initially acquired by the Media-aware Application from the Media Application Provider via reference point M8 and the Media-aware Application shall pass the parameters to the Media Session Handler using one of the session launch mechanisms specified in clause 10.2.
2.	From the Media AF via reference point M5. In this case, the Service Access Information is derived by the Media AF from a Provisioning Session established at reference point M1 and the Media AF exposes this to the Media Session Handler using the operations specified in this clause. At the start of a media delivery session, a minimal set of baseline Service Access Information parameters is passed to the Media Session Handling using one of the session launch mechanisms specified in clause 10.2 and this causes it to fetch the full Service Access Information from the Media AF using the procedure specified in clause 5.3.2.3.
The data model of the Service Access Information resource acquired by the Media Session Handler of the Media Client is specified in clause 9.2.3.
The Service Access Information typically includes:
-	Typically, the Service Access Information for downlink media delivery includes for downlink media delivery a media entry point (e.g. a URL to a DASH MPD or a URL to a progressive download file) that can be consumed by the Media Access Function and is handed to the Media Access Function via reference point M7.
-	for uplink media delivery a description of an entry point for the publishing of the uplink streaming content.
[bookmark: _Hlk157093250][bookmark: _MCCTEMPBM_CRPT71130111___7]-	for RTC according to TS 26.113 [26113] specifies a configuration for the Media Client to assist in establishing interactive connectivity with other RTC session participants.
Service Access Information additionally includes configuration information to allow the Media Session Handler to invoke procedures for dynamic policy (see clause 5.3.3), network assistance (clause 5.3.4), QoE metrics reporting (clause 5.3.5) and consumption reporting (clause 5.3.6).
If an Edge Resources Configuration with client-driven management (EM_CLIENT_DRIVEN) is provisioned in the applicable Provisioning Session (see clause 5.2.6), the Media AF shall convey a Client Edge Resources Configuration to the Media Session Handler as part of the Service Access Information it provides at reference point M5.
HTTP responses for successful and operation-specific failure cases are specified in the following clauses. For all other failure cases, an HTTP response indicating a response code in accordance with clause 7.1.6 shall be returned to the API client. In all failure cases a message body in accordance with clause 7.1.7 shall be included in the response message.
	[bookmark: _Toc68899583][bookmark: _Toc71214334][bookmark: _Toc71722008][bookmark: _Toc74859060][bookmark: _Toc152685529][bookmark: _Toc156488769]Next Change


[bookmark: _Toc162535582][bookmark: _Hlk157012092]5.3.3.2	Create Dynamic Policy Instance resource operation
[bookmark: _MCCTEMPBM_CRPT71130116___7]In order to instantiate a new dynamic policy, the Media Session Handler shall first create a resource for the Dynamic Policy Instance in the Media AF. The Media Session Handler shall use the HTTP POST message for this purpose. The body of the HTTP POST message shall be a Dynamic Policy Instance resource representation that includes a Provisioning Session identifier, the resource identifier of the target Policy Template and a set of Service Data Flow descriptions identifying the application flow(s) to be policed.
1.	The provisioningSessionId property associates the Dynamic Policy Instance resource with a Provisioning Session.
2.	The policyTemplateId property uniquely identifies the Policy Template on which the Dynamic Policy Instance is based.
3. 	For each application flow to be managed by the Dynamic Policy Instance resource, an instance of the Application‌Flow‌Binding object shall be present in the appplication‌Flow‌Bindings array. The serviceDataFlowDescriptions property of the Dynamic Policy Instance resource representation isthis object shall be populated by the Media Session Handler and shall declare a set of Service Data Flow templates according to TS 23.503 [23503] that describes one or morethe application data flows comprising the media delivery session in question. EachThe Service Data Flow template containsshall provide exactly one of the following filtering specifications to identify traffic belonging to a media delivery application flow:	
-	a flowDescription object (including 5-tuples, Type of Service, Security Parameter Index, etc.).
-	a domainName.
In addition, the top-level media type of the application flow may be declared in the mediaType property.
When PDU Set marking is enabled (i.e., the pduSetMarking flag is set to true in Service Access Information), the Media Session Handler shall also populate the mediaTransportParameters property with the media transport protocol parameters to be used by the Media Access Function to label PDUs belonging to the same PDU Set and/or to indicate the last PDU in each PDU Set and/or to indicate the end of a data burst comprising one or more PDU Sets.
4.	When the Media Session Handler attempts to activate a QoS-related Policy Template, the qosSpecification property shall also be present in the ApplicationFlowBinding of the Dynamic Policy Instance resource representation containing the following properties specified in clause 7.3.3.6 to describe the QoS requirements of the media application flows described by the serviceDataFlowDescriptions property:
-	downlinkBitRates shall indicate the maximum requested bit rate, minimum desired bit rate and minimum requested bit rate in the downlink direction.
-	uplinkBitRates shall indicate the maximum requested bit rate, minimum desired bit rate and minimum requested bit rate in the uplink direction.
-	desiredPacketLatency may indicate the desired packet latency in both the downlink and uplink directions.
-	desiredPacketLossRate may indicate the desired packet loss rate in both the downlink and uplink directions.
-	desiredDownlinkPduSetQosParameters may be populated to indicate the desired delay budget and error rate for PDU Sets in the downlink direction, as well as indicating whether the loss of a single PDU in a PDU Set is significant for the receiving application.
-	desiredUplinkPduSetQosParameters may be populated to indicate the desired delay budget and error rate for PDU Sets in the uplink direction, as well as indicating whether the loss of a single PDU in a PDU Set is significant for the receiving application.
5.	When the Media Session Handler instantiates a Policy Template that is provisioned with a Background Data Transfer (BDT) specification per clause 5.2.7.1, the bdtSpecification property shall be present and it shall contain the following properties:
-	estimatedDataTransferVolume, indicating the data volume that the Media Client estimates it will use during the current Background Data Transfer time window.
-	The windows property indicates time windows over which Background Data Transfers are offered to the Media Session Handler.
-	The maximimumDownlinkBitRate and maximimumUplinkBitRate properties indicate the maximum bit rate for Background Data Transfers in the downlink and uplink directions respectively that the Media Session Handler is bidding for. In response, the Media AF populates these properties with the maximum permitted bit rate for Background Data Transfers in the downlink and uplink directions respectively when the dynamic policy is in force.
6.	When the 5G System employs a traffic enforcement function to ensure that traffic complies with the policy described by the qosSpecification property, the Media AF shall explicitly indicate this in the Dynamic Policy resource representation by setting the qosEnforcement property to true.
If the operation is successful, the Media AF shall create a new Dynamic Policy Instance resource. In this case, the Media AF shall return a 201 (Created) HTTP response message to the Media Session Handler, and the URL of the newly created Dynamic Policy Instance resource, including its resource identifier, shall be provided as the value of the Location HTTP header field. The response message body shall be a representation of the current state of the Dynamic Policy Instance resource (see clause 9.3.3.1), including any properties assigned by the Media AF.
When the Dynamic Policy Instance is successfully instantiated, the Media AF triggers the creation of a corresponding PCC rule in the 5G System according to clause 5.5.3 to enforce the required QoS and/or charging policy on the specified application flow(s). Depending on the ServiceDataFlowDescription objects in the received Dynamic Policy Instance resource representation and the sdfMethod indicated by each one, the Media AF shall populate for each one a flowDescription object and/or provide an Application Identifier referring to a PFD (Packet Flow Description) object containing the domain name of a Media AS instance.
NOTE:	When the Media AF is deployed in an external Data Network, it is the responsibility of the NEF to map any external Application Identifier supplied by the Media AF into an internal Application Identifier that is known to the PCF.
If the supplied Dynamic Policy Instance is not acceptable to the Media AF, the create operation shall fail with an HTTP response status code of 400 (Bad Request) and an error message body per clause 7.1.7. In this case, the Dynamic Policy Instance resource shall remain in an uncreated state in the Media AF.
If the request is acceptable but the Media AF forbids the instantiation of the referenced Policy Template, for example because the quota for Background Data Transfers has been exceeded or because the UE is not permitted in the charging specification, the create operation shall fail with an HTTP response status code of 403 (Forbidden) and an error message body per clause 7.1.7. In this case, the Dynamic Policy Instance resource shall remain in an uncreated state in the Media AF.
If the request is acceptable but the Media AF is unable to provision the resources required by the supplied Dynamic Policy Instance, the create operation shall fail with an HTTP response status code of 500 (Internal Server Error) and an error message body per clause 7.1.7. In this case, the Dynamic Policy Instance resource shall remain in an uncreated state in the Media AF.
If the Media Session Handler needs to instantiate several dynamic policies, it may invoke this operation as often as needed.
	Next Change


[bookmark: _Toc162535588]5.3.4.2	Create Network Assistance Session resource operation
This operation is used by the Media Session Handler to create a Network Assistance Session in the Media AF. The POST HTTP method shall be used for this purpose and the request message body shall be a Network Assistance Session resource representation as specified in clause 9.4.3.1.
1.	The provisioningSessionId property associates the Network Assistance Session with a Provisioning Session.
2.	The slice property associates the Network Assistance Session with a specific network slice.
3.	The dataNetworkName property associates the Network Assistance Session with a specific named Data Network.
4.	The Media Session Handler shall populate the Network Assistance Session resource representation in the request with service data flow information and optionally the Policy Template identifier of the network QoS policy currently in force on the media streaming session for which Network Assistance operations are to be performed. (The Media AF subsequently uses this information to execute Network Assistance operations in the 5GC.)
	The serviceDataFlowDescriptions property of the Network Assistance Session resource representation is populated by the Media Session Handler and shall declare a set of Service Data Flow templates according to TS 23.503 [33] that describe one or more application data flows comprising the media delivery session. Each Service Data Flow template contains exactly one of the following filtering specifications to identify traffic belonging to a media delivery application flow:
-	a flowDescription object (including 5-tuples, Type of Service, Security Parameter Index, etc.).
-	a domainName.
5.	The requestedQoS property may be provided in the Network Assistance Session resource representation to specify an initial network QoS the Media Session Handler wishes to use for the media streaming session. If the policyTemplateId property is also populated in the Network Assistance Session resource representation, the Media AF shall return a 400 (Bad Request) HTTP response message if the requested network QoS lies outside the limits specified in the referenced Policy Template.
-	If the requestedQoS property is omitted from the Network Assistance Session resource representation but the policyTemplateId is populated, the Media AF shall use the network QoS currently provisioned in the referenced Policy Template as the floor/ceiling for bit rate recommendations and delivery boosts within the scope of the Network Assistance Session.
-	If neither a policyTemplateId nor a requestedQoS are supplied when creating a Network Assistance Session, operations invoked on the Media AF within the scope of the Network Assistance session are constrained only by the policies of the PCF. Upon successful creation, the Media AF shall return a 201 (Created) response message and the URL of the newly created resource, including its Network Assistance session resource identifier, shall be provided as the value of the Location HTTP header field. The response message body shall be a representation of the current state of the Network Assistance Session resource (see clause 9.4.3.1), including any properties assigned by the Media AF.
If the operation is successful, the Media AF shall create a new Network Assistance Session resource. In this case, the Media AF shall return a 201 (Created) HTTP response message to the Media Session Handler, and the URL of the newly created Network Assistance Session resource, including its resource identifier, shall be provided as the value of the Location HTTP header field. The response message body shall be a representation of the current state of the Network Assistance Session resource (see clause 9.4.3.1), including any properties assigned by the Media AF.
When the Network Assistance Session is successfully instantiated, the Media AF triggers the creation of a corresponding PCC rule in the 5G System according to clause 5.5.4 to enforce the required QoS on the specified application flow(s). Depending on the ServiceDataFlowDescripton objects in the received Network Assistance Session resource representation and the sdfMethod indicated by each one, the Media AF shall populate for each one a flowDescription object and/or provide an Application Identifier referring to a PFD (Packet Flow Description) object containing the domain name of a Media AS instance.
NOTE:	When the Media AF is deployed in an external Data Network, it is the responsibility of the NEF to map any external Application Identifier supplied by the Media AF into an internal Application Identifier that is known to the PCF.
If the supplied Network Assistance Session is not acceptable to the Media AF, the create operation shall fail with an HTTP response status code of 400 (Bad Request) and an error message body per clause 7.1.7. In this case, the Network Assistance Session resource shall remain in an uncreated state in the Media AF.
If the request is acceptable but the Media AF forbids the use of the referenced Policy Template in a Network Assistance Session, for example because the UE is not permitted in the charging specification, the create operation shall fail with an HTTP response status code of 403 (Forbidden) and an error message body per clause 7.1.7. In this case, the Network Assistance Session resource shall remain in an uncreated state in the Media AF.
If the request is acceptable but the Media AF is unable to provision the resources required by the supplied Network Assistance Session, the create operation shall fail with an HTTP response status code of 500 (Internal Server Error) and an error message body per clause 7.1.7. In this case, the Network Assistance Session resource shall remain in an uncreated state in the Media AF.
The Media Client uses the Network Assistance Session resource identifier (naSessionId) provided by the Media AF to refer all subsequent API calls to the Media AF instance responsible for that Network Assistance Session.
	Next Change


7.3.4.3	ProvisioningSessionType enumeration
Table 7.3.4.3‑1: Definition of ProvisioningSessionType enumeration
	Enumeration value
	Description

	MS_DOWNLINK
	Downlink media streaming

	MS_UPLINK
	Uplink media streaming

	RTC
	Real-time media communication (RTC)





	

	Next Change


[bookmark: _Toc68899574][bookmark: _Toc71214325][bookmark: _Toc71721999][bookmark: _Toc74859051][bookmark: _Toc152685518][bookmark: _Toc166259438][bookmark: _Hlk164092027][bookmark: _Toc166259439][bookmark: _Toc162535644][bookmark: _Toc156488773][bookmark: _Toc156488778][bookmark: _Toc68899591][bookmark: _Toc71214342][bookmark: _Toc71722016][bookmark: _Toc74859068][bookmark: _Toc151076583]7.3.3.2	ServiceDataFlowDescription type
Table 7.3.3.2-1: Definition of type ServiceDataFlowDescription
	Property name
	Data type
	Cardinality
	Description

	sdfMethod
	SdfMethod
	1..1
	The filtering method used to identify packets belonging to this Service Data Flow (see clause 7.3.4.2).

	flowDescription
	[bookmark: _MCCTEMPBM_CRPT71130197___7]IpPacketFilterSet
	0..1
	Description of the Service Data Flow in terms of packet header field values (see below).

	domainName
	[bookmark: _MCCTEMPBM_CRPT71130198___7]string
	0..1
	Description of the Service Data Flow in terms of the Fully-Qualified Domain Name (FQDN) of the Media AS targeted at reference point M4 (see below).

	mediaType
	MediaType
	0..1
	The type of media carried by this Service Data Flow.

	mediaTransport‌Parameters
	Protocol‌Description
	0..1
	The set of media transport protocol parameters to be used by the 5G Core for the purpose of PDU Set identification and/or end of data burst detection (see NOTE 3).

	[bookmark: _Hlk142663857]NOTE 1:	Exactly one of the following properties shall be populated: flowDescription, domainName.
NOTE 2:	Enumeration MediaType is specified in clause 5.6.3.3 of TS 29.514 [29514].
NOTE 3	Data type ProtocolDescription is specified in clause 5.5.4.13 of TS 29.571 [29571].




	Next Change


7.3.3.2A	ServiceComponentDescription type
Table 7.3.3.2-1: Definition of type ServiceComponentDescription
	Property name
	Data type
	Cardinality
	Description

	mediaType
	MediaType
	0..1
	The type of media carried by this service component.

	directionality
	Directionality
	1..1
	Indicates if the media components and sub-components of this service component is pre-dominantly: DOWNLINK, UPLINK, or BIDIRECTIONAL.

	qosSpecification
	M1ComponentQoSSpecfication
	1..1
	defines the QoS parameters that apply to this service component.



	Next Change


7.3.3.3	M1UnidirectionalQoSSpecification M1ComponentQoSSpecification type
Table 7.3.3.3-1: Definition of type M1UnidirectionalQoSSpecification
	Property name
	Data type
	Cardinality
	Usage
	Description

	maximumBitRate
	BitRate
	1..1
	RWO
	Maximum bit rate supported by the 5G System.
Populated by the Media AF.
In the create/update operations, it indicates the maximum bitrate desired by the application service provider for all media components and sub-components of the corresponding service component. 
In the read operation, it provides the authorized maximum aggregate bitrate for all media components and sub-components of the corresponding service component.

	maximumAuthorisedBitRate
	BitRate
	0..1
	RW
	Maximum bit rate authorised by the Media Application Provider.

	miaximumnimumPacketLossRate
	Packet‌Loss‌Rate
	0..1
	RW
	Minimum packet loss rate permitted by the Media Application Provider, expressed in tenths of a percent.In the read/update operations, the maximumPacketLossRate indicates the maximum PLR that is tolerated by the service for the media components and sub-components of the corresponding service component.
In the read operation, it indicates the authorized maximum PLR for the media components and sub-components of the service component.
The value is expressed in tenths of a percent. 

	maximumLatency
	number
	0..1
	
	In the create/update operation, the maximumLatency indicates the maximum tolerated latency for the media components and sub-components of the corresponding service component.
In the read operation, the maximumLatency indicates the authorized maximum latency for the media components and sub-components of the corresponding service component.
The value is expressed in milliseconds.

	pduSetQosLimits
	PDUSet‌Qos‌Para
	0..1
	RW
	QoS limits for PDU Sets, including minimum delay budget and minimum error rate permitted by the Media Application Provider, and an indication by the Media Application Provider of whether the receiving application is sensitive to the loss of individual PDUs in a PDU Set (see NOTE).

	NOTE:	Data type PDUSetQosPara is specified in clause 5.5.4.11 of TS 29.571 [29571].




	Next Change


7.3.3.4	M1QoSSpecification type
Table 7.3.3.4-1: Definition of type M1QoSSpecification
	Property name
	Data type
	Cardinality
	Usage
	Description

	qosReference
	[bookmark: _MCCTEMPBM_CRPT71130207___7]string
	0..1
	
	As specified in clause 5.6.2.7 of TS 29.514 [29514] (see NOTE).

	downlink‌Qos‌Specification
	M1Unidirectional‌QoS‌Specification
	0..1
	
	QoS specification in the downlink direction (see clause 7.3.3.3).

	uplink‌Qos‌Specification
	M1Unidirectional‌QoS‌Specification
	0..1
	
	QoS specification in the uplink direction (see clause 7.3.3.3).

	serviceComponents
	array(M1ServiceComponentDescription)
	1..1
	
	Description and QoS specification for the service components of the service

	NOTE:	At least one property shall be specified.



	[bookmark: _Toc162535646]Next Change


7.3.3.5A	PDUSetMarking type
Table 7.3.3.5A-1: Definition of PDUSetMarking type
	Property name
	Data type
	Cardinality
	Description

	headerExtensionInfo
	RtpHeaderExtInfo
	0..1
	Configuration information of the RTP header extension used for PDU Set marking as specified in clause 5.5.4.14 of TS 29.571 [29571].



When the RTP Header Extensions for PDU Set Marking is activated for the media flow, the RTP Header Extension Information shall indicate the PDU Set marking configuration.

	Next Change


7.3.3.6	M5QoSSpecification type
Table 7.3.3.6-1: Definition of type M5QoSSpecification
	Property name
	Data type
	Cardinality
	Description

	downlinkBitRates
	M5BitRate‌Specification
	1..1
	Bit rate specification for the downlink direction (see clause 7.3.3.5).

	uplinkBitRates
	M5BitRate‌Specification
	1..1
	Bit rate specification for the uplink direction (see clause 7.3.3.5).

	desiredPacketLatency
	number
	0..1
	Desired packet latency in milliseconds, expressed as a positive floating-point value (see NOTE 1).

	desiredPacketLossRate
	Packet‌Loss‌Rate
	0..1
	Desired packet loss rate expressed in tenth of a percent (see NOTE 1).

	desiredDownlinkPduSetQosParameters
	PDUSet‌Qos‌Para
	0..1
	Desired PDU Set QoS parameters for the downlink direction (see NOTE 2).

	desiredUplinkPduSetQosParameters
	PDUSet‌Qos‌Para
	0..1
	Desired PDU Set QoS parameters for the uplink direction (see NOTE 2).

	pduSetMarking
	PDUSetMarking
	0..1
	supplies the Media AF with the information about the PDU Set marking to enable the network to properly detected the marked traffic.

	NOTE 1:	Clause 5.6.2.7 of TS 29.514 [29514] restricts packet latency and packet loss to be the same in the downlink and uplink directions for a given MediaComponent when the CHEM feature is not supported by the PCF.
NOTE 2:	Data type PDUSetQosPara is specified in clause 5.5.4.11 of TS 29.571 [29571].



	Next Change



7.3.3.11	EndpointAddress type
Table 7.3.3.11-1: Definition of EndpointAddress type
	Property name
	Type
	Cardinality
	Description

	domainName
	string
	0..1
	Internet domain name of the endpoint(s).

	ipv4Addr
	[bookmark: _MCCTEMPBM_CRPT71130227___7]Ipv4Addr
	0..1
	Ipv4 address of the endpoint(s).

	ipv6Addr
	[bookmark: _MCCTEMPBM_CRPT71130228___7]Ipv6Addr
	0..1
	Ipv6 address of the endpoint(s).

	portNumbers
	array(Uint16)
	1..1
	Port number of theeach endpoint.
The array shall contain at least one member.

	certificateId
	ResourceId
	0..1
	An identifier of the certificate resource that provides the X.509 [X509] to be presented to Media Clients by the Media AS.
Omitted when exposed at reference point M5.

	NOTE:	Either domainName or at least one of ipv4Addr or ipv6Addr shall be present.




	Next Change



7.3.3.15	ApplicationFlowBinding
Table 7.3.3.15: ApplicationFlowBinding type
	Property name
	Data type
	Cardinality
	Usage
	Description

	serviceDataFlowDescription
	Service‌Data‌Flow‌Description
	1..1
	C: RW
R: RO
U: RW
	The specification of an application flow to be used by the 5G Core for application traffic identification purposes (see clause 7.3.3.2).

	qos‌Specification
	M5‌QoS‌Specification
	0..1
	C: RW
R: RO
U: RW
	The network Quality of Service requirements of the application flow(s) described by application‌Flow‌Description.




	Next Change


8.1	Overview
This clause defines the provisioning API used by a Media Application Provider at reference point M1 to configure downlink Media Delivery, or uplink Media Delivery, or Real-time Communication services. The corresponding OpenAPI definitions for the Maf_Provisioning service are specified in clause A.3. A summary of the resource structure is shown in table 8.1‑1 below. The default endpoint address of the Media AF at reference point M1 is specified in clause 7.1.2.1.
Table 8.1‑1: Resource structure of Maf_Provisioning APIs
	HTTP request path element hierarchy
	Description
	Allowed HTTP methods
	Resource
	OpenAPI

	
	
	Create
	Retrieve
	Update
	Destroy
	Non-RESTful operation
	structure definition clause
	definition clause

	provisioning-sessions
	Provisioning Sessions collection
	POST
	GET
	
	
	
	8.2.2
	A.3.1

		{provisioningSessionId}
	Provisioning Session resource
	
	GET
	
	DELETE
	
	
	

			content-protocols
	Content Protocols resource
	
	GET
	
	
	
	8.3.2
	A.3.2

			certificates
	Server Certificates collection
	POST
	
	
	
	
	8.4.2
	A.3.3

				{certificateId}
	Server Certificate resource
	
	GET
	PUT
	DELETE
	
	
	

			content-preparation-templates
	Content Preparation Templates collection
	POST
	
	
	
	
	8.5.2
	A.3.4

				{contentPreparationTemplateId}
	Content Preparation Template resource
	
	GET
	PUT, PATCH
	DELETE
	
	
	

			edge-resources-configurations
	Edge Resources Configurations collection
	POST
	
	
	
	
	8.6.2
	A.3.5

				{edgeResourcesConfigurationId}
	Edge Resources Configuration resource
	
	GET
	PUT, PATCH
	DELETE
	
	
	

			policy-templates
	Policy Templates collection
	POST
	
	
	
	
	8.7.2
	A.3.6

				{policyTemplateId}
	Policy Template resource
	
	GET
	PUT, PATCH
	DELETE
	
	
	

			content-hosting-configuration
	Content Hosting Configuration resource
	POST
	GET
	PUT, PATCH
	DELETE
	
	8.8.2
	A.3.7

				purge
	Content Hosting cache purge operation
	
	
	
	
	POST
	
	

			content-publishing-configuration
	Content Publishing Configuration resource
	POST
	GET
	PUT, PATCH
	DELETE
	
	8.9.2
	A.3.8

				purge
	Content Publishing cache purge operation
	
	
	
	
	POST
	
	

			rtc-configuration
	RTC Configuration resource
	POST
	GET
	PUT, PATCH
	DELETE
	
	8.9A.2
	A.3.8A

			metrics-reporting-configuration
	Metrics Reporting Configuration collection
	POST
	
	
	
	
	8.10.2
	A.3.9

				{metricsReportingConfigurationId}
	Metrics Reporting Configuration resource
	
	GET
	PUT, PATCH
	DELETE
	
	
	

			consumption-reporting-configuration
	Consumption Reporting Configuration resource
	POST
	GET
	PUT, PATCH
	DELETE
	
	8.11.2
	A.3.10

			event-data-processing-configurations
	Event Data Processing Configuration collection
	POST
	
	
	
	
	8.12.2
	A.3.11

				{event‌Data‌Processing‌ConfigurationId}
	Event Data Processing Configuration resource
	
	GET
	PUT, PATCH
	DELETE
	
	
	



	Next Change


8.2.3.1	ProvisioningSession resource
[bookmark: _MCCTEMPBM_CRPT71130237___7]Different properties are present in the ProvisioningSession resource depending on the type of Provisioning Session indicated in the provisioningSessionType property, and this is specified in the Applicability column.
Table 8.2.3.1‑1: Definition of ProvisioningSession resource
	Property name
	Type
	Cardinality
	Usage
	Description
	Applicability

	[bookmark: _MCCTEMPBM_CRPT71130238___2]provisioningSessionId
	ResourceId
	1..1
	C: RO
R: RO
U: –
	A unique identifier for this Provisioning Session.
	All types.

	[bookmark: _MCCTEMPBM_CRPT71130239___2]provisioningSession‌Type
	Provisioning‌Session‌Type
	1..1
	C: RW
R: RW
U: –
	The type of Provisioning Session.
	All types.

	[bookmark: _MCCTEMPBM_CRPT71130240___2]aspId
	AspId
	0..1
	C: RW
R: RW
U: –
	The identity of the Application Service Provider responsible for this Provisioning Session, as specified in clause 5.6.2.3 of TS 29.514 [29514].
	All types.

	[bookmark: _MCCTEMPBM_CRPT71130241___2]appId
	ApplicationId
	1..1
	C: RW
R: RW
U: –
	The Application Identifier (see table 5.4.2‑1 of TS 29.571 [29571]) to which this Provisioning Session pertains.
The same <aspId, ‌appId> duple may be present in several Provisioning Sessions in a given 5GMS System.
Used as the AF Application identifier (see clause 5.6.2.3 of TS 29.514 [29514]) for PCF interactions. When a 5GMS M AF in the Trusted DN is provisioned from outside the Trusted DN, the NEF is responsible for mapping an external Application Identifier to the corresponding internal AF Application Identifier known to the PCF.
	All types.

	[bookmark: _MCCTEMPBM_CRPT71130242___2]serverCertificateIds
	array(ResourceId)
	0..1
	C: RO
R: RO
U: –
	A list of Server Certificate identifiers currently associated with this Provisioning Session.
	DOWNLINK,
UPLINK,
RTC

	[bookmark: _MCCTEMPBM_CRPT71130243___2]contentPreparation‌TemplateIds
	array(ResourceId)
	0..1
	C: RO
R: RO
U: –
	A list of Content Preparation Template identifiers currently associated with this Provisioning Session.
	DOWNLINK,
UPLINK

	[bookmark: _MCCTEMPBM_CRPT71130244___2]metricsReporting‌ConfigurationIds
	array(ResourceId)
	0..1
	C: RO
R: RO
U: –
	A list of Metrics Reporting Configuration identifiers currently associated with this Provisioning Session.
	DOWNLINK,
UPLINK,
RTC

	[bookmark: _MCCTEMPBM_CRPT71130245___2]policyTemplateIds
	array(ResourceId)
	0..1
	C: RO
R: RO
U: –
	A list of Policy Template identifiers currently associated with this Provisioning Session.
	DOWNLINK,
UPLINK,
RTC

	edgeResources‌ConfigurationIds
	array(ResourceId)
	0..1
	C: RO
R: RO
U: –
	A list of Edge Resources Configuration identifiers currently associated with this Provisioning Session.
	DOWNLINK,
UPLINK,
RTC

	[bookmark: _MCCTEMPBM_CRPT71130246___2]eventDataProcessing‌ConfigurationIds
	array(ResourceId)
	0..1
	C: RO
R: RO
U: –
	A list of Event Data Processing Configuration identifiers currently associated with this Provisioning Session.
	DOWNLINK,
UPLINK




	Next Change



[bookmark: _Toc68899596][bookmark: _Toc71214347][bookmark: _Toc71722021][bookmark: _Toc74859073][bookmark: _Toc151076588][bookmark: _Toc166259474]8.4.3.1	Certificate Signing Request
The Certificate Signing Request shall provide the FQDN of the Media AS that is to be included in the Subject and Subject Alternative Name extension of the certificate to be generated. If multiple FQDNs are provided in the Certificate Signing Request, they should be supplied as one value per line, with the first line indicating the primary FQDN of the Media AS.
The Certificate Signing Request shall comply with the Privacy-Enhanced Mail (PEM) textual format specified in RFC 7468 [RFC7468], i.e. a Base64-encoded DER certificate request or certificate, including leading and trailing encapsulation boundary lines.
[bookmark: _MCCTEMPBM_CRPT71130254___7]The MIME content type of the Certificate Signing Request shall be application/x-pem-file.

	[bookmark: _Toc68899667][bookmark: _Toc71214418][bookmark: _Toc71722092][bookmark: _Toc74859144][bookmark: _Toc151076676][bookmark: _Toc156488844]Next Change


8.9A		Real-time Media Communication provisioning API
8.9A.1		Overview
The Real-time Media Communication provisioning API is used by the Media Application Provider to supply configuration information, in the form of an RTCConfiguration resource (specified in clause 8.9A.3) that is used by the Media Client to gain access to real-time media communication (RTC) functionality of the Media AS. The provisioning API allows for the enablement and/or advertisement of STUN, TURN, and SWAP services to support communication between Media Clients in an RTC-based media delivery session. These services may either be provided by the Media AS itself or provisioned by the Media AF.
8.9A.2		Resource structure
[bookmark: _Toc68899613][bookmark: _Toc71214364][bookmark: _Toc71722038][bookmark: _Toc74859090][bookmark: _Toc151076605][bookmark: _Toc156488811]The RTC Configuration API is accessible through this URL base path:
{apiRoot}/3gpp-maf-provisioning/{apiVersion}/provisioning-sessions/{provisioningSessionId}/
[bookmark: _MCCTEMPBM_CRPT71130274___7]Table 8.9A.2-1 below specifies the operations and the corresponding HTTP methods that are supported by this API. In each case, the Provisioning Session identifier shall be substituted into {provisioningSessionId} in the above URL template and the sub-resource path specified in the second column shall be appended to the URL base path.
Table 8.8.2‑1: Operations supported by the Real-Time Communication Configuration API
	[bookmark: MCCQCTEMPBM_00000107]Operation name
	Sub‑resource path
	Allowed HTTP method(s)
	Description

	[bookmark: _MCCTEMPBM_CRPT71130275___7]Create RTC Configuration
	[bookmark: MCCQCTEMPBM_00000026]rtc-configuration
	POST
	Create the RTC Configuration resource within the context of a parent Provisioning Session.

	Retrieve RTC Configuration
	
	[bookmark: _MCCTEMPBM_CRPT71130276___7]GET
	Retrieve an existing RTC Configuration resource.

	Update RTC Configuration
	
	[bookmark: _MCCTEMPBM_CRPT71130277___7]PUT, PATCH
	Modify an existing RTC Configuration resource.

	Destroy RTC Configuration
	
	[bookmark: _MCCTEMPBM_CRPT71130279___7]DELETE
	Destroy an existing RTC Configuration resource.



8.9A.3	Data model
[bookmark: _Toc68899614][bookmark: _Toc71214365][bookmark: _Toc71722039][bookmark: _Toc74859091][bookmark: _Toc151076606][bookmark: _Toc156488812]8.9A.3.1	RTCConfiguration resource
Table 8.9A.3.1-1: Definition of RTCConfiguration resource
	Property name
	Data Type
	Cardinality
	Description

	edgeResources‌ConfigurationId
	ResourceId
	0..1
	A reference to an Edge Resources Configuration resource (see clause 8.6.2).
When present, indicates that the Media AS supporting this RTC Configuration shall be realised as a set of one or more EAS instances configured per the referenced resource.

	enableStunService
	boolean
	0..1
	If true, the Media AS shall provide a STUN service to the Media Session Handler for use in RTC-based media delivery sessions initiated in the context of the parent Provisioning Session.
If false the Media Application Provider may populate the stunEndpoints property.
If omitted, the default value shall be false and the .

	stunEndpoints
	[bookmark: _MCCTEMPBM_CRPT71130264___7]array(EndpointAccess)
	0..1
	A list of trusted STUN server endpoints populated by the Media Application Provider or else by the Media AF that may be used as ICE candidates for RTC-based media delivery sessions.
If present, the array shall contain at least one member.

	enableTurnService
	boolean
	0..1
	If true, the Media AS shall provide a TURN service to the Media Session Handler for use in RTC-based media delivery sessions initiated in the context of the parent Provisioning Session.
If false the Media Application Provider may populate the turnEndpoints property.
If omitted, the default value shall be false.

	turnEndpoints
	[bookmark: _MCCTEMPBM_CRPT71130265___7]array(EndpointAccess)
	0..1
	A list of trusted TURN server endpoints populated by the Media Application Provider or else by the Media AF that may be used as ICE candidates for RTC-based media delivery sessions.
If present, the array shall contain at least one member.

	enableSwapService
	boolean
	0..1
	If true, the Media AS shall provide a SWAP service to the Media Session Handler for use in RTC-based media delivery sessions initiated in the context of the parent Provisioning Session.
If false the Media Application Provider may populate the swapEndpoints property.
If omitted, the default value shall be false.

	swapEndpoints
	array(EndpointAccess)
	0..1
	A list of trusted WebRTC Signalling Server endpoints populated by the Media Application Provider or else by the Media AF that support the SWAP protocol that may be used by the application for RTC-based media delivery sessions in the context of the parent Provisioning Session.
If present, the array shall contain at least one member.



8.9A.3.2	EndpointAccess
This data type is derived by extension from EndpointAddress (see clause 7.3.3.11).
Table 10.1-1: Definition of EndpointAccess resource
	Property name
	Data Type
	Cardinality
	Description

	domainName
	string
	0..1
	The Fully-Qualified Domain Name of the service endpoint.

	ipv4Address
	Ipv4Addr
	0..1
	The IPv4 address of the service endpoint.

	Ipv6Address
	Ipv6Addr
	0..1
	The IPv6 address of the service endpoint.

	portNumbers
	array(Uint16)
	0..1
	A list of listening ports over which the service is accessible (e.g. STUN servers must offer two listening ports).

	credentials
	object
	0..1
	An object that provides authentication information to be used with the server.

	
	username
	string
	1..1
	A username that is authorized to access the server.

	
	passphrase
	string
	1..1
	The credentials that are associated with the username.



	Next Change


[bookmark: _Toc68899651][bookmark: _Toc71214402][bookmark: _Toc71722076][bookmark: _Toc74859128][bookmark: _Toc151076658][bookmark: _Toc156488837][bookmark: _Hlk157075510][bookmark: _Toc156488888]9.2.3.1	ServiceAccessInformation resource type
The data model for the ServiceAccessInformation resource is specified in table 9.2.3.1-1 below. Different properties are present in the resource depending on the type of Provisioning Session from which the Service Access Information is derived (as indicated in the provisioningSessionType property) and this is specified in the Applicability column.
Table 9.2.3.1‑1: Definition of ServiceAccessInformation resource
	Property name
	Type
	Cardinality
	Usage
	Description
	Applicability

	[bookmark: MCCQCTEMPBM_00000113]provisioningSessionId
	[bookmark: _MCCTEMPBM_CRPT71130443___7]ResourceId
	1..1
	RO
	Unique identification of the M1 Provisioning Session.
	All types

	provisioningSession‌Type
	[bookmark: _MCCTEMPBM_CRPT71130444___7]Provisioning‌Session‌Type
	1..1
	RO
	The type of Provisioning Session.
	All types.

	streamingAccess
	[bookmark: _MCCTEMPBM_CRPT71130445___7]object
	0..1
	RO
	Present if Content Hosting or Content Publishing is provisioned in the parent Provisioning Session.
	MS_DOWNLINK

	
	entryPoints
	Array(M5‌Media‌Entry‌Point)
	0..1
	RO
	A list of alternative Media Entry Points for the Media Client to choose between.
	

	
	
	locator
	[bookmark: _MCCTEMPBM_CRPT71130447___7]AbsoluteUrl
	1..1
	RO
	A pointer to a document at reference point M2 that defines a media presentation e.g. MPD for DASH content or URL to a video clip file.
	

	
	
	contentType
	string
	1..1
	RO
	The MIME content type of resource at locator.
	

	
	
	profiles
	array(Uri)
	0..1
	RO
	An optional list of conformance profile URIs with which this Media Entry Point is compliant.
If present, the array shall contain at least one item.
	

	
	[bookmark: _MCCTEMPBM_CRPT71130448___2]eMBMS‌Service‌Announcement‌Locator
	[bookmark: _MCCTEMPBM_CRPT71130449___7]AbsoluteUrl
	0..1
	RO
	A pointer to an eMBMS User Service Announcement document.
	MS_DOWNLINK

	rtcClientConfiguration
	object
	0..1
	RO
	Present if real-time media communication (RTC) is provisioned.
	RTC

	
	stunEndpoints
	array(EndpointAccess)
	0..1
	RO
	An array of trusted STUN service endpoints for use as ICE candidates.
If the credentials property was not provisioned at reference point M1, the Media AF shall populate this with a set of credentials unique to the requesting Media Client.
	

	
	turnEndpoints
	array(EndpointAcess)
	0..1
	RO
	An array of trusted TURN service endpoints for use as ICE candidates.
If the credentials property was not provisioned at reference point M1, the Media AF shall populate this with a set of credentials unique to the requesting Media Client.
	

	
	swapEndpoints
	array(EndpointAccess)
	0..1
	RO
	An array of trusted WebRTC Signalling Function service endpoints that support the SWAP protocol. If provided, the application shall use one of the listed servers for RTC-based media delivery sessions within the scope of provisioning‌SessionId.
If the credentials property was not provisioned at reference point M1, the Media AF shall populate this with a set of credentials unique to the requesting Media Client.
	

	clientConsumptionReporting‌Configuration
	[bookmark: _MCCTEMPBM_CRPT71130451___7]object
	0..1
	RO
	Present if consumption reporting is activated for this Provisioning Session.
	MS_DOWNLINK,
RTC

	
	
	[bookmark: _MCCTEMPBM_CRPT71130452___2]reportingInterval
	[bookmark: _MCCTEMPBM_CRPT71130453___7]DurationSec
	0..1
	RO
	The time interval, expressed in seconds, between consumption report messages being sent by the Media Session Handler. The value shall be greater than zero.
When this property is omitted, a single final report shall be sent immediately after the media streaming session has ended.
	

	
	
	[bookmark: _MCCTEMPBM_CRPT71130454___2]serverAddresses
	[bookmark: _MCCTEMPBM_CRPT71130455___7]array(AbsoluteUrl)
	1..1
	RO
	A list of Media AF addresses (URLs) where the consumption reporting messages are sent by the Media Session Handler. See NOTE.
Each address shall be an opaque base URL, following the format specified in clause 7.1.3 up to and including the {apiVersion} path element.
	

	
	
	[bookmark: _MCCTEMPBM_CRPT71130456___2]locationReporting
	[bookmark: _MCCTEMPBM_CRPT71130457___7]boolean
	1..1
	RO
	Indicates whether the Media Session Handler is required to provide location data in consumption reporting messages (in case of MNO or trusted third parties).
Shall be set false if the locationReporting parameter is omitted from the Consumption‌Reporting‌Configuration, as specified in table 8.11.3.1‑1.
	

	
	
	[bookmark: _MCCTEMPBM_CRPT71130458___2]accessReporting
	[bookmark: _MCCTEMPBM_CRPT71130459___7]boolean
	1..1
	RO
	Indicates whether the Media Session Handler is required to supply consumption reporting units whenever the access network changes during a media delivery session.
Shall be set false if the accessReporting parameter is omitted from the Consumption‌Reporting‌Configuration, as specified in table 8.11.3.1‑1.
	

	
	
	[bookmark: _MCCTEMPBM_CRPT71130460___2]samplePercentage
	[bookmark: _MCCTEMPBM_CRPT71130461___7]Percentage
	1..1
	RO
	The percentage of media delivery sessions that shall send consumption reports, expressed as a floating-point value between 0.0 and 100.0.
Shall be set to 100.0 if the samplePercentage parameter is omitted from the Consumption‌Reporting‌Configuration, as specified in table 8.11.3.1‑1.
	

	dynamicPolicyInvocation‌Configuration
	[bookmark: _MCCTEMPBM_CRPT71130462___7]object
	0..1
	RO
	Present if Policy Templates have been provisioned in the parent Provisioning Session and at least one of them is in the READY state.
	MS_DOWNLINK,
MS_UPLINK,
RTC

	
	[bookmark: _MCCTEMPBM_CRPT71130463___2]serverAddresses
	[bookmark: _MCCTEMPBM_CRPT71130464___7]array(AbsoluteUrl)
	1..1
	RO
	A list of Media AF addresses (URLs) which offer the APIs for dynamic policy invocation sent by the Media Session Handler. See NOTE.
Each address shall be an opaque base URL, following the format specified in clause 7.1.3 up to and including the {apiVersion} path element.
	

	
	policyTemplateBindings
	array(object)
	1..1
	RO
	A list of duples, each one binding an external reference to a Policy Template resource identifier.
	

	
	
	externalReference
	string
	1..1
	RO
	Additional identifier for this Policy Template, unique within the scope of its Provisioning Session, that can be cross-referenced with external metadata about the media streaming session.
Example: "HD_Premium".
	

	
	
	policyTemplateId
	ResourceId
	1..1
	RO
	The resource identifier of a Policy Template tagged with externalReference that is in the READY state.
	

	
	[bookmark: _MCCTEMPBM_CRPT71130469___2]sdfMethods
	[bookmark: _MCCTEMPBM_CRPT71130470___7]array(SdfMethod)
	1..1
	RO
	A list of Service Data Flow description methods, e.g. 5-tuple, ToS, 2-tuple, etc., which should be used by the Media Session Handler to describe the Service Data flows at reference point M2 for media delivery sessions.
	

	clientMetricsReporting‌Configurations
	[bookmark: _MCCTEMPBM_CRPT71130473___7]array(object)
	0..1
	RO
	Present if QoE metrics reporting is provisioned in the parent Provisioning Session.
If present, contains one or more client metrics reporting configurations.
	MS_DOWNLINK,
MS_UPLINK,
RTC

	
	metricsReporting‌ConfigurationId
	ResourceId
	1..1
	RO
	The identifier of this metrics reporting configuration, unique within the scope of the parent Provisioning Session.
The value shall be the same as the corresponding identifier provisioned at reference point M1 (see clause 8.10.3.1).
	

	
	[bookmark: _MCCTEMPBM_CRPT71130474___2]serverAddresses
	[bookmark: _MCCTEMPBM_CRPT71130475___7]array(AbsoluteUrl)
	1..1
	RO
	A list of Media AF addresses to which metrics reports shall be sent. See NOTE.
Each address shall be an opaque base URL, following the format specified in clause 7.1.3 up to and including the {apiVersion} path element.
	

	
	scheme
	Uri
	1..1
	RO
	A URI identifying the metrics scheme that metrics reports shall use (see clause 5.2.10).
	

	
	[bookmark: _MCCTEMPBM_CRPT71130476___2]dataNetworkName
	[bookmark: _MCCTEMPBM_CRPT71130477___7]Dnn
	0..1
	RO
	The name of the Data Network which shall be used to send metrics reports.
If not specified, the default DN shall be used.
	

	
	[bookmark: _MCCTEMPBM_CRPT71130478___2]reportingInterval
	[bookmark: MCCQCTEMPBM_00000033]DurationSec
	0..1
	RO
	The time interval, expressed in seconds, between metrics reports being sent by the Media Session Handler. The value shall be greater than zero.
When this property is omitted, a single final report shall be sent immediately after the media streaming session has ended.
	

	
	[bookmark: _MCCTEMPBM_CRPT71130479___2]samplePercentage
	[bookmark: _MCCTEMPBM_CRPT71130480___7]Percentage
	1..1
	RO
	The percentage of media delivery sessions that shall report QoE metrics, expressed as a floating point value between 0.0 and 100.0.
	

	
	[bookmark: _MCCTEMPBM_CRPT71130481___2]urlFilters
	[bookmark: _MCCTEMPBM_CRPT71130482___7]array(string)
	0..1
	RO
	A non-empty list of Media Entry Point URL patterns for which QoE metrics shall be reported. The format of each pattern shall be a regular expression as specified in [ECMA262].
If not specified, reporting shall be done for all media delivery sessions.
	

	
	samplingPeriod
	DurationSec
	1..1
	RO
	The time interval the Media Client should wait between sampling the QoE metrics specified by this metrics reporting configuration.
	

	
	[bookmark: _MCCTEMPBM_CRPT71130483___2]metrics
	[bookmark: _MCCTEMPBM_CRPT71130484___7]array(string)
	1..1
	RO
	A list of QoE metrics which shall be reported.
If empty, the complete (or default if applicable) set of metrics associated with the specified scheme shall be collected and reported.
	

	networkAssistance‌Configuration
	[bookmark: _MCCTEMPBM_CRPT71130485___7]object
	0..1
	RO
	Present if Network Assistance is provisioned in the parent Provisioning Session.
	MS_DOWNLINK,
MS_UPLINK
RTC

	
	[bookmark: _MCCTEMPBM_CRPT71130486___2]serverAddresses
	[bookmark: _MCCTEMPBM_CRPT71130487___7]array(AbsoluteUrl)
	1..1
	RO
	A list of Media AF addresses (URLs) that offer the APIs for AF-based Network Assistance at reference point M5. See NOTE.
Each address shall be an opaque URL, following the format specified in clause 7.1.3 up to and including the {apiVersion} path element.
	

	client‌EdgeResources‌Configuration
	object
	0..1
	RO
	Present only for Provisioning Sessions with client-driven edge computing management mode provisioned.
	MS_DOWNLINK,
MS_UPLINK,
RTC

	
	eligibilityCriteria
	Edge‌Processing‌Eligibility‌Criteria
	0..1
	RO
	Conditions for activating edge resources for media delivery sessions in the scope of the parent Provisioning Session. (See clause 7.3.3.8.)
	

	
	easDiscoveryTemplate
	EAS‌Discovery‌Template
	1..1
	RO
	A template for the EAS discovery filter that shall be used by the EEC to discover and select a Media EAS instance to serve media delivery sessions at reference point M4 in the scope of the parent Provisioning Session. (See clause 9.2.3.2.)
	

	
	easRelocation‌Requirements
	M5EAS‌Relocation‌Requirements
	0..1
	RO
	EAS relocation tolerance and requirements.
If absent, the EEC shall assume that relocation is tolerated by all Media EAS instances in the scope of the parent Provisioning Session. (See clause 9.2.3.3.)
	

	NOTE:	In deployments where multiple instances of the Media AF expose the Media Session Handling APIs at reference point M5, the 5G System may use a suitable mechanism (e.g., HTTP load balancing or DNS-based host name resolution) to direct requests to a suitable Media AF instance.




	Next Change


[bookmark: _Toc166259535]9.3.3.1	DynamicPolicy resource
Table 9.3.3.1-1: Definition of Dynamic Policy Instance resource
	Property name
	Data type
	Cardinality
	Usage
	Description

	dynamicPolicyId
	[bookmark: _MCCTEMPBM_CRPT71130518___7]ResourceId
	1..1
	RO
	Unique identifier for this Dynamic Policy assigned by the Media AF when the resource is created.

	[bookmark: _Hlk138182926]provisioningSessionId
	[bookmark: _MCCTEMPBM_CRPT71130521___7]ResourceId
	1..1
	C: RO
R: RO
U: RO
	Uniquely identifies the parent Provisioning Session, which is linked to the Application Service Provider.

	session‌Id
	MediaDelivery‌SessionId
	1..1
	C: RW
R:RO
U: RO
	Unique identifier of the current media delivery session assigned by the Media Session Handler.

	policyTemplateId
	[bookmark: _MCCTEMPBM_CRPT71130519___7]ResourceId
	1..1
	C: RW
R: RO
U: RW
	Identifies the Policy Template to be applied to the application flow(s).

	sliceInfo
	Snssai
	0..1
	C: RW
R: RO
U: RW
	Identifying the target slice in which the Policy Template is instantiated.

	dataNetworkName
	Dnn
	0..1
	C: RW
R: RO
U: RW
	The name of the target Data Network in which the Policy Template is instantiated.

	location
	TypedLocation
	0..1
	C: RW
R: RO
U: RW
	The location of the UE when the Dynamic Policy was created or last updated.

	serviceDataFlowDescriptions
	[bookmark: _MCCTEMPBM_CRPT71130520___7]array(Service‌Data‌Flow‌Description)
	1..1
	C: RW
R: RO
U: RW
	Describes the Service Data Flows managed by this Dynamic Policy.

	mediaType
	MediaType
	0..1
	C: RW
R: RO
U: RW
	The type of media carried by the application flows listed in service‌DataFlow‌Descriptions.

	qosSpecification
	[bookmark: _MCCTEMPBM_CRPT71130522___7]M5‌QoS‌Specification
	0..1
	C: RW
R: RO
U: RW
	The network Quality of Service requirements of this Dynamic Policy (see clause 7.3.3.6).

	applicationFlowBindings
	array(Application‌FlowBinding)
	1..1
	C: RW
R: RO
U: RW
	The bindings between application flows at reference point M4 managed within the scope of this Dynamic Policy Instance and their network Quality of Service requirements.
The array shall contain at least one member.

	
	serviceDataFlowDescription
	Service‌Data‌Flow‌Description
	1..1
	C: RW
R: RO
U: RW
	The Media Client's specification of an application flow managed by this Dynamic Policy to be used for application traffic identification purposes in the 5G Core (see clause 7.3.3.2).
When PDU Set handling is enabled for the Policy Template identified by policyTemplateId, this property shall also specify the media transport protocol parameters to be used by the Media Access Function for PDU Set signalling purposes.

	
	qos‌Specification
	M5‌QoS‌Specification
	0..1
	C: RW
R: RO
U: RW
	The Media Client's network Quality of Service requirements of the application flow described by application‌Flow‌Specification.
If omitted, the default provisioned network Quality of Service requirements of the Policy Template indicated in policyTemplateId shall apply to application‌Flow‌Specification.

	bdtSpecification
	M5‌BDT‌Specification
	0..1
	C: RW
R: RO
U: RW
	The Background Data Transfer time windows and traffic limits that apply to this Dynamic Policy.

	qosEnforcement
	boolean
	1..1
	C: RO
R: RO
U: RO
	Indication that the Quality of Service described in qosSpecification is being enforced by the 5G System.
Populated by the Media AF.




	Next Change


9.4.3.1	NetworkAssistanceSession resource
Table 9.4.3.1-1: Definition of NetworkAssistanceSession resource
	Property name
	Type
	Cardinality
	Usage
	Description

	naSessionId
	[bookmark: _MCCTEMPBM_CRPT71130540___7]ResourceId
	1..1
	C: RO
R: RO
U: RO
	Unique identifier for this Network Assistance Session assigned by the Media AF when the resource is created.

	provisioningSessionId
	ResourceId
	1..1
	C: RO
R: RO
U: RO
	Uniquely identifies the parent Provisioning Session, which is linked to the Application Service Provider.

	session‌Id
	MediaDelivery‌SessionId
	1..1
	C: RW
R:RO
U: RO
	Unique identifier of the current media delivery session assigned by the Media Session Handler.

	serviceDataFlow‌Descriptions
	[bookmark: _MCCTEMPBM_CRPT71130541___7]array(Service‌Data‌Flow‌Description)
	1..1
	C: RW
R: RO
U: RW
	Identifying one or more application flows for which Network Assistance is sought, e.g. 2‑tuple (IP addresses pair) or 5-tuple (IP Aaddresses pair, port pair and protocol and ports).

	[bookmark: _Hlk142499715]mediaType
	MediaType
	0..1
	C: RW
R: RO
U: RW
	The type of media carried by the application flows listed in service‌DataFlow‌Descriptions.

	policyTemplateId
	[bookmark: _MCCTEMPBM_CRPT71130542___7]ResourceId
	0..1
	C: RW
R: RO
U: RW
	Identification of the policy (if any) that is currently in force for the media delivery session.

	requestedQoS
	[bookmark: _MCCTEMPBM_CRPT71130543___7]M5QoSSpecification
	0..1
	C: RW
R: RO
U: RW
	The QoS parameters requested by the Media Session Handler.

	recommendedQoS
	[bookmark: _MCCTEMPBM_CRPT71130544___7]M5QoSSpecification
	0..1
	C: RO
R: RO
U: RO
	The QoS parameters currently recommended by the Media AF.

	notficationURL
	[bookmark: _MCCTEMPBM_CRPT71130545___7]AbsoluteUrl
	0..1
	C: RO
R: RO
U: RO
	A URL to the MQTT channel, nominated by the Media AF, over which notifications are to be sent by the Media AF for this session.



