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1	Overall description
SA3 would like to thank the researchers and the GSMA CVD Panel of Experts to make 3GPP aware of attack scenarios related to OAuth 2.0 and slicing in 5G. 
SA3 has analyzed the issues and agreed the attached CRs to be approved in the next SA plenary meeting.
SA3 asks GSMA CVD PoE and 3GPP CT4 to take this information into account. CT4 may consider necessary stage 3 updates.
2	Actions
To GSMA and 3GPP CT4 
ACTION: 	
SA3 asks GSMA CVD PoE and 3GPP CT4 to take this information into account.
CT4 may consider necessary stage 3 updates.
3	Dates of next TSG SA WG 3 meetings
SA3#117	19 - 23 August 2024		Maastricht (Netherlands)
SA3#118	14 - 18 October 2024		TBD (India)

