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1
Decision/action requested

This contribution proposes to add a solution to KI#1 in TR 33.784.

2
References

[1]

3GPP TS 33.501: "Security architecture and procedures for 5G system".

3
Rationale

Add a solution to KI#1.
4
Detailed proposal

************* Start of 1st Changes *************

6.Y
Solution #Y: Reusing existing security mechanism for LCS to support AIML
6.Y.1
Introduction

This solution addresses KI#1 Security aspects on enhancements to LCS to support AIML.
This solution reuses existing AI/ML model storage and sharing security mechanism for direct AI/ML based Positioning in LMF side (cases 2b, 3b).
6.Y.2
Solution details

For LMF-side model inference, input data can be terminated at LMF and the LMF provides the estimated UE location based on AI/ML mechanism. If AI model training entity and AI model consumer are different, the procedures defined in TS 33.501 [5] Annex X.10 Security for AI/ML model storage and sharing can be reused for authentication and authorization of AIML model retrieval between LMF and NWDAF with following differences:

- the NF service consumer is the LMF or LMF integrated with NWDAF containing AnLF.
6.Y.3
Evaluation

************* End of 1st Changes *************

