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1
Decision/action requested

This document proposes to add security assumptions for existing services in the 5G system.
2
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3
Rationale

This contribution proposes to add security assumptions for existing servcies in the 5G system.
The following security assumption is proposed to the assumption clause:

- Ensure that any new potential security mechanism introduced for Ambient IoT services does not introduce new security threats to the existing 5G services in the 5G system.
4
Detailed proposal

**** START OF CHANGE ****

4
Security Architecture and Assumptions

Editor’s Note: This clause contains security architecture and assumptions to be considered for the study (e.g., per work task/KI).
4.Y
Security Assumptions

The following security assumptions are applicable to this study:

-
Ensure that any new potential security mechanism introduced for Ambient IoT services does not introduce new security threats to the existing 5G services in the 5G system.
**** END OF CHANGE ****
