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1	Overall description
SA3 thanks RAN2 for the LS (R2-2404037) regarding the security handling for inter-CU LTM in non-DC cases. SA3 after discussion and evaluation of the security implications associated with inter-CU LTM, particularly in scenarios not involving Dual Connectivity (non-DC), proposes:
Option 1 is the least secure as it does not provide integrity protection for the NCC value.  Option 3 is unclear and seems to depend on certain rules that reduce flexibility for the network.  Between options 2 and 4, option 4 is the most secure as it provides key separation but requires key update signaling to all the prepared gNBs after every LTM cell switch.  Option 2 minimizing signaling at the LTM cells switch as both UE and candidate cells are preconfigured and do not require a key update after every LTM cell switch, but it requires updates to CN to provide multiple {NH, NCC} pairs.
2	Actions
To SA2 
ACTION: 	SA3 kindly asks RAN2 to take into consideration the above information. 
3	Dates of next TSG SA WG 3 meetings
SA3#117	19 - 23 August 2024		Maastricht (Netherlands)
SA3#118	14 - 18 October 2024		TBD (India)

