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************************** Start of changes ************************
[bookmark: _Toc137559180]16.X	Increase home control for Network Slice Admission Control (NSAC) procedures
[bookmark: _Toc87653477][bookmark: _Toc137559181]16.x.1	Introduction 
[bookmark: _Toc137559182]The NSACF procedures are specified in clause 4.2.11 of TS 23.502 [8] for an S-NSSAI subject to Network Slice Admission Control (NSAC). In case of a hierarchical NSAC architecture (i.e. the Option 3) is deployed as described in clause 4.2.11.2a and clause 4.2.11.4a of TS 23.502 [8], the feature of increased home control is to prevent certain types of fraud, e.g. the fraudulent Nnsacf_NSAC_NumOfUEsUpdate/Nnsacf_NSAC_NumOfPDUsUpdate NSAC request from an NSACF to the primary NSACF. 
The Primary NSACF should verify the number of UEs per network slice and the number of PDU sessions per network slice before performing NSAC for the network slice as follows. 
16.x.2	Home control procedure of Number of UEs per network slice for Hierarchical NSACF
This procedure follows the clause 4.2.11.2a of TS 23.502 [8] with the following additions:
-	Before the Primary NSACF performs NSAC for the indicated S-NSSAI at step 6, the Primary NSACF shall verify the validity of the information carried in the update request.
16.x.3	Home control procedure of Number of PDU Sessions per network slice availability check and update procedure
This procedure follows the clause 4.2.11.4a of TS 23.502 [8] with the following additions:
-	Before the Primary NSACF determines whether to accept or reject the request to update local maximum PDU session number from NSACF at step 6, the Primary NSACF shall verify the validity of the information carried in the update request.
Editor's note:	The information required for the verification by the Primary NSACF is to be specified. 
******************************* End of changes *********************************

