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************************** Start of changes ************************
[bookmark: _Toc45028831][bookmark: _Toc45274496][bookmark: _Toc45275083][bookmark: _Toc51168341][bookmark: _Toc161838334]13.3.1.3	Authorization of discovery request and error handling 
When NRF receives message from unauthenticated NF, NRF shall support error handling, and may send back an error message. The same procedure shall be applied vice versa.
After successful authentication between the NRF and the NF, the NRF shall decide whether the NF is authorized to perform discovery and registration. The NF Profile shall be stored at the NRF after registration. 
After successful authentication between the NRF and the NF, the NRF shall verify the parameters in the Nnrf_NFDiscovery_Request from the NF against the stored NF profile at the NRF and decide whether the NF is authorized to perform discovery.
In the non-roaming scenario, the NRF authorizes the Nnrf_NFDiscovery_Request based on the profile of the expected NF/NF service and the type of the NF Service Consumer, as described in clause 4.17.4 of TS23.502 [8].
In the roaming scenario, the NRF of the NF Service Producer shall authorize the Nnrf_NFDiscovery_Request based on the profile of the expected NF/NF Service, the type of the NF Service Consumer and the serving network ID.
If the NRF finds NF Service Consumer is not allowed to discover the expected NF instances(s) as described in clause 4.17.4 of TS 23.502[8], NRF shall support error handling, and may send back an error message.
NOTE 1: 	Void.
When a NF consumes the Nnrf_NFManagement or the Nnrf_NFDiscovery services provided by the NRF, the usage of the OAuth 2.0 access token for authorization between the NF and the NRF is optional.
******************************* End of changes *********************************

