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1	Overall description
SA3 thanks SA3-LI for providing Lawful Intercept considerations for TR 33.757.
SA3 would like to inform SA3-LI that solution characteristics which may be relevant for supporting the LI requirements will be considered in solution descriptions and solution evaluations. Examples of solution characteristics relevant for supporting LI are:
· UE Identifiers obfuscation,
· NF Identifiers obfuscation,
· Application Identifiers obfuscation,
· Application Message obfuscation,
· Access Control policy enforcement (e.g., for UEs, NFs, Application Endpoints, and Application Messages), and
· Impacts on procedures which may be limited by security controls (e.g., limitations on NF selection procedures).
SA3 would like to provide comments and requests regarding the following Key Issues identified in TR 33.757:
Key Issue #1 - "Security for dedicated UPF interacting with PLMN through N4 interface"
SA3 thanks SA3-LI for informing that PLMN and PNI-NPN may have obligations to trigger interception across the domain boundary in certain architecture options. 
In scenarios where an SMF within the hosting PLMN’s domain is controlling a UPF in the PNI-NPN domain via N4, SA3 would like to inform SA3-LI that solutions may require the SMF to select and establish communications with the UPF via proxies or gateways which perform intermediate topology translations and/or access control policy enforcement.
SA3 would like to ask SA3-LI if there are any specific LI issues that would prevent adoption of any of the following proxy/gateway architectures:
1. Proxy/gateway located only in the PLMN operational domain,
2. Proxy/gateway located only in the PNI-NPN operational domain,
3. Proxy/gateway located in both the PLMN domain and in the PNI-NPN operational domain.

Key Issue #3, SUPI privacy in a PLMN-hosted NPN
SA3 thanks LSA3-LI for informing that SUPI privacy in a PNI-NPN may conflict with requirement R6.2-10 in TS 33.126, which requires that networks shall be able to support identification and interception of traffic by long-term identifiers including SUPI, regardless of whether the network is private or public. 
SA3 agrees that solutions which provide SUPI privacy in a PNI-NPN should be clearly identified as conditional to enable compliance with LI/regulatory obligations as per requirement R6.2-10 in TS 33.126.

SA3 kindly asks SA3-LI to take the above information into account and inform SA3 if further clarifications are needed.
2	Actions
To: SA3-LI
ACTION: 	SA3 kindly asks SA3-LI to take the above information into account, provide feedback on the requests herein, and inform SA3 if further clarifications are needed. 
3	Dates of next TSG SA WG 3 meetings
SA3#117		19 - 23 August 2024	Maastricht, NL
SA3#118		14 - 18 October 2024	India, IN

