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[bookmark: _Toc517082226]* * * * First change * * * *(all new texts)
[bookmark: _CR5_35A_3_1][bookmark: _Toc162419324]5.x	Support for Mobile gNB with wireless access backhauling (MWAB)
[bookmark: _CR5_35A_1][bookmark: _Toc20150176][bookmark: _Toc27846982][bookmark: _Toc36188113][bookmark: _Toc45184020][bookmark: _Toc47342862][bookmark: _Toc51769564][bookmark: _Toc162419318]5.x.y	MWAB authorization
MWAB authorization includes MWAB-UE authorization and MWAB-gNB service authorization, which are managed by different entities in the networks as described in the clause 5.x.y.1 and clause 5.x.y.2.
5.x.y.1	MWAB-UE authorization
MWAB-UE authorization is controlled by the 5GC of of backhauling network based on MWAB-UE subscription. The subscription information stored in the HPLMN of MWAB-UE indicates whether it is authorized to operate as MWAB. The subscribed S-NSSAI(s) for MWAB operation stored in the UDM also includes validity time for MWAB operation, which indicates the S-NSSAI(s) is available for the MWAB-UE or not.
The 5GC of backhauling network is configured with dedicated S-NSSAI(s)/DNN that are applied to MWAB operation.
During Registration procedure, the AMF serving the MWAB-UE includes the validity time for the dedicated S-NSSAI(s) in the Configured NSSAI in the Registration Accept message or via the UE Configuration Update procedure as described in the clause 5.15.16.  
NOTE 1:	It is assumed that both the MWAB-UE and 5GC of backhauling network support for temporarily available network slices as described in the clause 5.15.16.
[bookmark: _Hlk170310552]MWAB-UE authorization supports additionally location-based control or time-based control:  
-	For location-based control, existing mechanism (per operator/PLMN based location restriction on S-NSSAI, service area restriction, DNN/LADN based control) shall be reused.
-	For time-based control, after MWAB-UE is configured with validity time for an S-NSSAI for MWAB operation the following applies: 
a) If the validity time indicates the S-NSSAI is available
i. The MWAB-UE provides dedicated S-NSSAI(s) in the Requested NSSAI during Registration procedure to indicate the intention for MWAB operation. The serving AMF authorizes the MWAB based on the subscription information received from UDM. If the serving AMF accepts the Registration of MWAB-UE and includes dedicated S-NSSAI(s) in the Allowed NSSAI, the MWAB-UE establishs the BH PDU sessions associated with the dedicated S-NSSAI(s)/DNN that are applied to MWAB operation.
b) If the validity time indicates the S-NSSAI is not available
i. The MWAB-UE shall not include the dedicated S-NSSAI(s) in the Requested NSSAI. 
ii. If the dedicated S-NSSAI(s) is already part of the Allowed NSSAI, the serving AMF determines the MWAB-UE's authorization status changes from "authorized" to "unauthorized". The serving AMF may send UE Configuration Update message to remove the dedicated S-NSSAI(s) for MWAB operation from the Allowed NSSAI or de-register the MWAB-UE.  If the MWAB-UE receives the new Allowed NSSAI in the UE Configuration Update message, the MWAB determines the MWAB-UE's authorization status is changed to "unauthorized". If the serving AMF is configured with a local timer, based on the expiration of local timer, the serving AMF requests the SMF to release any PDU session associated with the dedicated S-NSSAI(s)/DNN that are applied to MWAB operation. If the serving AMF is not configured with a local timer, the serving AMF requests the SMF to release any PDU session after sending UE Configuration Update message. 
NOTE 2:	When configured with a local timer, the AMF delays the PDU session release based on the local timer to allow MWAB to move all connected UEs via MWAB to other cells as specified in clause 8.9.10 of TS 38.401 [42].

5.x.y.2	MWAB-gNB authorization
The MWAB-gNB's serving PLMN OAM is aware of the MWAB-UE authorization limitations such as location or time limitation duration and controls the MWAB-gNB’s operation accordingly. The MWAB-gNB's serving PLMN OAM may pre-configure the MWAB-gNB with operation condition, which indicates when the MWAB-gNB turns on/shuts down, or monitor the MWAB-gNB’s operation and trigger MWAB-gNB to turn on/shut down based on on the MWAB-UE authorization limitations.
When the MWAB-gNB is authorized to operate by serving PLMN OAM, the MWAB-gNB requestes to establish the N2/N3/Xn with corresponding network entities. Otherwise, the MWAB-gNB should hand over the UE(s) it serves to other cells and release the connection of N2/N3/Xn. For the case that the BH PDU sessions are released by the MWAB-UE, the MWAB-gNB also performs shut-down steps.
In case of MWAB mobility as described in the 5.X.Y.5, the peer network entities of N2/N3/Xn connection of MWAB-gNB may determine to release the connection based on the MWAB-gNB’s location. When the current location of MWAB-gNB doesn’t allow the MWAB-gNB to access the old UPF and/or old AMF, the corresonding connection should be released.
NOTE 1: When MWAB moves, corresponding network entities accessed by the MWAB-gNB may be changed but the authorization status may not be changed.

Editor's note:	The assumptions on RAN WGs and SA5 impacts of this KI will be further aligned.
NOTE 2:	It is assumed that the serving PLMN OAM of the MWAB-gNB ensures the de-authorization of a MWAB-gNB is not conflicting with the de-authorization of MWAB-UE e.g., the allowed NSSAI for the BH PDU sessions of the MWAB-UE is maintained long enough for the MWAB-gNB to moves the connected UE away. The coordination of the MWAB-gNB service authorization/configuration from OAM and the update of subscription data (e.g., slice/DNN) of the MWAB-UE is handled by OAM/management system of the HPLMN of the MWAB-UE and the serving PLMN OAM of the MWAB-gNB. Such coordination is not in the scope of this specification.

[bookmark: _CR5_35A_3_3]* * * * End of changes * * * *

