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Abstract of the contribution: This contribution is to consolidate the conclusion proposals in this meeting. 
1. Reason for Change
In this meeting, the following contributions are related to intrim conclusion for Architecture to support topology 2: 
S2-2407678, S2-2407762, S2-2408042, S2-2408143, S2-2408247, S2-2408248, S2-2408251, S2-2408443, S2-2408555.
This revision is to merge the following documents for the discussion:
S2-2408443,S2-2408143, S2-2408042, S2-2408202, S2-2408555, S2-2408248, S2-2408251
Concerns have been raised during the drafting session on those parts.
UE reader authorization and control may be not controversial.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-13.
* * * * First Change * * * *
8
Conclusions

Editor's note:
This clause will capture conclusions for the study.
8.x.2
Interim Conclusion on Architecture to Support Topology 2

The following aspects and principles are considered and agreed for the interim conclusion on Architecture to support topology 2:

General part
-
It is proposed for supporting Ambient IoT services without interfering with existing deployments a new slice service type is introduced. The new slice service type is used to route traffic to an AMF/AIoTF designated to Ambient IoT services.
Editor's note:
The need for a new slice service type for Ambient IoT is based on introducing Ambient IoT devices with lower security capabilities than in existing deployments. 

CP and UP issue
-
The AIoT Device does not distinguish whether the Inventory or Command is performed based on the user plane or control plane based transmission if both are deemed be supported for Topology 2.
· Both CP-based and UP-based solutions are supported.
· It proposed to endorse CP based solution for topology 2 architecture and proceed normative work based on it. 

NOTE 1: CP based solution includes RRC involved and NAS involved; it needs further discussion on which one will be the way forward.

Architeture part including diagram and new NF
-
A new core network function, AIoTMF, is introduced to support Ambient IoT
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Figure 8.b.2-1: illustrative architecture for topology 2 (Figure from S2-2408555)
-
A new logical network function, AIoT Function, is introduced to enable AIoT services in 5GC. AIoT Function applies to both Topology 1 and 2. The figure 6.4.1.4.1-1 of Solution 4 is considered as the baseline reference architecture.
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Figure 6.4.1.4.1-1 of Solution 4
Enhanced AMF or a new AIoTMF function is used to handle service operations for AIoT devices.

-
A new NF (i.e., AIoTF) in 5GG is defined to support AIoT communication.  

The 5GC has a new network function AIoTCF (Ambient IoT Controller Function) to support different AIoT service operations (command, inventory, etc. The AIoTCF may be integrated with AMF as well. The AIoTCF exposes the Naiotcf interface and in case the AIoTCF is integrated with AMF, the Namf interface can be enhanced.
Details for CP solution
-
A UE reader communicates with an AIoTMF for Ambient IoT service operation, via the AMF

-
The UE reader communicates with the NF responsible AIoT service handling via AMF over N1 interface.
UE reader authorization and control
-
The AMF is responsible for authorizing a registered UE to act as UE Reader

-
Radio resources required by the UE Reader for Ambient IoT operations are allocated and controlled by RAN
-
a serving network, owning the licensed spectrum, can authorize and revoke rights for a UE to act as a reader.
-
A UE needs to be authorized as an AIoT Reader before interacting with AIoT devices.
Protocol stacks
-
AIoT NAS protocol is supported between an Ambient IoT Device and the AIoTMF
· The AIoT service procedures and information exchange is supported with existing NAS, NGAP protocols with enhancements, for both Topology 1 and 2.
The protocol stack and interaction between AIoT device and UE Reader will be defined by RAN WGs.

NOTE 2:
The security aspects for Ambient IoT requires coordination with SA WG3.
The capabilities of AIoT devices vary quite significantly in terms of their baseband capabilities, storage, form factor, cost, complexity etc. As such, AIoT devices are classified into two device types:

a) Type A AIoT devices:

-
These AIoT devices may not need to address privacy requirements and may also use a fixed permanent device identifier that it uses for all communication. These AIoT devices are suitable for Topology 2 wherein the AIoT device communicates through an intermediate UE Reader.

-
These AIoT devices do not perform the 5GC Registration procedure with the network and the device does not authenticate with the network, though the network may perform certain checks to validate the AIoT device subscription and service operation based on the AIoT Device ID. The AIoT device has no NAS or RRC states as defined in 5GS. The AIoT device can be paged.

-
There is no PDU session created for session management and data transfer is done using NAS messages. The device communicates with the network directly by sending data (Ethernet, Unstructured frames) using its AIoT Device ID.

* * * * End of Changes * * * *
�Note: this can be considered as CP based solution
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