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Figure 6.2X.2.1-1: Registration and Discovery procedure for Vertical Federated Learning when NWDAF is the VFL server and NWDAF(s) and/or AF(s) are the VFL client.
Steps 1 to 3 are the NWDAF and AF Registration procedures when the VFL server is NWDAF.
1-3.	VFL Server/Client NWDAF and VFL Client AF register to NRF with its NF profile, which includes NF Type (as defined in clause 5.2.7.2.2 of TS 23.502 [3]), Analytics ID(s), Address information of NWDAF/AF, Service Area, Time interval supporting FL as described in clause 5.2.
Editor’s note: Whether the FL capability will be extended or a new VFL capability will be defined is FFS.
Editor’s note: Whether the VFL server/client needs to register into NRF any interoperability information is FFS.
Editor’s note: Whether to use Vendor ID(s) or introduce new identifiers for interoperability among NWDAF and AFs is FFS.
For an untrusted AF, the NEF registers at the NRF within its NF profile information about the AF as specified in clause 6.2.2.3 and includes other information related to the AF capabilities.
Editor’s note: the content of the AF VFL-related capability is FFS.
Steps 4 to 6 are the NWDAF and AF Discovery procedures when the VFL server is NWDAF.
4-6.	NWDAF as the VFL server determines that the ML Model requires VFL based on operator policy, Analytics ID, and Service Area/DNAI.
NOTE: Step 4 in Figure 6.2X.2.1-1 may be triggered at the VFL Server NWDAF by VFL server NWDAF itself or a request from a consumer.
If the NWDAF can not perform as VFL Server, it first discovers and selects another VFL Server NWDAF from NRF by invoking the Nnrf_NFDiscovery_Request service operation. The following criteria might be used: Analytics ID, Time Period of Interest, and Service Area.
Once the VFL Server NWDAF is determined, the VFL Server NWDAF discovers other NWDAF(s) and/or AF(s) as VFL Client from NRF by invoking the Nnrf_NFDiscovery_Request service operation. The following criteria might be used: Analytics ID, and Service Area.
* * * * End of changes * * * 
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