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Abstract of the contribution: This paper proposes a conclusion for KI#2.
1
Proposal

During NWM discussion the solution relying on preconfigured GTP-U tunnels between the PSA and the AS (Sol#25) has received comments that GTP-U may not be supported by Application Servers, and that the solution does not scale well.

While we (as the authors of Sol#25) acknowledge the comments stated above, we would also like to re-iterate that the normative impact for support of Sol#25 principles is minimal. We believe that whatever the final choice for the “main” solution on KI#2 is, it still makes sense to additionally support the principles of Sol#25, as this solution would allow for operators to start experimenting with N6-based metadata early on.

It is proposed to agree the additional conclusion below for inclusion in TR 23.700-70.
*** BEGIN CHANGES ***
8
Conclusions
Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
8.2
Conclusions for Key Issue #2: Support PDU Set information identification for end-to-end encrypted XRM traffic
…

In addition, the following interim conclusions are agreed to support the principles of Sol#25:

-
Clarify that the GTP-U header extension for carrying PDU Set information (as defined in clause 5.5.2 of TS 38.415 [36] clause 6.5.2) can also be used over N6 with a QFI field set to a predefined value.
-
Clarify that the PDRs in the UPF should be set to use a wildcard value for the QFI field.
-
The UPF shall be able to copy PDU Set-related information from the N6 tunnelling header into the GTP-U header extension used over N3/N9.
*** END CHANGES ***
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