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1
Discussion

There are several editor’s notes left for solution#40. This contribution tries to resolve the remaining issues and proposes contents to remove these editor’s notes.

First editor’s note

Editor's note:
Whether and how to support LI for the case IMS-AGW is not onboard is FFS.
According to the LI requirements in TS 33.126, 5GS network shall support both network layer LI and service layer LI, as quoted below:

R6.3 - 10
Access Level Interception - The CSP shall be able to perform network access level interception in both the core and on the edge of the network (e.g. IP-CAN level interception).

R6.3 - 20
Service Level Interception - The CSP shall be able to perform service level interception in both the core and on the edge of the network (e.g. IMS based VoIP).
In TS 33.127, the corresponding architecture for both network layer based and service layer based Interception has been specified. For service layer based LI for IMS service, the IRI-POI and CC-TF should be in IMS signaling functions (e.g. P-CSCF) and the CC-POI should be in IMS media functions (e.g. IMS-AGW).
In this solution of UE-sat-UE communication, since the IMS-AGW is bypassed and P-CSCF is not aware of the onboard UPF, it is not possible to conduct service layer based LI. It is therefore proposed to use network layer based LI when UE-sat-UE communication is used and AGW is bypassed, considering that all the IMS traffic including SIP signaling and media pass through onboard UPF. The LI system can derive all the interception information from xCC reported by UPF.
When using network layer based LI for IMS service, the following enhancements should apply:

The IRI-POI and CC-TF are present in the SMF and the CC-POI for IMS signaling and media is present in the onboard UPF. The CC-POI present in the onboard UPF generates the xCC from the user plane packets and delivers the xCC (that includes the correlation number and the target identity) to the MDF3.
The LEA correlates the target identity for IMS service, i.e. IMPU to the target identity for SMF/UPF, i.e. SUPI, and use the SUPI as the target identity for LI of IMS service.
The trigger sent from the CC-TF to CC-POI includes the following information:

-
User plane packet detection rules, e.g. PDU session ID, IMS DNN, UE IP address)
-
Target identity, UE SUPI
The xCC for all IMS traffic related to the SUPI and IMS DNN are forwarded to MDF3 and further to LEMF, which is located on the ground via feeder link. The LEMF will analyze the traffic for LI which is out scope of 3GPP.
1.2 Second editor’s note
Editor's note:
How the connection between onboard UPFs (ULCL/BP/local PSA UPF1 and ULCL/BP/local PSAUPF2) is established is FFS.
When the ULCL/BP/local PSA UPF are inserted, the SMF needs to configure the policy of the traffic routing on the ULCL/BP/local PSA UPF based on the IP address of the remote UE and the endpoint of remote ULCL/BP/local PSA UPF to establish the N19 connection. Because the SMF for originating and terminating UEs may be different, SIP signaling is used to transport IP address of the remote UE and the endpoint of remote ULCL/BP/local PSA UPF between P-CSCFs. The PCC procedure is also enhanced to transport this information from P-CSCF to SMF.
The procedure is accordingly updated to resolve this editor’s note.
1.3 Third editor’s note
 Editor's note:
The details of the access information is FFS.
The solution has clarified that the access information includes satellite identity and satellite constellation identity, which is further clarified to be included in PANI header field of SIP REGISTER request. The protocol detail is specified in stage 3. 
2 Proposal

It is proposed to capture the following contents into TR 23.700-77.

FIRST CHANGE
6.40
Solution #40: User plane offload from P-CSCF/IMS-AGW located on the ground

6.40.1
Description
6.40.1.1
General

This solution addresses Key Issue #3 Support of UE-satellite-UE communication.

KI#3 refers to the communication between UEs under the coverage of one or more serving satellites without the user plane traffic going through the ground network. In this case the UPFs need to be on the satellites to switch the media flows locally. However the IMS network entities including P-CSCF and IMS-AGW are normally located on the ground to avoid occupation of on-site resources.

As specified in TS 23.228 [9] and TS 24.229 [11], P-CSCF in IMS network acts as SIP proxy or IMS-AGW rules to provide features including SDP negotiation, Policy control, P-CSCF initiated dialog-release , transcoding, user plane security, etc. These features requires the IMS-AGW to anchor the user plane of the IMS session. In this case when the P-CSCF/IMS-AGW is located on the ground, the user plane traffic of IMS session has to be routed down to the ground network and back to the satellite after handling by the originating and terminating P-CSCFs and other optional IMS network functional entities, e.g. MRF, which means current IMS procedure can not fulfil the requirement of KI#3.

This solution aims at this use case that PSA UPFs and the IMS entities including P-CSCF/IMS-AGW are located on the ground, while ULCL/BP/local PSA UPFs are inserted during the session establishment procedure to bypass PSA UPFs and IMS-AGW on the ground if the condition for P-CSCF/IMS-AGW offload is met. The solution supports both the scenarios that the UEs are connected to the same or different satellite.


In SIP level, this solution proposes enhancements to SDP negotiation procedures on the P-CSCF to allow the user plane traffic to be offloaded from IMS-AGW so that it can be routed directly between the on-board ULCL/BP/local PSA UPFs serving the originating and terminating UEs.

In 5GC level, in this solution the P-CSCF indicates SMF via PCF to insert on-board ULCL/BP/local PSA UPFs for IMS PDU session when it determines to use P-CSCF/IMS-AGW offload.

The UE in this solution provides the access information about the satellite and satellite system during the registration or session initiation procedures, which is used by P-CSCF to determine if the P-CSCF/IMS-AGW offload is possible and take action to offload the user plane traffic accordingly. The access information includes satellite identity, satellite constellation identity and is carried in PANI header field in SIP requests. In option 1 and 2 below, when the access information is sent to P-CSCF are the only difference between two options. In option 1, the access information is sent during registration procedure, while in option2, it is sent during session initiation procedure.
NOTE:
The protocol detail of satellite identity and satellite constellation identity is in the scope of stage 3.

6.40.1.2
Architecture assumption

The demonstrating architecture for this solution is shown in Figure 6.40.1.2-1.
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Figure 6.40.1.2-1: Demonstrating architecture

The UE1 and UE2 are connected to the different satellites which belong to the same satellite system with ISL connection. It is assumed the ISL is always available during the session. Each satellite has a local selected UPF serving the connected UE.

When the UEs establish PDU sessions for IMS, the SMFs serving different UE are assumed to select different P-CSCFs for the UEs. In the assumption the P-CSCF1/IMS-AGW and P-CSCF2/IMS-AGW are selected and serves UE1 and UE2 accordingly.
6.40.1.3
Support of LI
According to the LI requirements in TS 33.126, 5GS network shall support both network layer LI and service layer LI, as quoted below:

R6.3 - 10
Access Level Interception - The CSP shall be able to perform network access level interception in both the core and on the edge of the network (e.g. IP-CAN level interception).

R6.3 - 20
Service Level Interception - The CSP shall be able to perform service level interception in both the core and on the edge of the network (e.g. IMS based VoIP).
In TS 33.127, the corresponding architecture for both network layer based and service layer based Interception has been specified. For service layer based LI for IMS service, the IRI-POI and CC-TF should be in IMS signaling functions (e.g. P-CSCF) and the CC-POI should be in IMS media functions (e.g. IMS-AGW).
In this solution of UE-sat-UE communication, since the IMS-AGW is bypassed and P-CSCF is not aware of the onboard UPF, it is not possible to conduct service layer based LI. It is therefore proposed to use network layer based LI when UE-sat-UE communication is used and AGW is bypassed, considering that all the IMS traffic including SIP signaling and media pass through onboard UPF. The LI system can derive all the interception information from xCC reported by UPF.
When using network layer based LI for IMS service, the following enhancements should apply:

The IRI-POI and CC-TF are present in the SMF and the CC-POI for IMS signaling and media is present in the onboard UPF. The CC-POI present in the onboard UPF generates the xCC from the user plane packets and delivers the xCC (that includes the correlation number and the target identity) to the MDF3.
The LEA correlates the target identity for IMS service, i.e. IMPU to the target identity for SMF/UPF, i.e. SUPI, and use the SUPI as the target identity for LI of IMS service.
The trigger sent from the CC-TF to CC-POI includes the following information:

-
User plane packet detection rules, e.g. PDU session ID, IMS DNN, UE IP address)
-
Target identity, i.e. UE SUPI
The xCC for all IMS traffic related to the SUPI and IMS DNN are forwarded to MDF3 and further to LEMF, which is located on the ground via feeder link. The LEMF will analyze the traffic for LI which is out scope of 3GPP.
6.40.2
Procedures

6.40.2.1
Session establishment procedure

6.40.2.1.1
Procedure of option 1

The figure 6.40.2.1.1-1 depicts the procedures in which the UE includes satellite access information in REGISTER request and INVITE request.
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Figure 6.40.2.1.1-1: Procedure of option 1

The procedure of option 1 is as follows:

1.
UE1 and UE2 has established PDU sessions for IMS. The SMF is on the ground and SMF has selected P-CSCF for their IMS registration. The PSA UPFs for both PDU sessions are on the ground. During the session, the SMF and PSA UPF are not changed.

2.
UE1 and UE2 registers to IMS network via P-CSCF including in the REGISTER request their satellite access information, e.g. satellite identification or satellite system information.

3.
P-CSCF1 and P-CSCF2 stores the satellite access information during this registration period accordingly.

4.
The UE1 initiates an IMS voice session with its SDP offer. The UE1 may also include its satellite access information if the information has changed after step 2.

5.
The P-CSCF1 stores the SDP offer from UE1 for possible further usage before continuing the normal session control and SDP negotiation. It may update the SDP offer to anchor the user plane to IMS-AGW1 for further handling of voice media, e.g. transcoding or NAT traverse.

6.
The P-CSCF1 sends INVITE request to terminating IMS network, in which the satellite access information of UE1 is included.

7.
When P-CSCF2 receives INVITE request, it stores the satellite access information of UE1 and continue the normal session control and SDP negotiation.

8-9.
The UE2 responses with its SDP answer in 18X response.

10.
The P-CSCF2 determines whether the user traffic is able to be offloaded based on the received SDP answer and the satellite access information of UE1 and UE2. If the UE1 and UE2 are connected to the same satellite or two satellites who belong to the same satellite system and the user plane does not need transcoding or NAT traverse, the P-CSCF decides to offload the user plane traffic from itself, i.e. the P-CSCF2 will not use IP address and port of IMS-AGW2 to anchor media plane transfer, instead it uses IP address and port of UE2 in SDP answer so that the media plane will be bypassed from the P-CSCF2.

11.
The P-CSCF2 uses the received UE2 SDP answer in the 18X response, which contains IP address and port of UE2 for media plane transfer.

12.
The P-CSCF2 also includes stored satellite access information of UE2 in the 18X response.

13.
When the P-CSCF1 receives the 18X response with satellite access information of UE2, it determines whether the user traffic is able to be offloaded with the same logic in step 10, i.e. the P-CSCF1 will not use IP address and port of IMS-AGW1 to anchor media plane transfer, instead it uses IP address and port of UE1 in another SDP offer so that the media plane will be bypassed from the P-CSCF1.

14.
The P-CSCF invokes Npcf_Policy Authorization_Create service operation to indicate PCF to insert ULCL/BP/local PSA UPF1 for IMS PDU session. UE1 IP address is included to correlate IMS PDU session. DNAI is generated based on satellite access information and is included for on-board UPF selection.

15.
The PCF invokes Npcf_SMPolicyControl_UpdateNotify to notify SMF to insert ULCL/BP/local PSA UPF for IMS PDU session. UE1 IP address and DNAI are included.

16.
The SMF inserts ULCL/BP/local PSA UPF for IMS PDU session as specified in clause 4.3.5.4 of TS 23.502 [3]. A UPF on-board is selected based on DNAI provided by P-CSCF. The SMF creates N19 endpoint for IMS media local switch on the UPF.
17-18.
Responses are sent back to P-CSCF. The N19 endpoint info of originating side is included in the responses.
19.
The P-CSCF1sends UPDATE request using previously stored SDP offer from UE1 to re-negotiate the SDP for this IMS session to offload the user plane from IMS-AGW1. It includes an indication of P-CSCF/IMS-AGW offload to indicate the P-CSCF2 that the session will be offloaded. The N19 endpoint info of originating side is also included.
20.
When the P-CSCF2 receives the UPDATE request with the indication of P-CSCF offload, it knows that P-CSCF offload is used for this session.

21-25.
Similar to steps 14-18, an on-board ULCL/BP/local PSA UPF2 for IMS PDU session is selected for UE2. The SMF2 creates the N19 connection for IMS media local switch on the UPF based on the N19 endpoint info of originating side and configure the routing policy based on UE1 IP address. The N19 endpoint info of terminating side is also returned to the P-CSCF2.
26.
The P-CSCF uses the received SDP offer, i.e. UE1 SDP offer, for SDP re-negotiation to UE2.
27.
The UE2 responses with its SDP answer in 200 OK response to UPDATE request.

28.
The 200 OK response is send to P-CSCF1. The N19 endpoint info of terminating side is included in the response.
29-33.
The policy of the PDU session is updated, by which the N19 connection for IMS media local switch is created on the UPF based on the N19 endpoint info of terminating side and the routing policy on the UPF is configured based on UE2 IP address.
34.The P-CSCF1 includes received UE2 SDP answer in 18X response to UE1. After this step, UE1 and UE2 actually negotiate SDP directly so that the media plane will be transferred directly between two UEs.

35-37.
The UE2 is alerted and the IMS session is established. The user plane traffic is established between UE1 and UE2 via onboard UPFs.


The media traffic of the session is transported via on-board UPFs.

6.40.2.1.2
Procedure of option 2

The figure 6.40.2.1.2-1 depicts the procedures in which the UE includes satellite access information only in INVITE request and response.
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Figure 6.40.2.1.2-1: Procedure of option 2

The procedure of option 2 is as follows:

1.
UE1 and UE2 has established PDU sessions for IMS. The SMF is on the ground and SMF has selected P-CSCF for their IMS registration. The PSA UPFs for both PDU sessions are on the ground. During the session, the SMF and PSA UPF are not changed.

2-3.
UE1 and UE2 registers on the IMS network.

4.
The UE1 initiates an IMS voice session with its SDP offer. The UE1 includes its satellite access information, e.g. satellite identification or satellite system information.

5.
The P-CSCF1 stores the SDP offer from UE1 for possible further usage before continuing the normal session control and SDP negotiation. It may update the SDP offer to anchor the user plane to IMS-AGW1 for further handling of voice media, e.g. transcoding or NAT traverse.

6.
The P-CSCF1 sends INVITE request to terminating IMS network, in which the satellite access information of UE1 is included.

7-8.
When P-CSCF2 receives INVITE request, it stores the satellite access information of UE1 and continue the normal session control and SDP negotiation.

9.
The UE2 responses with its SDP answer in 18X response. In the response the UE2 includes its satellite access information.

10-37.
Same as step 10-32 in Figure 6.40.2.1.1-1.

6.40.2.2
Satellite handover procedure

The figure 6.40.2.2-1 depicts the procedure when the on-board gNB and UPF change due to satellite moving.

[image: image6.emf]AMF1

Target gNB/

UPF On-board

Source gNB/

UPF On-board

UE1

UPF1 P-CSCF1 SMF1 PCF1

1.UE-sat_UE communication session is established

2.Handover to target gNB due to 

satellite moving

3. N2 Path Switch Request

4. Nsmf_PDUSession_UpdateSMContext

5.SMF1 inserts ULCL/BP/local PSA 

UPF on target satellite

6.SMF1 release ULCL/BP/local PSA UPF on source 

satellite

8. N2 Path Switch Request Ack

7. Nsmf_PDUSession_UpdateSMContext response

9. Release RAN resource


Figure 6.40.2.2-1: Procedure of satellite handover

1.
UE1 and UE2 has established PDU sessions for IMS. The media traffic of IMS session is transferred via gNB and ULCL/BP/local PSA UPF on the source satellite.

2.
When the satellite moves, the gNB and ULCL/BP/local PSA UPF serving UE1 change to the target satellite.

3.
After gNB handover, the target gNB sends N2 Path Switch Request to AMF1, indicating the switch is for IMS session.

4.
The AMF invokes Nsmf_PDUSession_UpdateSMContext to provide SMF with N2 SM information.

5.
The SMF knows the satellite change so it initiates insertion of new ULCL/BP/local PSA UPF on the target satellite using the same endpoint info and UE IP address to create the N19 connection.

6.
After new ULCL/BP/local PSA UPF on the target satellite is inserted, the SMF release old ULCL/BP/local PSA UPF on source satellite.

7-8.
The SMF responds to AMF, which further responds to source gNB.

9.
The target gNB release the resource on the source gNB.

The media traffic is transferred via new ULCL/BP/local PSA UPF after the handover.

6.40.3
Impacts on existing services, entities and interfaces

UE impacts:

-
UE includes satellite access information in REGISTER, INVITE request and response message.

P-CSCF impacts:

-
P-CSCF stores the satellite access information and includes the information in REGISTER, INVITE request and response message.

-
P-CSCF determines whether the user traffic is able to be offloaded based on the received SDP answer and the satellite access information of originating and terminating UEs.

-
After determining to offload user plane, P-CSCF uses SDP offer and SDP answer from UE to negotiate the user plane instead of anchoring user plane on the P-CSCF.

-
P-CSCF initiates insertion of ULCL/BP/local PSA UPF for IMS session.

-
P-CSCF includes endpoint info of N19 connection in SIP request and response messages.
PCF:

-
PCF indicates SMF to insert ULCL/BP/local PSA UPF for IMS session.

SMF:

-
SMF selects UPF on-board based on DNAI and inserts ULCL/BP/local PSA UPF for IMS session;

-
SMF supports creation and modification of N19 connection on onboard UPF for IMS service local switching;
-
SMF supports change of ULCL/BP/local PSA UPF when the serving satellite changes.

IMS-AGW:

-
no impact is seen.
End of CHANGES
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