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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This contribution provides solution evaluation for KI#1 of the FS_UIA_ARC.
1 Discussion
This contribution provides KI#1 solution evaluation.
Seventeen solutions have been documented in TR 23.700-32 v0.32.0 to address various aspects of Key Issue #1, including,
· The information to be included in User Identity Profile and its storage location.
· The methods for linking and unlinking User Identifiers with subscriptions.
· The identification of User Identifiers associated with a UE’s traffic and the consideration of user-specific policies by 5GS for service differentiation.
· The determination of the status of a User Identifier.
· The support for access to specific services with a User Identifier.

Solution #1 utilizes user profile information stored in the UDR to identify traffic associated with a human user during PDU session establishment.
Solution #2 proposes a data subset “User Identity Profile” to be stored in UDR. The profile includes attributes such as User Identifier, service settings, and QoS parameters for enhanced service delivery. Additionally, it presents solutions for linking and unlinking User Identifier with subscription and for determining user status.
Solution #3 identifies the Human User of UE based on User Identity Profile stored in UDM/UDR. It assumes that the User Identifier is unique within an operator’s network and proposes to include security credentials and services settings in User Identity Profile as well. 
Solution #4 covers the registration of both a UE and its users, assuming multiple users per UE, with User Identity Profiles provided by operators or third parties.
Solution #5 proposes to store User Identity Profiles in the UDM. It further outlines procedures for secondary authentication and authentication directly by AUSM/UDM based on User Identity Profiles. 
Solution #6 covers SMS over NAS for active User identifiers, involving extending support for SMS over NAS for identified users.
Solution #7 proposes solutions for linking a User Identifier with a UE subscription via the authenticated UE channel.
Solution #17 focuses on identifying the user of a UE based on User Identity Profiles stored in the UDM/UDR.
Solution #18 supports the User ID of humans in the 5GS through a User Profile Server, which manages the application registration and provisioning of User Identity Profiles to UDM/UDR directly or via NEF by External Parameter Provisioning procedures.
Solution #19 describes the creation of a User Profile within an operator’s realm, utilizing a new User Identity Management Function (UIMF) accessible via 5GC or Internet by using any of the user’s devices with MNO Application.
Solution #20 introduces URSP rule enhancement and SM policy creation based on User ID.
Solution #21 proposes AMF to manage transition between different User IDs or UE subscriptions.
Solution #22 deals with unlinking User ID with a subscription, proposing UE to initiate a procedure of unlinking the User ID with the UE, and that the PDU session established by the previous user should also be released when the user logs out or when a new user logs in the UE. 
Solution #23 establishes a mechanism to support AF-based human User ID management by using User Identity Application Server (UIAS), deployed by MNO or 3rd party service provider, to interact with 5GC NFs. It further proposes that the human user requests the UIAS to activate/deactivate the User Identity in the UE via the secure application session.
Solution #24 studies how to map User ID to SUPI so that all procedures related to this User ID can be handled by using existing 5GC procedures.
Solution #25 examines the formats of User ID assigned by MNO and by a third party.
Solution #26 discusses how User Identity Profile information could be used by UDM to influence AM/SM subscription data, AM/SM/UE policy data. 
It is noted that Solutions #1, #17, #19, and #24 also addresses aspects of KI#2 and KI#3. Solutions #3,  and #5, and #23 also address certain aspects of KI#2. Solution #26 also addresses aspects of KI#3. However, this contribution focuses on evaluating the aspects relevant to KI#1 in these Ssolutions #1, #3 and #5.  

2	Proposal
It is proposed to include the following changes in TR 23.700-32 V0.32.0.




[bookmark: _Toc93073650]		* * * * Start of Changes * * * *
[bookmark: _Toc157692403][bookmark: _Toc160456146][bookmark: _Toc160804379][bookmark: _Toc153818179][bookmark: _Toc153818395][bookmark: _Toc93073657][bookmark: _Hlk500943653][bookmark: _Toc326248711][bookmark: _Toc510604409][bookmark: _Toc22214911]7	Overall Evaluation
Editor's note:	This clause provides evaluations of different solutions.

[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157692398][bookmark: _Toc160456141][bookmark: _Toc160804374]7.X	Key Issue #1 Solution Evaluation
Editor's note:	This clause will be further refined as new solutions and solution updates are provide in future meetings. 
Seventeen solutions have been documented in TR 23.700-32 v0.3.0 to address various aspects of Key Issue #1, including,
· The information to be included in User Identity Profile and its storage location.
· The methods for linking and unlinking User Identifiers with subscriptions.
· The identification of User Identifiers associated with a UE’s traffic and the consideration of user-specific policies by 5GS for service differentiation.
· The determination of the status of a User Identifier.
· The support for access to specific services with a User Identifier.
 
Solution #1 utilizes user profile information stored in the UDR to identify traffic associated with a human user during PDU session establishment.
Solution #2 proposes a data subset “User Identity Profile” to be stored in UDR. The profile includes attributes such as User Identifier, service settings, and QoS parameters for enhanced service delivery. Additionally, it presents solutions for linking and unlinking User Identifier with subscription and for determining user status.
Solution #3 identifies the Human User of UE based on User Identity Profile stored in UDM/UDR. It assumes that the User Identifier is unique within an operator’s network and proposes to include security credentials and services settings in User Identity Profile as well. 
Solution #4 covers the registration of both a UE and its users, assuming multiple users per UE, with User Identity Profiles provided by operators or third parties.
Solution #5 proposes to store User Identity Profiles in the UDM. It further outlines procedures for secondary authentication and authentication directly by AUSM/UDM based on User Identity Profiles. 
Solution #6 covers SMS over NAS for active User identifiers, involving extending support for SMS over NAS for identified users.
Solution #7 proposes solutions for linking a User Identifier with a UE subscription via the authenticated UE channel.
Solution #17 focuses on identifying the user of a UE based on User Identity Profiles stored in the UDM/UDR.
Solution #18 supports the User ID of humans in the 5GS through a User Profile Server, which manages the application registration and provisioning of User Identity Profiles to UDM/UDR directly or via NEF by External Parameter Provisioning procedures.
Solution #19 describes the creation of a User Profile within an operator’s realm, utilizing a new User Identity Management Function (UIMF) accessible via 5GC or Internet by using any of the user’s devices with MNO Application.
Solution #20 introduces URSP rule enhancement and SM policy creation based on User ID.
Solution #21 proposes AMF to manage transition between different User IDs or UE subscriptions.
Solution #22 deals with unlinking User ID with a subscription, proposing UE to initiate a procedure of unlinking the User ID with the UE, and that the PDU session established by the previous user should also be released when the user logs out or when a new user logs in the UE. 
Solution #23 establishes a mechanism to support AF-based human User ID management by using User Identity Application Server (UIAS), deployed by MNO or 3rd party service provider, to interact with 5GC NFs. It further proposes that the human user requests the UIAS to activate/deactivate the User Identity in the UE via the secure application session.
Solution #24 studies how to map User ID to SUPI so that all procedures related to this User ID can be handled by using existing 5GC procedures.
Solution #25 examines the formats of User ID assigned by MNO and by a third party.
Solution #26 discusses how User Identity Profile information could be used by UDM to influence AM/SM subscription data, AM/SM/UE policy data. 
NOTE 1:	
Solutions #1, #17, #19, and #24 also address aspects of KI#2 and KI#3. Solutions #3, #5, and #23 also address certain aspects of KI#2. Solution #26 also addresses aspects of KI#3. However, this contribution focuses on evaluating the aspects relevant to KI#1 in these solutions.  

[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc157447964][bookmark: _Toc157692399][bookmark: _Toc160456142][bookmark: _Toc160804375]7.X.1	User Identity Profile, User Identity and User Identifier
User identity refers to information representing a user in a specific context. For instance, a citizen may possess an identity card with a unique identifier, along with personal details like birth date, address, and other personal information. A User Identifier (ID) is a piece of information used to identify one specific User Identity in one or more systems. Using the example, the identifier on the citizen identity card acts as the User ID for the individual’s Identity as a citizen. Similarly, the same individual might assume another identity as an organization’s employee, identifiable within that context by an employee ID.
It is not uncommon for a single identity to be associated with multiple identifiers. In the context of telecommunications services, particularly within the 3GPP standards framework, users are identified by their cell phone numbers when accessing 5GS voice services, or by an IMS ID for making IMS calls. The same user may also have identifiers from 3rd party service providers. 
A User identity profile consolidates information associated with a user’s multiple User Identities, potentially including User IDs, service preferences, QoS parameters, and possibly credentials.  
One of the key aspects of KI#1 is to study what information should be included in User Identity Profile (UIP) and where this information should be stored. By analysing Solutions #1, #2, #3, #4, #5, #17, #18, #19, #23, and #25 the following common elements are identified:
· A UIP may include one or multiple User Identities.
· Each User Identity should be associated with at least the following attributes:
· User ID
· User Identity specific service settings and/or policy settings
· QoS information 
· 
· The User Identity is identified by a PLMN-unique User Identifier which could be further linked/unlinked with 5GS subscription identified by a SUPI. The User ID is also used for authentication and authorization to access 5G service. 

Additionally, other aspects are studies in the following solutions:
· Solution #1 introduces the concept of a User Identity Profile Reference ID to uniquely identify UIP which may also include one or more devices that can use this UIP. 
· Solution #2 proposes to include subscriber categories, User ID specific network resources in accordance with the subscription (s) the User ID belongs to, and User ID status information in the UIP. Solution #4 recommends that the UIP could list multiple User IDs to recognize users within the 5GS, with the possibility of operator restricting the number of User IDs per UIP. 
· Solution #1, #3 and #5, #17, #18 also propose UIP might include authentication information optionally. 
· Solution #6 suggests including GPSI and SMS Management Subscription data specifically for certain SMS services. 
· Solution #18 indicates that device information such as IMEI or MAC address should be in UIP. 
· Unlike other solutions where UIP is stored in UDM/UDR , new entities other than UDM/UDR are proposed to store UIP information, such as User Information Database Function (UIDF) in Solution #7, User Profile AS in Solution #18, User Identity Management Function (UIMF) in Solution #19, and User Identity Application Server (UIAS) in Solution #23. 
· Solution #25 proposed if the User ID in NAI format is assigned by MNO, the NAI should include a field that can be used to resolve a UIP. If the User ID is not assigned by a MNO, the network shold resovle the entire User ID and the MNO identifier to resolve the UIP.
7.X.2	Traffic Association
The purpose of traffic association is to identify the User ID associated with a UE’s traffic, enabling the provision of differentiated services. 
Solutions #1, #2 and #3, #17, and #26 recommend identifying the User ID associated with the traffic by using session management procedures. These solutions propose mechanisms for establishing a policy association for the User ID with the PCF, thereby enabling the PCF to provide SMF with PCC rules for the traffic associated with the User ID.
Specifically, in Solution #1, once the UIP is authorized for use by the UE, an SM Context Request is created and sent to the SMF, including the User ID. The Secondary authorization/authentication procedure by an DN-AAA Server during the PDU Session Establishment is then conducted following steps 2-4 of Figure 4.3.2.3-1 in TS 23.502. After authentication is completed, the SMF selects a PCF and establishes an SM Policy Control Request, including the User ID in the request, with the PCF.
In Solution #2, assuming User ID authentication/authorization has been completed, if the User ID is supported on the UE, when the user is active, the UE indicates the User ID in N1 SM container in the PDU Session Establishment Request. The AMF then selects SMF and invokes Create/Update SM Context Request service operations with User ID to create/update SM context. Like Solution #17 and #20, the SMF then perform association establishment or modification between the User ID and the PCF, and obtains the PCC rules for the PDU sessions associated with the User ID. 
Solution #3 suggests releasing existing PDU Session(s) and having the UE send a PDU Session Establishment Request, with the AMF triggering Nsmf_PDUSession_CreateSMContext and including the User ID. Afterward, the SMF may create an SM Policy association with the PCF and include the User ID. The PCF then uses stored information in the UIP to apply User ID-specific policies.
7.X.3	Link and Unlink User ID
The procedures for linking and unlinking User IDs with subscriptions vary across different solutions. 
Solution #2 suggests a new UDM service operation that enables the NEF to carry out these operations upon request from the AF. Meanwhile, Solution #3, #17, #23 recommends utilizing existing External Parameter Provisioning procedures as per clause 4.15.6.2 of TS 23.502, to execute the provisioning of the UIP, thereby establishing a link with the 3GPP subscription. 
Solution #7, on the other hand, presents a method for linking a User ID with a UE subscription via the authenticated UE channel. In this solution, the UE must initiate the linking request with the User ID and the authentication token associated with the User ID received from the Application Server.  
Solution #24 proposes to map User ID to SUPI. 
7.X.4	User ID State and Activation
One of the requirements identified in TR 22.904 [8] for managing User ID within the 5GS is the capability to determine the user’s activity status, including transitions between active, inactive, and suspended states. Furthermore, reactivating a suspended User ID on a UE where it was suspended could involve simplified authentication on the device itself.
To address this, Solution #2 outlines procedures to determine user states, aiming to optimize 5G network resource allocation and prevent scenarios where a user remains inactive over extended periods. Accordingly, a User ID state may be determined by AMF or SMF after a predetermined period of inactivity, in accordance with the home operator’s policy. Furthermore, Solution #21 suggests AMF or UDM should store multiple UIPs’ states.

Solution #3, #17 highlights the AMF invoking Nudm_UECM_Update/Registration service operations to notify the UDM of the User ID’s activation. 


Solutions #4 and #6 focus more on the inclusion of the User ID in the registration procedures for UEs and users. Specifically, Solution #4 introduces a new registration status indicator to flag successful and rejected user registration.  
Solution #22 considers the scenario where activation of User ID is performed when new user logs in, while the deactivation of User ID should be performed when the user logs out or a new user has logged in.
 
7.X.5	Access to Specific Service 
Solutions 6 introduces a mechanism for the AMF, by using GPSI and SMS Management Subscription data contained in UIP to determine whether the SMS service is allowed to the User ID. A new service operation Nsmsf_SMServcie_Update is proposed to update the SMSF address for the subscriber with the SMSF address for GPSI of a User ID, or alternatively, update the SMSF address for one User ID with that of another user ID, thus allowing for the delivery of MT SMS to the User ID on a device upon user login. It is noted that Nsmsf_SMService_Deactivate and Nsmsf_SMService_Activate service operations could be used to avoid defining new service operation to update SMSF address.
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