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	Abstract:
	This liaison statement is aimed to inform 3GPP SA1, 3GPP SA2 and ITU-T SG13 on the initiation of new work item ITU-T TR.sd-cnc: “Security guidelines for data of coordination of networking and computing”.


ITU-T Study Group 17 (SG17) informs you that a new work item Technical Report (ITU-T TR.sd-cnc), “Security guidelines for data of coordination of networking and computing” was agreed at the ITU-T SG17 meeting, held in Geneva, 20 February - 1 March 2024. 
The intent of the new work item ITU-T TR.sd-cnc is to provide security threats analysis and security guidelines for the lifecycle of different data of coordination of networking and computing. 
ITU-T SG17 would like to keep close collaboration continuously with 3GPP SA1, 3GPP SA2 and ITU-T Study Group 13 and to exchange information on the related studies.

Attachment: 
–
Scope and summary of Draft Technical Report ITU-T TR.sd-cnc

Attachment

Draft Technical Report ITU-T TR.sd-cnc

Security guidelines for data of coordination of networking and computing
Scope: 
This TR provides security guidelines for data of coordination of networking and computing. This TR covers

· Introduction of data categorization (including the Resource operation and maintenance data, outsourced data and transaction data) in coordination of networking and computing
· Threats to categories of data in coordination of networking and computing
· Security guidelines for data in coordination of networking and computing

Summary: 
Coordination of networking and computing is a new service, to support the need of critical service requirements on computing, networking and storage resources at the same time as mentioned in ITU-T Y.3400 (ex Y.IMT2020-CNC-req). Coordination of networking and computing provides higher computing power by the utilization, control and management of resources. The process of managing and using resources generates and aggregates large amounts of data, either newly generated or previously distributed and stored. Therefore, the risk to data is higher than that of traditional networks, but the risk to different types of data is not exactly the same. In order to provide appropriate protection for data, data can be categorized. Based on the functional requirements of coordination of networking and computing, this new work item describes the categorization of data and analyzes threats for each type of data, as well as puts forward the security protection suggestions.
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