3GPP TSG SA Meeting #104	                                           SP-240902
Shanghai, China, June 18 – 21, 2024
Title:	Summary for AKMA_Ph2
Type:	Work Item Summary 
Agenda Item:	21.5 
Source:	China Mobile
Contact:	huangxiaoting@chinamobile.com

[bookmark: _Hlk94172402][bookmark: _GoBack]Summary based on the input provided by China Mobile in SP-240902.
	Unique ID
	Name
	Acronym
	WG
	WID
	WI Rapporteur name

	990040
	AKMA phase 2 
	AKMA_Ph2
	S3
	SP-230153
	Xiaoting Huang, China Mobile 



Introduction
This work item is to specify the roaming aspects of Authentication and Key Management for Applications based on 3GPP credential in 5G (AKMA) which is specified in TS 33.535. Besides, a new funtionality about Authentication Proxy (AP) is specified, in order to help the ASs behind the AP to execute AKMA procedures to save the consumption of signalling resources and AAnF computing resources.
Description
The AKMA architecture and procedures has been specified by SA3 in TS 33.535 [1], with the related study showing how its general principles are derived documented in TR 33.835 [2]. This work item is to add roaming aspects and new funtionality of AP into AKMA, which follows the conclusion from the related study in TR 33.737[3]. detailed services and API definitions are specified by CT3 in TS 29.535[4].
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