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Introduction
This summary covers system architecture and core network/NAS enhancements related to Vehicle Mounted Relays (VMR). VMR is defined as a Mobile Base Station Relay (referred to as MBSR), providing a NR access link to UEs and connected wirelessly (using NR) through a donor NG-RAN to the 5G Core. Such mobile base station relay can be mounted on a moving vehicle and serve UEs that are located inside or outside the vehicle (or entering/leaving the vehicle). A high-level concept is illustrated here: 
[image: ]
Preceding stage-1 service requirements for VMR are captured in [13], corresponding RAN enhancements have been introduced via the RAN Work Item N R _ m o b i l e _ I A B, summarized in sec. 27.3 of this report. Note that the RAN specs use the term “mobile IAB-node”, which is equivalent to the term “MBSR” defined in SA2/CT1/CT4 specs.
Description
From a system architecture (stage-2) perspective, the main enhancements and/or functionalities defined to support mobile base station relays are summarized below (from [1] - [3]). More specific procedures and protocol details can be found in stage-3/CT specs ([4]-[12]). 
Some general architecture assumptions are: the MBSR uses the IAB architecture and operates as an IAB node (with an IAB-UE and gNB-DU) with mobility, using a single hop to the IAB-donor node. Roaming of the MBSR is supported, i.e. a MBSR can integrated with a VPLMN's IAB-donor node. In addition, regulatory requirements (e.g. emergency services, priority services) and LCS are supported when UEs access 5GS via a MBSR.
MBSR authorization
For a MBSR, the subscription information stored in the HPLMN indicates whether it is authorized to operate as MBSR, and the corresponding location and time information. When the MBSR (IAB-UE) performs initial registration with the serving PLMN, it indicates the request to operate as a MBSR. The AMF authorizes the MBSR based on the subscription information and provides MBSR authorized indication to the MBSR node over NAS and NG-RAN over NGAP. Upon the reception of MBSR authorization indication (authorized), the MBSR establishes the connection to OAM system using the configuration information for MBSR operation.
If the MBSR operation is not authorized (e.g. due to location or time limitation), the AMF of the MBSR can indicate to the MBSR IAB-UE that it is not allowed to act as an MBSR, as part of registration procedure or UE configuration update procedure. When the MBSR authorization state changes for a registered MBSR node (either authorized, or not authorized), the AMF updates the MBSR and the NG-RAN accordingly.
Configuration of the MBSR
In order for an MBSR to operate as a mobile IAB node, it receives configuration from the OAM system of the serving PLMN. The MBSR IAB-UE establishes a secure and trusted connection to the OAM server only if it is authorized to operate as MBSR in the serving PLMN (see above). 
In case a PDU session is used for the MBSR to access the OAM server, the MBSR establishes a dedicated PDU session for the OAM traffic. The MBSR can also be (pre-)configured with UE policy or be provisioned using existing UE Policy mechanism including the OAM access PDU session parameters for the authorized PLMNs. 
Control of UE access to MBSR
Existing CAG mechanisms can be used for managing UE's access to MBSR, with additional considerations:
· When the MBSR is allowed to operate as a mobile IAB node for a PLMN, the MBSR is configured with a CAG identifier which is unique within the scope of this PLMN. The MBSR can also be (pre-)configured with a PLMN list in which it is allowed to operate, with corresponding CAG Identifier per PLMN.
· UE, NG-RAN and 5GC support the UE access control based on the CAG identifier associated with the MBSR cell and the allowed CAG identifiers for the UE that supports CAG functionality. 
· Time duration restriction can also be provided, together with the CAG Identifier(s), for the MBSR(s) that the UE can access to. The enhanced Allowed CAG list will be provided to UE and AMF for enforcement, to make sure that UEs do no access the MBSR cell outside of the allowed time duration.
For a UE that does not support CAG functionality, UE, NG-RAN and 5GC can use other existing mechanisms e.g. forbidden Tracking Area, to manage UE access to MBSR.
[bookmark: _Toc153792625]Location Service and Privacy check
[bookmark: _CR5_9_1]The location service procedures have been enhanced, including the following:
-	The MBSR which performed the location service procedures for the UE includes its cell ID in the reported UL positioning measurement. The AMF serving the UE provides to the LMF the cell ID of serving cell of the UE and indicates, if possible, that it belongs to a MBSR, together with the additional ULI (User Location Information) received from NG-RAN.
[bookmark: _CR5_9_3]-	The LMF uses the reported cell IDs to derive whether the cell ID(s) corresponds to a MBSR. The LMF can derive the location and velocity of the MBSR by triggering the gNB serving the MBSR using NRPPa or by requesting the GMLC to derive the location of the MBSR (UE) using the UE-ID of the MBSR. 
-	If the positioning of the MBSR is performed for the location estimation of the MBSR acting as a normal UE, not authorized to operate as MBSR based on the subscription information, the UE privacy check procedure is performed. Otherwise, the privacy check is skipped for the MBSR.
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