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1	Introduction
TS 23.501 clause 5.32.6.2.2 contains the following Editor’s note:
When the MPQUIC functionality is applied, the protocol stack of the user plane is depicted in figure below.


[bookmark: _CRFigure5_32_6_2_21]Figure 5.32.6.2.2-1: UP protocol stack when the MPQUIC functionality is applied
Editor's note:	The above figure might need changes (e.g. related with the mandatory use of TLS) based on the security work in SA WG3.

The EN refers to the mandatory use of TLS as part of the QUIC protocol (see RFC 9000 and RFC 9001). As indicated in the following excerpts from RFC 9001, the client (i.e. UE) must authenticate the identity of the server, whereas the server (i.e. the UPF) may request the client to authenticate:
A client MUST authenticate the identity of the server. This typically involves verification that the identity of the server is included in a certificate and that the certificate is issued by a trusted entity (see for example [RFC2818]).¶
…
A server MAY request that the client authenticate during the handshake. A server MAY refuse a connection if the client is unable to authenticate when requested. The requirements for client authentication vary based on application protocol and deployment.¶

From these excerpts it follows that, when using TLS as part of QUIC, at least one-way authentication (i.e. UE authenticating the UPF) needs to be performed. This implies provisioning of a digital certificate (or some similar mechanism) in the UPF. Alternatively, UE and UPF can perform mutual authentication using Pre-Shared Key TLS (PSK-TLS), but in this case there is a need to distribute the common security material (i.e. the Pre-Shared Key) to the UE and to the UPF, which obviously has protocol impact.
Realizing that there is currently no ongoing work in SA3 related to the aforementioned Editor’s Note in 23.501, SA2 has sent an LS OUT to SA3 [1] asking them to provide feedback that would allow SA2 to resolve this Editor's note in Rel-18.
SA3#116 has discussed the issue based on company input [2], however, no agreement could be reached, one of the arguments being that the IETF draft on MPQUIC [3] currently has a “TBD” in the clause related to Security Considerations:
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Given that:
-	the use of MPQUIC in the context of ATSSS is a Rel-18 feature,
-	Rel-18 specifications are now frozen, and
-	the resolution of the EN in TS 23.501 may have a dependency on work in an external SDO (the IETF),
the authors of the present contribution would like to raise the issue to SA#104 plenary and seek guidance on how to resolve the issue in Rel-18.
Proposal 1: Discuss a way forward for the resolution of the Editor’s Note in TS 23.501 related to the mandatory use of TLS with MPQUIC in the context of ATSSS in Rel-18 specifications.
2	Proposal
Based on the discussion above, the following is proposed:
Proposal 1: Discuss a way forward for the resolution of the Editor’s Note in TS 23.501 related to the mandatory use of TLS with MPQUIC in the context of ATSSS in Rel-18 specifications.
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