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[bookmark: _Toc138252789][bookmark: _Toc131158425][bookmark: _Toc131158588][bookmark: _Toc131158589]*** 1st Change ***


[bookmark: _CR4_15_11][bookmark: _Toc162424126]4.15.10A	 MSISDN retrieval
This clause contains the detailed description and procedures for UE ID retrieval in the GPSI format of MSISDN as defined in TS 23.003 [33] for trusted by AFs. Depending on operator policy and local regulation exposure of GPSI in MSISDN format can be allowed when:, GPSI in MSISDN format may be exposed through the NEF to an authenticated and authorized AF. Depending on operator policy and local regulation, user consent may be required when exposing MSISDN. For the corresponding user consent check, one of the followings is used: 
-	if CAPIF defined in [54] is deployed and RNAA feature is supported, then RNAA defined in clause 6.5.3 of TS 33.122 [93] is used; or 
-	the UDM is used to check user consent for MSISDN exposure. 
-	The AF is allowed and authorized to retrieve the UE ID; and
-	The AF is HPLMN or SNPN operator owned and operated within the operator domain and the AF does not re-expose the GPSI in MSISDN format outside the operator domain).
The figure and procedures of clause 4.15.10 shall be applicable for MSISDN retrieval with the following differences:
-	description of the AF specific UE ID retrieval is replaced as the MSISDN retrieval; and
-	description of the AF specific UE Identifier represented as an External Identifier is replaced as the UE Identifier in the GPSI form of MSISDN.; and
-	in step 10, the UDM checks the user consent for MSISDN exposure based on the operator policy.


*** Next Change ***
[bookmark: _CR5_2_6_27_1][bookmark: _CR5_2_6_27_2][bookmark: _Toc162424699]5.2.6.27.2	Nnef_UEId_Get operation
Service operation name: Nnef_UEId_Get
Description: Get the UE identifier.
Inputs, Required: GPSI or UE address (i.e. IPv4/IPv6 address or MAC address) or External Group Identifier(s).
NOTE 1:	External Group Identifier(s) cannot be used for HR-SBO sessions.
Inputs, Optional: DNN, S-NSSAI, Port number (e.g. TCP or UDP port), IP domain, Application port ID, MTC Provider Information, AF Identifier.
Outputs, Required: Result, GPSI either as an AF specific UE Identifier represented in the form of an External Identifier, or in the form of a MSISDN or SUPI or Internal Group Identifier(s).
NOTE 2:	SUPI can only be exposed to roaming partners.
NOTE 3:	The AF specific UE Identifier in GPSI form of MSISDN can only be exposed to an trusted AF when allowed and authorized by the operator as described in clause 4.15.10A.
Outputs, Optional: None.

*** Next Changes ***


[bookmark: _Toc20203919][bookmark: _Toc27894604][bookmark: _Toc36191671][bookmark: _Toc45192757][bookmark: _Toc47592389][bookmark: _Toc51834470][bookmark: _Toc162423699]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
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[11]	Void.
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[16]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
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