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1. Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]The ambient IoT was discussed at the RAN3#123bis meeting with the following agreements.
	[bookmark: _Hlk130825108]
RAN3 considers both Topologies at the same time looking whether commonalities are applicable.

[Topo1] 
AIoT RAN node: 
Corresponds to the basestation in Figure 4.2.1.1-1 in TR 38.848; 
A RAN node providing AIoT radio, and connecting with an AIoT-aware CN node via the XX interface. Details of the AIoT-aware CN node is subject to SA2.

[Topo2] UE Reader: 
A UE (corresponds to the intermediate node in Figure 4.2.1.2-1 in TR 38.848);
Providing AIoT radio, and connecting with a gNB (may be an AIoT enhanced gNB, corresponds to the basestation in Figure 4.2.1.2-1 in TR 38.848) via NR Uu interface.

For Topology 1, RAN3 starts with AIoT RAN node being aggregated.

AIoT Paging can be used to reach one or more devices for identified AIoT services (e.g., inventory, command).

Use cases for locating an AIoT device: 
-	Find an appropriate “reader” close to the A-IoT device; 
-	Find where the A-IoT device is.
 Support locating the A-IoT device at “reader” granularity.



In this contribution, we discuss the device context management aspects of AIoT related to RAN3 impact.
2. Discussion
In the legacy, the main functions of the NG interface include [1]:
-	Mobility management function, which enables the preparation, execution and completion of handover via the NG interface for a CM-CONNECTED UE.
-	PDU session management function, which is responsible for establishing, modifying and releasing the involved PDU sessions NG-RAN resources for user data transport once a UE context is available in the NG-RAN node.
According to the SID, there is no mobility support for the AIoT deivce, i.e. at least no cell selection/re-selection -like function. Therefore, the mobility management function does not apply to the AIoT.
Considering that the AIoT device is with ultra-low power consumption and limited energy storage, the maximum message size is approximately 1000 bits to be received by the AIoT device or to be transmitted from the AIoT device. Therefore, the data associated with the AIoT device could be transmitted via the control plane, and the PDU session management function is not needed.
Proposal 1: PDU session management and UE mobility management do not apply to the AIoT.
The basic principle in 5GS is that the permanent subscriber identifier shall never be sent over air interface explicitly. Instead, a temporary identifier is introduced, e.g., 5G-S-TMSI used for paging, to hide the identity of a subscriber. 
The same principle should apply to the AIoT. That is, the AIoT device ID (e.g., EPC) should not be sent in clear text. For topology 1, the AIoT device ID (e.g., EPC) should be included in the NAS/application message during the transmission between the AIoT RAN node and the AIoT-aware CN node.
[bookmark: _Hlk141187092]Observation 1: For topology 1, the AIoT device ID (e.g., EPC) should be included in the NAS/application message during the transmission between the AIoT RAN node and the AioT-aware CN node.
Similarly, for topology 2, the AioT device ID (e.g., EPC) should be included in the NAS/application message during the transmission between the UE reader and the AioT-aware CN node.
Observation 2: For topology 2, the AioT device ID (e.g., EPC) should be included in the NAS/application message during the transmission between the UE reader and the AIoT-aware CN node.
Therefore, the AIoT device ID (e.g., EPC) should be transparent to the AIoT RAN node.
Proposal 2: The permanent AIoT device ID (e.g., EPC) should be transparent to the AIoT RAN node.
In legacy NR system, paging ID is included in the paging message, used to identify a UE or a group of UE. The UE(s) receiving the paging message and matching the paging ID may respond to the paging message. For AIoT inventory service, the AIoT-aware CN node should provide a temporary identifier included in the inventory request to the AIoT RAN node, used to select the AIoT device(s) by the AIoT RAN node. The A-IoT device(s) receives the inventory request and determines whether to respond to the inventory request, e.g., performing random access to provide the AIoT device ID(s) (e.g., EPC) to the AIoT-aware CN node.
Proposal 3: The AIoT-aware CN node should provide a temporary identifier to the AIoT RAN node for inventory.
After obtaining the AIoT device ID (e.g., EPC), the AIoT-aware CN node may perform a specific command service operation with the AIoT device, e.g., reading, writing. In this case, it is better to establish a AIoT device associated connection over the xx interface, which is similar to the existing UE associated NGAP signalling.
Proposal 4: Establish AIoT device associated signalling over xx interface between the AIoT RAN node and the AIoT-aware CN node to support command service operation.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
Based on the discussion in this paper, we have the following observations and proposals.
[bookmark: _Hlk162536693]Proposal 1: PDU session management and UE mobility management do not apply to the AIoT.
Observation 1: For topology 1, the AIoT device ID (e.g., EPC) should be included in the NAS/application message during the transmission between the AIoT RAN node and the AIoT-aware CN node.
Observation 2: For topology 2, the AIoT device ID (e.g., EPC) should be included in the NAS/application message during the transmission between the UE reader and the AIoT-aware CN node.
Proposal 2: The permanent AIoT device ID (e.g., EPC) should be transparent to the AIoT RAN node.
Proposal 3: The AIoT-aware CN node should provide a temporary identifier to the AIoT RAN node for inventory.
Proposal 4: Establish AIoT device associated signalling over xx interface between the AIoT RAN node and the AIoT-aware CN node to support command service operation.
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5. Text Proposal

[bookmark: _Toc160111600]6.3	Impacts on CN-RAN interface
Editor’s note: Corresponds to the first RAN3 objective in the SID, to identify necessary impacts on signaling and procedures for CN-RAN interface.
6.3.x		Device context management
PDU session management and UE mobility management do not apply to the AIoT.
The permanent AIoT device ID (e.g., EPC) is transparent to the AIoT RAN node.
The AIoT-aware CN node should provide a temporary identifier to the AIoT RAN node for inventory.
Establish AIoT device associated signalling over xx interface between the AIoT RAN node and the AIoT-aware CN node to support command service operation.
Editor’s note: the details of the AIoT-aware CN node is subject to SA2.
Editor’s note: It is FFS whether the signalling protocol over xx interface is NGAP or a new protocol.
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