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[bookmark: _GoBack]1	Introduction
RAN3 received an LS from SA2 for the Rel-19 FS_VMR_Ph2 study [1]. In the LS, SA2 asked RAN3 the following questions, and also requested RAN3 to review the TR 23.700-06 and provide feedback if any.
- Question 1: SA2 currently considers that the MWAB (MWAB-UE) authorization could be based on dedicated slice ID(s) (S-NSSAI(s)). Therefore, from SA2 perspective no MWAB-specific AS layer indication at MWAB-UE's RRC establishment is required. SA2 would like to also point out that if there was a strict need for indication at AS layer, the existing mechanism of including S-NSSAI in RRC connection establishment could be considered. SA2 would like to invite RAN3 to provide the feedback if any scenario considered by RAN3 needs such a MWAB-specific AS layer indication. Note that SA2 considers the MWAB-gNB and MWAB-UE may register and connect to different PLMNs, and the authorization of the MWAB-UE is different from the MWAB-gNB service authorization/configuration/activation by OAM/SeGW.   
[bookmark: _Hlk164345085]- Question 2: For the MWAB (MWAB-UE) authorization result, SA2 could not identify any reason to inform/update that to the NG-RAN serving the MWAB-UE. Therefore, SA2 would like to understand from RAN3's perspective whether the MWAB authorization result needs to be provided to the NG-RAN serving the MWAB-UE.
- Question 3: To support mobility of the MWAB, some solutions assume that the MWAB-gNB can instantiate two cells (with same gNB ID or different gNB ID), and handover connected UEs between the two cells. The different gNB IDs use case is driven by the need to change AMF if the MWAB moves into a geographic area where a different AMF must be chosen to serve UEs. SA2 would like to ask RAN3 to confirm if this can be supported or not.  	
- Question 4: SA2 discussed the scenario of Xn interface between RAN nodes over the IP connectivity provided by the PDU session of MWAB-UE, and would like to ask RAN3 if this scenario can be supported by RAN3. 

In this paper, we provide our views for the questions, and analyse the RAN impact of the TR. The draft reply LS is given in the Annex.
2	Discussion
2.1	Answers for the questions in LS
1) For Question 1
SA2 considers the slice-based authorization solution in Question 1. The WAB-MT authorization result is for the MT device but not a particular service. The WAB-MT cannot establish or maintain any UP resources if it is not authorized. In our understanding, current slice-based authorization is usually used to decide whether the UE is authorized for the service related to the particular slice. If one slice is un-authorized, the UE can still use another authorized slice for transmission. 
We are not sure whether the “dedicated slice ID based authorization” can break the rule for the “per slice authorization”. If not, the potential risk is that the WAB-MT may establish an alternative PDU session for another slice which is different from the WAB-specific slice, and the WAB-gNB can continue the NG/Xn traffic using this alternative PDU session as backhauling path.
Furthermore, SA2 considers that if the slice-based authorization is adopted, there is no WAB-specific AS layer indication required at the MT’s RRC establishment. We think the gNB serving the WAB-MT should know the role of WAB-MT, for selecting a proper AMF for the WAB-node operation, like what we do for IAB/mIAB/NCR. Whether the indication is by a new explicit IE or using the dedicated S-NSSAI (if agreed to be introduced) can be discussed during the normative work stage.
It is proposed:
Proposal 1: RAN3 provides the following response to Question 1:
1) RAN3’s understanding is that the UP resource for the WAB-MT should be released if the WAB-MT is not authorized, but not sure whether this can be ensured if the “dedicated slice ID based authorization” be used for the WAB-MT authorization. The potential risk is that the WAB-MT may establish an alternative PDU session for another slice which is different from the WAB-specific slice, and continue the NG/Xn backhauling for WAB-gNB using this alternative PDU session. 
2) RAN3 see the benefit of WAB-specific AS layer indication during the RRC setup procedure, this is helpful for the WAB-MT’s serving gNB to select a proper AMF which supports the WAB-node operation for the WAB-MT. The design of such explicit indicator will be done during normative work stage.
2) For Question 2
The answer for question 2 is relevant to the conclusion for question 1. 
If the CN cannot ensure all UP resources for the WAB-MT will be removed when the WAB-MT is not authorized, the WAB-MT’s serving gNB should know the WAB-MT authorization status for performing PDU session resource management (e.g., The WAB-MT’s serving gNB may release some resources for not-authorized WAB-MT). 
If the CN can ensure all UP resources to be removed when the WAB-MT is not authorized, the answer should depends on the RAN discussion for the Xn transmission. If the Xn traffic of WAB-gNB is transmitted via WAB-MT’s PDU session, there is no problem the WAB-MT’s serving gNB is not aware of the authorization status of the WAB-MT, since no WAB-MT’s UP resource can be used for WAB-gNB’s Xn transmission. But RAN3 is still discussing whether the Xn traffic can be directly transferred via the gNB serving the WAB-MT for avoiding the roundabout route, e.g., the WAB-gNB’s Xn-C may be encapsuled in WAB-MT’s RRC message and forwarded by the WAB-MT’s serving gNB. In this condition, the WAB-MT’s serving gNB needs to know the WAB-MT’s authorization status to decide whether the Xn traffic can be forwarded.
It is proposed:
Proposal 2: RAN3 provides the following response to Question 2:
1) If the CN cannot ensure all UP resources for the WAB-MT will be removed when the WAB-MT is not authorized, the WAB-MT’s serving gNB should know the WAB-MT authorization status. 
2) If the CN can ensure all UP resources to be removed when the WAB-MT is not authorized, the answer to Q2 depends on which options to be adopted for Xn support:
a. If Xn traffic of WAB-gNB is transmitted via WAB-MT’s PDU session, RAN3 does not see any problem if the WAB-MT’s serving gNB is not aware of the authorization status of the WAB-MT.
b. If Xn traffic of WAB-gNB is transmitted via the WAB-MT’s serving gNB directly rather than encapsulated in PDU session, the WAB-donor should know the authorization status of the WAB-MT.
3) For Question 3
Question 3 is quite similar to the situation we faced in Rel-18 mobile IAB. In mobile IAB we proposed the concept of two logical DUs in the same IAB-node. Cells under the two logical DUs are visible to the UE at the same time, which means separate resources are used by the two logical DUs. At that time, RAN3 took some time for checking whether the two logical DUs is feasible with RAN1/2/4. 
In WAB scenario, when it comes to the existence of two gNBs at the same time, the feasibility should be re-evaluated. For example, whether shared resource or separate resource to be used for the two gNBs? Is there any restriction for the frequency isolation to mitigate interference? The feasibility needs to be further checked with RAN 1/2/4.
It is proposed:
Proposal 3: RAN3 provides the following response to Question 3:
If two different gNBs should be visible to the UE at time same time, the feasibility needs to be further checked with RAN 1/2/4.
4) For Question 4
As we just mentioned in discussion part for Question 2, RAN3 is discussing the issue of Xn transport. The PDU session based solution is workable for the Xn-U/C transmission. But that will cause roundabout route, which brings high latency and weakens the benefit for establishing the Xn interface. The details are discussed in our paper [2]. RAN3 can respond to SA2 that the Xn connection over the BH PDU session is feasible, and also point that RAN3 is discussing other candidate solutions. RAN3 will provide further feedback to SA2 if there is any conclusion on the decision of how to support Xn for the WAB-gNB. It is proposed:
Proposal 4: RAN3 provides the following response to Question 4: 
RAN3 think the Xn connection over the BH PDU session of the WAB-MT is a feasible solution, but there are also other candidate solutions, and RAN3 will provide further feedback to SA2 if there is any conclusion on the decision of how to support Xn for the WAB-gNB.
2.2	RAN impact for solution #2 in TR 23.700-06
Except for the listed questions, we also review all solutions in TR 23.700-06 as expected by SA2. Among the solutions, it seems that solution #2 has relatively large RAN impact. We agree the motivation for solution #2 that multi-hop WAB should be avoided, but that is not a purely new issue. It is included in the idea for avoiding a WAB-MT access a cell not supporting WAB-MT, e.g., a cell from WAB-gNB. We have already considered the similar issue for IAB and mobile IAB.
Therefore, we think the issue can be discussed by RAN3 and hope SA2 not make any conclusion at this stage. RAN3 will send an LS to SA2 if there is any progress.
Proposal 5: RAN3 provides the following response to the solution #2 in TR 23.700-06: 
RAN3 is discussing how to avoid the multi-hop deployment for WAB, and realized that the Solution #2 from SA2’s TR is targeting at same issue and has RAN impact. RAN3 requests SA2 not make any conclusion for the multi-hop avoidance at this stage, and will inform SA2 on the progress for this issue in future meeting.
Based on the proposals above, we give the draft reply LS in the Annex.
3	Conclusion
In this contribution we provide our views for the questions asked by SA2, and analyse the RAN impact of TR 23.700-06.
Answers for the questions in LS
Proposal 1: RAN3 provides the following response to Question 1:
1) RAN3’s understanding is that the UP resource for the WAB-MT should be released if the WAB-MT is not authorized, but not sure whether this can be ensured if the “dedicated slice ID based authorization” be used for the WAB-MT authorization. The potential risk is that the WAB-MT may establish an alternative PDU session for another slice which is different from the WAB-specific slice, and continue the NG/Xn backhauling for WAB-gNB using this alternative PDU session. 
2) RAN3 see the benefit of WAB-specific AS layer indication during the RRC setup procedure, this is helpful for the WAB-MT’s serving gNB to select a proper AMF which supports the WAB-node operation for the WAB-MT. The design of such explicit indicator will be done during normative work stage.
Proposal 2: RAN3 provides the following response to Question 2:
1) If the CN cannot ensure all UP resources for the WAB-MT will be removed when the WAB-MT is not authorized, the WAB-MT’s serving gNB should know the WAB-MT authorization status. 
2) If the CN can ensure all UP resources to be removed when the WAB-MT is not authorized, the answer to Q2 depends on which options to be adopted for Xn support:
a. If Xn traffic of WAB-gNB is transmitted via WAB-MT’s PDU session, RAN3 does not see any problem if the WAB-MT’s serving gNB is not aware of the authorization status of the WAB-MT.
b. If Xn traffic of WAB-gNB is transmitted via the WAB-MT’s serving gNB directly rather than encapsulated in PDU session, the WAB-donor should know the authorization status of the WAB-MT.
Proposal 3: RAN3 provides the following response to Question 3:
If two different gNBs should be visible to the UE at time same time, the feasibility needs to be further checked with RAN 1/2/4.
Proposal 4: RAN3 provides the following response to Question 4: 
RAN3 think the Xn connection over the BH PDU session of the WAB-MT is a feasible solution, but there are also other candidate solutions, and RAN3 will provide further feedback to SA2 if there is any conclusion on the decision of how to support Xn for the WAB-gNB.
RAN impact for solution #2 in TR 23.700-06
Proposal 5: RAN3 provides the following response to the solution #2 in TR 23.700-06: 
RAN3 is discussing how to avoid the multi-hop deployment for WAB, and realized that the Solution #2 from SA2’s TR is targeting at same issue and has RAN impact. RAN3 requests SA2 not make any conclusion for the multi-hop avoidance at this stage, and will inform SA2 on the progress for this issue in future meeting.
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1. Overall Description:
RAN3 would like to thank SA2 for their LS on the RAN impact considerations for WAB, and provide the following replies to SA2’s question: The following questions were asked by SA2:
- Question 1: SA2 currently considers that the MWAB (MWAB-UE) authorization could be based on dedicated slice ID(s) (S-NSSAI(s)). Therefore, from SA2 perspective no MWAB-specific AS layer indication at MWAB-UE's RRC establishment is required. SA2 would like to also point out that if there was a strict need for indication at AS layer, the existing mechanism of including S-NSSAI in RRC connection establishment could be considered. SA2 would like to invite RAN3 to provide the feedback if any scenario considered by RAN3 needs such a MWAB-specific AS layer indication. Note that SA2 considers the MWAB-gNB and MWAB-UE may register and connect to different PLMNs, and the authorization of the MWAB-UE is different from the MWAB-gNB service authorization/configuration/activation by OAM/SeGW.   
RAN3’s Answer: 
1) RAN3’s understanding is that the UP resource for the WAB-MT should be released if the WAB-MT is not authorized, but not sure whether this can be ensured if the “dedicated slice ID based authorization” be used for the WAB-MT authorization. The potential risk is that the WAB-MT may establish an alternative PDU session for another slice which is different from the WAB-specific slice, and continue the NG/Xn backhauling for WAB-gNB using this alternative PDU session. 
2) RAN3 see the benefit of WAB-specific AS layer indication during the RRC setup procedure, this is helpful for the WAB-MT’s serving gNB to select a proper AMF which supports the WAB-node operation for the WAB-MT. The design of such explicit indicator will be done during normative work stage.

- Question 2: For the MWAB (MWAB-UE) authorization result, SA2 could not identify any reason to inform/update that to the NG-RAN serving the MWAB-UE. Therefore, SA2 would like to understand from RAN3's perspective whether the MWAB authorization result needs to be provided to the NG-RAN serving the MWAB-UE.
RAN3’s Answer: 
1) If the CN cannot ensure all UP resources for the WAB-MT will be removed when the WAB-MT is not authorized, the WAB-MT’s serving gNB should know the WAB-MT authorization status. 
2) If the CN can ensure all UP resources to be removed when the WAB-MT is not authorized, the answer to Q2 depends on which options to be adopted for Xn support:
a. If Xn traffic of WAB-gNB is transmitted via WAB-MT’s PDU session, RAN3 does not see any problem if the WAB-MT’s serving gNB is not aware of the authorization status of the WAB-MT.
b. If Xn traffic of WAB-gNB is transmitted via the WAB-MT’s serving gNB directly rather than encapsulated in PDU session, the WAB-donor should know the authorization status of the WAB-MT.

- Question 3: To support mobility of the MWAB, some solutions assume that the MWAB-gNB can instantiate two cells (with same gNB ID or different gNB ID), and handover connected UEs between the two cells. The different gNB IDs use case is driven by the need to change AMF if the MWAB moves into a geographic area where a different AMF must be chosen to serve UEs. SA2 would like to ask RAN3 to confirm if this can be supported or not.  	
RAN3’s Answer: If two different gNBs should be visible to the UE at time same time, the feasibility needs to be further checked with RAN 1/2/4.

- Question 4: SA2 discussed the scenario of Xn interface between RAN nodes over the IP connectivity provided by the PDU session of MWAB-UE, and would like to ask RAN3 if this scenario can be supported by RAN3. 
RAN3’s Answer: RAN3 think the Xn connection over the BH PDU session of the WAB-MT is a feasible solution, but there are also other candidate solutions, and RAN3 will provide further feedback to SA2 if there is any conclusion on the decision of how to support Xn for the WAB-gNB.
Apart from the 4 questions, RAN3 also evaluate the candidate solutions documented in the TR 23.700-06, and would like to point out the following regarding solution #2: RAN3 is discussing how to avoid the multi-hop deployment for WAB, and realized that the Solution #2 from SA2’s TR is targeting at same issue and has RAN impact. RAN3 requests SA2 not make any conclusion for the multi-hop avoidance at this stage, and will inform SA2 on the progress for this issue in future meeting.

2. Actions:
To SA2: 
ACTION: 	RAN3 asks SA2 to take the above feedback into account.
 


3. Date of Next RAN3 Meetings:
TSG-RAN3 Meeting	#125 – August 19 to August 23, 2024         Maastricht, NL
TSG-RAN3 Meeting	#125bis – October 14 to October 18, 2024            China (TBC)

