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1 Introduction

In RAN#102 meeting, a new SID on Ambient IoT [1] has been approved. In the SID, one of the objectives is to study necessary and feasible solutions for Ambient IoT, including the following RAN2-led aspects:
	· RAN2-led:
· Study and decide which functions are needed for an Ambient IoT compact protocol stack and lightweight signalling procedure to enable DO-DTT and DT data transmission, and study those functions.

For example:
· Paging

· Random access

· Data transmission, including necessary radio resource control aspects, respecting the limitation in the General Scope 

· Interactions with upper layers

For functionalities not listed above, they are studied only if found essential.


In this contribution, we discuss random access for Ambient IoT and present our views.
2 Discussion
In RAN2#116 meeting, the following agreements were made regarding A-IoT random access.

Agreement

1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 

2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 

3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are

5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  

6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details

7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   

Based on the above agreements, slotted-ALOHA is the baseline for A-IoT random access. To this end, the inventory procedure in RFID can be used as a starting point for the study of A-IoT random access. 
CBRA
The procedure for CBFA is as following.
· Step 0: access occasion selection
Similar as RFID, read sends an trigger message to initiate a random access round, and a parameter Q can be contained in the access trigger message, which defines the total slot number in this random access round. Upon receiving the access trigger, each triggered device picks a random value in the range (0, 2^Q–1) and loads this value into its slot counter. In the asynchronous system, to indicate the each slot, the reader may also need to send the subsequent messages. Upon receiving this message, each participating device decreases its slot counter by 1. A device selects the access occasion when its slot counter reaches zero. 
Proposal 1 A trigger message is sent by the reader to initiate a random access round, indicating the total slot number in this round. A DL message is needed to indicate the bound of each access slot.
Proposal 2 Each triggered device selects a random slot to access.
· Step 1: Msg1 transmission 
Based on agreement in last RAN2 meeting, an ID is included in Msg1 and whether this ID is a temporary identifier or the permanent device ID is FFS. In our understanding, this may depend on the length of device ID and the device’s timing accuracy requirement. If device ID is designed to be a long ID, leading to the required transmission duration of device ID being larger than the maximum device’s timing deviation, then including a shorter temporary ID in Msg1 will shorten the Msg1 transmission duration, which in turn may be helpful for alleviating collision among different devices transmitting in the same slot.
Proposal 3 RAN2 assumes a temporary identifier is included in Msg1 if the temporary identifier has a shorter length than permanent device ID.
· Step 2: Msg2 reception 

If the reader receives Msg1 successfully, it may send an ACK to device by echoing the identifier received in Msg1. If the reader fails to receive Msg1, it may skip this slot by indicating the next slot. From the device’s perspective, if the device receives an ID matching with the identifier sent in Msg1, it considers Msg2 reception successful. If the device receives an ID different from the identifier sent in Msg1, or the device receives nothing but a DL message indicating the next slot, the device considers Msg2 reception as failure.

Proposal 4 If the device receives Msg2 containing an ID matching with the identifier sent in Msg1, the device considers Msg2 reception successful. 

Proposal 5 If the device receives Msg2 containing an ID different from the identifier sent in Msg1 or if the device receives nothing but a DL message indicating the next slot, the device considers Msg2 reception as failure.
In Ambient IoT system, there may still be a case that multiple devices select the same access occasion and send the same temporary identifier in Msg1. If the reader can detect the temporary identifier, e.g. when the same temporary identifier from multiple devices are fully overlapped or not overlapped, the reader will send an ACK echoing the identifier. In such case, all these devices receiving the echoed identifier will consider Msg2 reception successful. Then, Msg3 and Msg4 are needed to resolve contention among these devices as Msg2 does not resolve that. If the reader could not detect the temporary identifier in any case, the reader would not send any ACK in Msg2. In this case there will be no contention issue. Then random access could end up with Msg2. Regarding whether the reader can detect the colliding msg1 with the same identifier, this may related to physical layer design and we may ask RAN1 to confirm whether it is possible or not. 
Proposal 6 Contention resolution is needed if multiple devices sending the same temporary identifier in Msg1 in the same access occasion can receive the ACK from the reader.
Proposal 7 If contention resolution is needed, 4-step RA should be designed for A-IoT. Otherwise, 2-step RA is sufficient for A-IoT.
Proposal 8 Send a LS to RAN1 to ask for the case of multiple devices sending the same temporary identifier in Msg1 in the same access occasion, whether it is possible for the reader to detect the temporary identifier.
· Step 3: Msg3 transmission

Assuming contention resolution is needed, in Msg3, the device reports its device ID and other information if needed. As agreed in last RAN2 meeting, for A-IoT, HARQ is not supported. So there is no HARQ retransmission for Msg3. 
Proposal 9 In Msg3 of 4-step RA, the device reports its device ID and other information if needed.

· Step 4: Msg4 reception 
Msg4 is for contention resolution. The device ID carried in Msg3 can be used for contention resolution. RAN2 needs to discuss whether contention resolution ID is full or partial device ID. If the device receives a contention resolution ID matched with its device ID, the device considers contention resolution successful. If the device receives a contention resolution ID not matching with its device ID, or if the device receives nothing but a DL message indicating the next slot, the device considers contention resolution as failure.
Proposal 10 For 4-step RA, if the device receives a contention resolution ID matching with its device ID carried in Msg3, the device considers contention resolution successful. 

Proposal 11 For 4-step RA, if the device receives a contention resolution ID not matching with its device identifier carried in Msg3 or if the device receives nothing but a DL message indicating the next slot, the device considers contention resolution as failure.
In random access procedure, if the device detects access attempt as failure (e.g Msg2 reception failure or contention resolution failure), the device may re-access in the next random access round.
Proposal 12 If the device detects access attempt as failure, the device may re-access in the next random access round.
CFRA
CFRA is the case when a dedicated access occasion is allocated to a device. In CFRA, there is no collision or contention, so the device may directly transmit device ID and other information if needed in Msg1, then if a response is received, UE considers access successful.
Proposal 13 For CFRA, the device reports its device ID and other information if needed in Msg1. If a response is received, the device considers access successful.
In RAN1#116bis meeting, multiple access for A-IoT was discussed, and the following agreements were made.
	Agreement
Study time-domain multiple access of D2R transmissions. Further details, including pros/cons, are FFS.

Agreement
Study frequency-domain multiple access of D2R transmissions, at least by utilizing a small frequency-shift in baseband. Further details, including pros/cons, are FFS.

Agreement
Whether code-domain multiple access is feasible and necessary for D2R transmissions for all devices is FFS.


Based on above agreements, RAN1 will continue to study various multiple access for D2R transmission, including TDMA, FDMA and CDMA. For FDM-based random access, multiple devices may respond to an access trigger simultaneously using different frequency resources. For TDM-based, multiple devices can respond in different time unit following the DL trigger. For CDM-based, different codes can be used by different devices at the same time. All of these multiple accesses could improve random access efficiency. Of course, feasibility of these multiplexing schemes is up to RAN1 to study and RAN2 can proceed the higher layer work after RAN1 makes progress on this.
Proposal 14 RAN2 wait for RAN1 progress on FDM/TDM/CDM based random access.
3 Conclusion
Based on the discussion we give the following proposals:
Proposal 1 A trigger message is sent by the reader to initiate a random access round, indicating the total slot number in this round. A DL message is needed to indicate the bound of each access slot.
Proposal 2 Each triggered device selects a random slot to access.
Proposal 3 RAN2 assumes a temporary identifier is included in Msg1 if the temporary identifier has a shorter length than permanent device ID.
Proposal 4 If the device receives Msg2 containing an ID matching with the identifier sent in Msg1, the device considers Msg2 reception successful. 

Proposal 5 If the device receives Msg2 containing an ID different from the identifier sent in Msg1 or if the device receives nothing but a DL message indicating the next slot, the device considers Msg2 reception as failure.
Proposal 6 Contention resolution is needed if multiple devices sending the same temporary identifier in Msg1 in the same access occasion can receive the ACK from the reader.

Proposal 7 If contention resolution is needed, 4-step RA should be designed for A-IoT. Otherwise, 2-step RA is sufficient for A-IoT.
Proposal 8 Send a LS to RAN1 to ask for the case of multiple devices sending the same temporary identifier in Msg1 in the same access occasion, whether it is possible for the reader to detect the temporary identifier.
Proposal 9 In Msg3 of 4-step RA, the device reports its device ID and other information if needed.

Proposal 10 For 4-step RA, if the device receives a contention resolution ID matching with its device ID carried in Msg3, the device considers contention resolution successful. 

Proposal 11 For 4-step RA, if the device receives a contention resolution ID not matching with its device identifier carried in Msg3 or if the device receives nothing but a DL message indicating the next slot, the device considers contention resolution as failure.
Proposal 12 If the device detects access attempt as failure, the device may re-access in the next random access round.
Proposal 13 For CFRA, the device reports its device ID and other information if needed in Msg1. If a response is received, the device considers access successful.
Proposal 14 RAN2 wait for RAN1 progress on FDM/TDM/CDM based random access.
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