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1. Introduction
[bookmark: OLE_LINK641][bookmark: OLE_LINK642][bookmark: OLE_LINK643]According to the objective specified in the New SID [1], RAN2 needs to study and decide whether Random access is needed for an Ambient IoT compact protocol stack and lightweight signaling procedure to enable DO-DTT and DT data transmission and study the Random access mechanism for an Ambient IoT, if needed.
At last RAN2 meeting, the following agreements on the Random access for an Ambient IoT are reached [2]:
Agreement
1 RAN2 confirms slotted-ALOHA is the baseline for Ambient IoT random access 
2 We will study the support for access triggering for a single device, group of devices, or all devices.    RAN2 to discuss the contention-based and contention-free access procedures and detailed solutions. 
3 Random Access is triggered by the reader 
4 Reader provides the information that the device needs to respond to the random access trigger.  FFS what those parameters are
5 Study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.  FFS the details on each procedure and how we call it.  
6 Handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access.  FFS details
7 For the very first access message from the device to reader in random access an ID is included.  RAN2 to discuss whether a temporary identifier is included, or the permanent device ID is included (considering other WGs input as well).   
This contribution will provide more considerations on the Random access for an Ambient IoT.
2. Discussion
At last RAN2 meeting, the baseline procedure is agreed [2]:
[bookmark: OLE_LINK1]Step A: Based on the service request, the reader sends the Initial Trigger Message indicating device(s) that need to respond; Details FFS
Step B: Triggered device(s) performs the random access-like procedure, if needed; Details FFS
Step C: The device may perform the data communication with the reader as needed, Details FFS

The baseline procedure is depicted in the figure below:


Figure 1: The baseline procedure 

In Step A, based on the service request from the core network, the reader sends the Initial Trigger Message indicating device(s) that need to respond and the details are FFS. This aspect is discussed in our contribution [3].
In Step B, triggered device(s) perform the RA-like procedure and the details are FFS. This aspect will be discussed in the following sub-clauses.
2.1 Ambient IoT 4-step or 2-step Random Access procedure
RAN1 agreed that at least slotted-ALOHA based access is studied for A-IoT contention-based access procedure [4]. From RAN1 perspective, at least when a response is expected from multiple devices that are intended to be identified, an A-IoT contention-based access procedure initiated by the reader is used. 
RAN2 agreed to study the support for access triggering for a single device, group of devices, or all devices and to discuss the contention-based and contention-free access procedures. RAN2 confirms that slotted-ALOHA is the baseline for Ambient IoT random access. RAN2 also agreed to study the solution and benefits of both 2-step like random access procedure and 4-step like random access procedure.
Based on these, the following steps for Ambient IoT 4-step RA procedure can be considered (Figure 2):


Figure 2: Ambient IoT 4-step Random Access, successful
Step 1: D2R transmission including a temporary identifier
Step 2: R2D transmission including the temporary identifier
Step 3: D2R transmission including a permanent device ID
Step 4: R2D transmission to acknowledge the D2R transmission in Step 3
As RAN2 has agreed, Random Access is triggered by the reader and the reader provides the information that the device needs to respond to the random access trigger. So, R2D transmission, i.e. from the Reader to the Ambient IoT device is introduced. Based on these R2D transmissions, at least one Ambient IoT device can send an initial UL/D2R transmission to the reader. RAN1 agreed that the support of frequency domain multiple access can be further study and thus more than one Ambient IoT devices can transmit the initial UL/D2R transmission in one time-duration or one D2R transmission slot. The acknowledgement of the initial D2R transmission from the reader can be sent to the Ambient IoT device. The device transmits a permanent device ID to the reader if a same temporary identifier is received in Step 2. 
Proposal 1: The following steps are included in the Ambient IoT 4-step Random Access procedure:
· Step 0: Trigger of RA initial transmission (already agreed at RAN2#125bis)
· Step 1: Initial D2R transmission including a temporary identifier
· Step 2: R2D transmission including the temporary identifier received in Step 1
· Step 3: D2R transmission including a permanent device ID, if acknowledged in Step 2;
· Step 4: Acknowledgement of the D2R transmission
Proposal 1bis: The Ambient IoT 4-step Random Access procedure as in Proposal 1 and Figure 2 are captured in the TR.
For Ambient IoT 2-step Random Access procedure, the following options can be considered (Figure 3):
· Option 1: RA procedure including Step 1 and Step 2 of Proposal 1
In this option, the AIoT device includes a temporary identifier in Step 1 and the reader will acknowledge the D2R transmission by including the same temporary identifier. 
If the same temporary identifier is included in Step 2, the AIoT device considers the access procedure completed successfully.
· Option 2: Step 1 including a permanent device ID
In this option, the AIoT device includes a permanent device ID in Step 1. The device ID can be visible or transparent to the reader. If the reader determines that the device ID is received successfully, e.g. by CRC checking, it transfers the device ID to the Core network and sends a temporary identifier to the device to acknowledge the D2R transmission in Step 1. 
The temporary identifier can be generated by the reader or the Core network according to the device ID (e.g. first N bit of the device ID) and the device considers the access procedure completed successfully if the temporary identifier in Step 2 matches the (partial) device ID of itself. 
Or, the temporary identifier can be generated by reader based on the time and/or frequency domain information of the slot on which the device ID is received. The device considers the access procedure completed successfully if the temporary identifier in Step 2 matches the slot. 
· Option 3: Step 1 including a temporary identifier and a permanent device ID
In this option, the AIoT device includes both a temporary identifier and a permanent device ID in Step 1 and the reader will acknowledge the D2R transmission by including the same temporary identifier. Also, the reader can transfer the device ID to the Core network if it determines that the device ID is received successfully, e.g. by CRC checking.
If the same temporary identifier is included in Step 2, the AIoT device considers the access procedure completed successfully.


Figure 3: Ambient IoT 2-step Random Access, successful

In our understanding, all 3 options are feasible. Both Option 2 and Option 3 involves the transmission of a permanent device ID with the Core network. So, LS to SA group(s) may be needed if Option 2 or Option 3 is included in the TR.  
Proposal 2: The following options are considered for the Ambient IoT 2-step Random Access procedure:
· Option 1: Initial D2R transmission including a temporary identifier
· Option 2: Initial D2R transmission including a permanent device ID
· Option 3: Initial D2R transmission including both a temporary identifier and a permanent device ID
Proposal 2bis: Options in Proposal 2 for the Ambient IoT 2-step Random Access procedure and Figure 3 are captured in the TR.
For contention based random access procedure, it is possible that multiple AIoT devices select a same D2R occasion/slot and include a same temporary identifier. In this case, a collision occurs. To solve the collision, other information in addition to a temporary identifier needs to be exchanged between the AIoT device and the reader, e.g. a permanent device ID.
Based on the AIoT 4-step or AIoT 2-step RA procedure, a temporary identifier can be generated by the AIoT device, e.g. in the AIoT 4-step RA procedure and Option 1/Option 3 of the AIoT 2-step RA procedure, or generated by the reader or the Core network, e.g. in the Option 2 of the AIoT 2-step RA procedure. The temporary identifier can be a random number or generated based on the slot/occasion used for initial D2R transmission or based on the permanent device ID.
Proposal 3: The temporary identifier can be generated by the AIoT device or the reader/CN, considering the following options:
· Option 1: a random number 
· Option 2: based on the slot of the initial D2R transmission
· Option 3: based on the permanent device ID
2.2 Device re-access
It has been agreed that handling of contention resolution failure and access failure at the device will be studied in RAN2, including failure detection and re-access. FFS details. The failure detection can be that during the contention-based access, no valid ACK is received after sending the first access message (e.g., random access ID), or a NACK is received from the reader indicating that the reader does not decode the uplink data information correctly. No valid ACK case includes the case that an ACK is not received in the current slot, or the ACK does not include correct contention resolution information, e.g., the random access ID.
Proposal 4: The device considers access failure when no valid ACK is received after sending the first access message, or a NACK is received from the reader after the uplink data transmission.
There are two directions on how to support device re-access after access failure detection. One option is that the AIoT device may re-access in the same access (inventory or command) round. In this case, the re-access happens in RAN and is transparent to the core network. Another option is to support delta access, e.g., delta inventory. Using inventory procedure as example, since inventory procedure is triggered by the core network, it is more appropriate that delta inventory procedure is triggered by the core network as well. The trigger message needs to include an indication indicating this is a delta inventory, so that the devices which fail the previous inventory round may re-access in this delta inventory round.
Proposal 5: RAN2 to study the following options for handling device access failure:
· Option 1: support re-access in the same access round.
· Option 2: support delta access in next access round.
Since the random access is a MAC procedure, we tend to prefer that re-access happens within MAC layer, i.e., without core network involvement. With this concern, we think Option 1 is preferred and it is simpler. In Option 1, the AIoT device may randomly choose a slot for re-access in the following slots in the same round. This solution has a small flaw that if the original slot chosen by this device is the last slot in this access round, there is no chance for re-access for this device. An easy workaround is that for each access round, there are dedicated slots for re-access after the slots used for initial access. Only the devices that fail to access in the previous slots can re-access in these dedicated slots. The re-access may use the same slotted ALOHA based random access procedure. This procedure is transparent to the core network and can solve the problem of the access failure.
Proposal 6: Support re-access in the same access round (Option 1). Dedicate slots for re-access in the end of the same access round may be used for re-access by the devices which experienced access failure in the previous slots.
2.3 Additional aspects
In RFID, the slotted ALOHA is used and only one device will be acknowledged by the reader in one R2D transmission. The procedures in Proposal 1 or Proposal 2 are manly described from a specific device point of view. To support access triggering for a group of devices or all devices, the procedures in Proposal 1 or Proposal 2 will be repeated for these devices one by one. One example is captured in Figure 4. 


Figure 4: Example of access triggering for multiple AIoT devices

Observation: The procedures in Proposal 1 or Proposal 2 can be used to support access triggering for a single device, group of devices or all devices. To support access triggering for a group of devices or all devices, the procedures in Proposal 1 or Proposal 2 will be repeated for these devices one by one.
For Step 2 in the AIoT 2-step RA procedure or Step 4 in the AIoT 4-step RA procedure, the acknowledgement for one AIoT device at a time is baseline. It seems that RAN1 is studying D2R or R2D transmission between the reader and more than one device in one slot, e.g. frequency domain multiple access, to reduce the access delay. For RAN2, considering the massive devices in the AIoT system, the benefits and the support for acknowledgement to multiple AioT devices in one R2D transmission need more study. 
Proposal 7: The acknowledgement to one AIoT device in one R2D transmission is supported as baseline. 
Proposal 7bis: The benefits and solution of acknowledgement to multiple AIoT devices in one R2D transmission need more study. 
3. Conclusion
[bookmark: OLE_LINK3]In this contribution, we have some discussions on the Random access for Ambient IoT and made the following observations and proposals:
Ambient IoT 4-step or 2-step RA procedure
Proposal 1: The following steps are included in the Ambient IoT 4-step Random Access procedure:
· Step 0: Trigger of RA initial transmission (already agreed at RAN2#125bis)
· Step 1: Initial D2R transmission including a temporary identifier
· Step 2: R2D transmission including the temporary identifier received in Step 1
· Step 3: D2R transmission including a permanent device ID, if acknowledged in Step 2;
· Step 4: Acknowledgement of the D2R transmission
Proposal 1bis: The Ambient IoT 4-step Random Access procedure as in Proposal 1 and Figure 2 are captured in the TR.
Proposal 2: The following options are considered for the Ambient IoT 2-step Random Access procedure:
· Option 1: Initial D2R transmission including a temporary identifier
· Option 2: Initial D2R transmission including a permanent device ID
· Option 3: Initial D2R transmission including both a temporary identifier and a permanent device ID
Proposal 2bis: Options in Proposal 2 for the Ambient IoT 2-step Random Access procedure and Figure 3 are captured in the TR.
Proposal 3: The temporary identifier can be generated by the AIoT device or the reader/CN, considering the following options:
· Option 1: a random number 
· Option 2: based on the slot of the initial D2R transmission
· Option 3: based on the permanent device ID
Device re-access 
Proposal 4: The device considers access failure when no valid ACK is received after sending the first access message, or a NACK is received from the reader after the uplink data transmission.
Proposal 5: RAN2 to study the following options for handling device access failure:
· Option 1: support re-access in the same access round.
· Option 2: support delta access in next access round.
Proposal 6: Support re-access in the same access round (Option 1). Dedicate slots for re-access in the end of the same access round may be used for re-access by the devices which experienced access failure in the previous slots.
Additional aspects
Observation: The procedures in Proposal 1 or Proposal 2 can be used to support access triggering for a single device, group of devices or all devices. To support access triggering for a group of devices or all devices, the procedures in Proposal 1 or Proposal 2 will be repeated for these devices one by one.
Proposal 7: The acknowledgement to one AIoT device in one R2D transmission is supported as baseline. 
Proposal 7bis: The benefits and solution of acknowledgement to multiple AIoT devices in one R2D transmission need more study. 
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