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1. Introduction
In R19, a new SI Ambient IoT (Internet of Things) in NR is setup.

In RN2#125bis meeting, RAN2 made following agreements for UP in ambient IOT.

Agreement 

1 SDAP is not supported for UP protocol stack. 

2 PDCP layer is not needed.  FFS how to handle AS security (if needed pending SA3 dicsussion) and any other really needed functionalities.  

3 RLC layer is not needed.   FFS how to handle segmentation (if needed and depending on RAN1 design and upper layer packet size).  RAN2 considers segmentation and reassembly would add complexity, however further discussions are needed.  

4 No HARQ and RLC AM

5 FFS about the level of visibility required by the reader and what information is necessary for AS layer operations.  

6 RAN2 assumes that no per-packet QoS and no per-QoS flow is supported at AS level (for both UL/DL).  FFS how to handle the general QoS requirements from SA2

Based on current agreements, the protocol stack for ambient IOT UP includes IOT MAC and PHY from AS perspective. In RAN2, we will focus on functions in IOT MAC layer.

2. Discussion
Based on current agreements, the protocol stack for ambient IOT UP includes IOT MAC and PHY from AS perspective. In RAN2, we will focus on functions in IOT MAC layer.

The proposed protocol stack in topology 1 is as below figure. We assume the AS layer is called IOT MAC here. The IOT MAC is terminated between device and reader (i.e., BS in TP1 and UE in TP2).
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Proposal 1: The protocol stack of ambient IOT includes IOT MAC and PHY from RAN2 perspective and IOT MAC is terminated between device and reader (i.e., BS in TP1 and UE in TP2).
Function 1: Multiplexing 
In NR MAC layer, the MAC will perform mapping between logical channels and transport channels. There will be multiple logical channels in one UE sides, and the MAC will also perform multiplexing/demultiplexing of MAC SDUs belonging to one or different logical channels into/from transport blocks (TB) delivered to/from the physical layer on transport channels. In ambient IOT system, the ambient IOT device will not have such complex traffic and no such Qos levels, so we cannot see the necessary to introduce logical channels. In SI, it indicates there is no HARQ function in MAC and it is common understanding. 
Proposal 2: No logical channel or traffic channel concept in ambient IOT MAC. 
It is common understanding, there will be PHY layer to handle data transmission via air interface between ambient IOT device and reader (BS or UE). So, there will be one layer to compile the exchanged information and deliver the compiled data packet to PHY layer, so this layer we can call it as IOT MAC layer. 

Proposal 3: IOT-MAC is used to (de-)compile the information for R2D or D2R command. IOT MAC will deliver/receive the IOT MAC PDU to/from PHY layer.
In IOT MAC layer of ambient IOT device side, the device will compile the command and transmit this command to reader via air interface. There is no logical channel concept and there is no requirement to send more than one command in one D2R transmission. So in D2R transmission, there is only one command. 
In IOT MAC layer of reader side, the reader will compile the command and transmit it to one or multiple ambient IOT devices. If the target is multiple devices, the R2D is broadcast kind of command, i.e., it is only one command. If the target is only one device, the R2D transmission only contains only one command for this device, i.e., it is not needed to support multiplex function of more than one R2D command for multiple device or one device.

Proposal 4: In one D2R transmission, the device will deliver only one command via IOT MAC in device side. What information will be included in IOT MAC PDU is FFS.

Proposal 5: In R2D transmission, the Reader will deliver only one command to one/multiple devices via IOT MAC, i.e., there is no multiplex function in R2D transmission. What information will be included in IOT MAC PDU is FFS.

Function 2: BSR like and SR like function 
Currently, only DT and DO-DTT will be considered. So there is no necessary to support SR because there is no device triggered data transmission. 
Proposal 6: SR is not supported for ambient IOT MAC due to only DT and DO-DTT is considered.
If DT and DO-DTT is supported, we assume the device will have one UL transmission based on one reader trigger. If the response message from device is big and segmentation is needed. There will be more than one UL transmission from device based on one DL trigger from reader. If the BSR like indication is only due to the segmentation, the segment indication, e.g., last segment indication, is enough to make the reader know the subsequent UL transmission requirement. Anyway, the requirement should be discussed before to decide to introduce BSR like function.

Proposal 7a: RAN2 is kindly asked to discuss the subsequent UL transmission requirement based on one DL trigger before introducing BSR like function. 
Proposal 7b: Simplified BSR like function can be supported if required, e.g., 1bit.
Function 3: Slotted-ALOHA access  
RAN2 already agreed that Slotted-ALOHA access will be supported. After access successfully, the reader can communicate with device one to one. 
It is not clear whether there is IOT-NAS or IOT layer, but we think it is up to SA2. If SA2 agrees to introduce IOT layer, RAN2 should discuss what kind of command will be in IOT layer and what kind of command will be in IOT MAC. In my understanding, paging message will select tags for the inventory. Random access or inventory will allow the tag access the reader via air interface. These commands are related tag initial access to network. If this kind of command is terminated in CN or IOT server, it will result in big delay for the random access and also low efficiency. So If IOT layer or IOT-NAS is introduced, at least paging and inventory commands are visible for the reader and ambient IOT device for network access efficiency purpose.
Proposal 8: If IOT layer or IOT-NAS is introduced, at least paging and inventory commands are visible for the reader and ambient IOT device for network access efficiency purpose, i.e., Slotted-ALOHA access is located in IOT MAC layer, not in IOT NAS.
Function 4: DRX like function 

In NR, UE C-DRX is introduced for UE power saving in RRC_CONNECTED. For device in ambient IOT, the power is precious and the device may also switch for charging. So the device may not always keep monitor reader for DL reception and also UL transmission. It is well known that the device cannot use cycle due to no synchronization with network and also cannot keep the synchronization due to power off usually. So the legacy UE C-DRX mechanism cannot be used. However, the one-shot period can be negotiated with reader for power saving or charging.
Proposal 9: The device can negotiate one-shot period with reader for power saving or charging purpose.

There are 2 options to negotiate one-shot period between device and reader:

Option 1: The device will report PHR like information and it is up to reader to indicate the one-shot period to device.

Option 2: The device will indicate the one-shot period and inform reader. 

Both options are possible and both options can be on the table.
Proposal 10: Both option 1 (reader will decide the one-short period based on PHR like information reporting from device) and option 2 (device will decide the one-shot period) are considered.
Function 5: Segmentation and repetition 
In TR 38.848, it indicates the maximum message size is approximately 1000 bits. 

	The design target of maximum message size is approximately 1000 bits to be received by the Ambient IoT device, and approximately 1000 bits to be transmitted from the Ambient IoT device, based on the maximum application layer packet size.

RAN1/RAN2 can refine as needed for TB size design.


In NR RLC, the segmentation is due to MAC HARQ scheduling based on LCP. If there is no LCP and no logical/traffic channel in ambient IOT, the segmentation is not needed from RAN2 perspective. The only concern is whether physical layer can handle the message with 1000 bits and the actual message size is up to SA2.
Proposal 11:  Segmentation will be up to RAN1/SA2 inputs, e.g., the TB size transmission in physical layer and the actual message size.

If the IOT MAC PDU is similar with RRC message and the data will be one of field in IOT MAC PDU, the IOT MAC PDU will be independent each other. So duplicated detection, in order delivery function are not needed.
Proposal 12: Duplicated detection, in order delivery function are not needed if segmentation is not introduced.
For reliability purpose in NR, retransmission based on feedback blind retransmission or repetition are supported in RAN1 and RLC retransmission based on feedback and PDCP duplication are supported in RAN2. PDCP duplication will be transmitted in different physical resource, e.g., in different serving cell. For ambient IOT, there will be only one serving reader. So it is hard to support high layer duplication. RAN2 already agreed to not support RLC AM. So repetition in PHY layer is reasonable and it is hard to support repletion/duplication in high layer.
Proposal 13: High layer repetition or duplication is not supported for ambient IOT. 
Function 6: Interaction with low/upper layer
It is not clear whether there is IOT-NAS or IOT layer, if yes, the IOT MAC will receive the information from upper layer and encapsulation it in IOT MAC PDU. The IOT MAC will also de-encapsulation the IOT MAC PDU to obtain the upper layer information and deliver it to upper layer.
Proposal 14: The IOT MAC will receive the information from upper layer and encapsulation it in IOT MAC PDU. The IOT MAC will also de-encapsulation the IOT MAC PDU to obtain the upper layer information and deliver it to upper layer.
Like NR MAC, the IOT MAC will deliver IOT MAC PDU to low layer (i.e., physical layer) and receive the TB (i.e., IOT MAC PDU) from low layer.

Proposal 15: The IOT MAC will deliver IOT MAC PDU to low layer (i.e., physical layer) and receive the TB (i.e., IOT MAC PDU) from low layer.
Function 7: Data transmission

For data transmission, the IOT MAC PDU will include some information for current DL reception or next UL transmission, e.g., resource allocation, TB size, modulation, coding, wave etc. This kind of information are discussed and decided by RAN1. So RAN2 can wait for inputs from RAN1 about data transmission.
Proposal 16: Information included in IOT MAC PDU for current DL reception or next UL transmission, e.g., T-F resource allocation, TB size, modulation, coding, wave etc, is up to RAN1 inputs.
Function 8: Device capability reporting 

In SI, the device will include device 1, device 2a and device 2b and the device capability is different.

	A. The overall objective shall be to study a harmonized air interface design with minimized differences (where necessary) for Ambient IoT to enable the following devices:

i. ~1 µW peak power consumption, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, neither DL nor UL amplification in the device. The device’s UL transmission is backscattered on a carrier wave provided externally.
ii. ≤ a few hundred µW peak power consumption1, has energy storage, initial sampling frequency offset (SFO) up to 10X ppm, both DL and/or UL amplification in the device. The device’s UL transmission may be generated internally by the device, or be backscattered on a carrier wave provided externally.


For device 1 and device 2a, the common part is backscatter-based transmission and the difference are power capacity size. For device 2a and 2b, the common part is big power capacity size, amplification and the difference are transmission mechanism, i.e., backscatter-based transmission and active UL transmission.
If the reader knows the device capability, the reader can have corresponding handling, e.g., if the reader knows the target device is backscatter-based transmission, the reader will provide the CW. This kind of device capability is static. However, the device power left for data transmission is kind of dynamic device capability and it may impact the data transmission continuity.

Proposal 17: The device capability is reported to reader including static device capability and dynamic device capability.
Function 9: Qos

In RAN2#125bis meeting, RAN2 agreed that “RAN2 assumes that no per-packet QoS and no per-QoS flow is supported at AS level.”

In TR 38.848, it indicates the latency requirement for ambient IOT. 
	5.6
Latency

The one-way end-to-end maximum latency targets, as defined in TR 22.840, are:

-
Longer latency target: 10 seconds

-
Shorter latency target: 1 second
A use case is assigned to a latency target according to TR 22.840. RAN WGs can refine a definition of latency suitable for their work within the above.

NOTE:
The time for charging the Ambient IoT device storage (if present) is not included in the latency defined above. Time for energy harvesting, charging, etc. is regarded as an implementation issue only.

NOTE:
The one-way end-to-end maximum latency is assumed to also include query/triggering time.


For DT and DO-DTT, the device will report information to the reader based on reader trigger. So the latency should rely on reader.
Besides, the data rate is not essential for ambient operation because the reporting information size is not big.
Proposal 18: The Qos for ambient IOT operation only includes latency.

Proposal 19: The latency requirement is only visitable to reader, i.e., the latency is transparent to device. The latency is up to RAN3/SA2.
Function 10: security

If SA2 agree to introduce IOT NAS layer and RAN2 agreed the AS protocol including IOT MAC and PHY, so it is reasonable to support security in IOT NAS. Even if there is no IOT NAS layer, it is possible to support security in APP layer. So for now, RAN2 assumes that security issue is transparent to AS. RAN2 can skip the security discussion and it is up to SA2/SA3/CT1.

Proposal 20: RAN2 assume security for ambient IOT is located in IOT NAS layer or APP layer and it is up to SA2/SA3/CT1 to discuss the details. 
3. Conclusions

Based on the above discussion, we propose following proposals:
Proposal 1: The protocol stack of ambient IOT includes IOT MAC and PHY from RAN2 perspective and IOT MAC is terminated between device and reader (i.e., BS in TP1 and UE in TP2).
Proposal 2: No logical channel or traffic channel concept in ambient IOT MAC. 

Proposal 3: IOT-MAC is used to (de-)compile the information for R2D or D2R command. IOT MAC will deliver/receive the IOT MAC PDU to/from PHY layer.

Proposal 4: In one D2R transmission, the device will deliver only one command via IOT MAC in device side. What information will be included in IOT MAC PDU is FFS.

Proposal 5: In R2D transmission, the Reader will deliver only one command to one/multiple devices via IOT MAC, i.e., there is no multiplex function in R2D transmission. What information will be included in IOT MAC PDU is FFS.

Proposal 6: SR is not supported for ambient IOT MAC due to only DT and DO-DTT is considered.
Proposal 7a: RAN2 is kindly asked to discuss the subsequent UL transmission requirement based on one DL trigger before introducing BSR like function. 
Proposal 7b: Simplified BSR like function can be supported if required, e.g., 1bit.
Proposal 8: If IOT layer or IOT-NAS is introduced, at least paging and inventory commands are visible for the reader and ambient IOT device for network access efficiency purpose, i.e., Slotted-ALOHA access is located in IOT MAC layer, not in IOT NAS.
Proposal 9: The device can negotiate one-shot period with reader for power saving or charging purpose.

Proposal 10: Both option 1 (reader will decide the one-short period based on PHR like information reporting from device) and option 2 (device will decide the one-shot period) are considered.
Proposal 11:  Segmentation will be up to RAN1/SA2 inputs, e.g., the TB size transmission in physical layer and the actual message size.

Proposal 12: Duplicated detection, in order delivery function are not needed if segmentation is not introduced.
Proposal 13: High layer repetition or duplication is not supported for ambient IOT. 
Proposal 14: The IOT MAC will receive the information from upper layer and encapsulation it in IOT MAC PDU. The IOT MAC will also de-encapsulation the IOT MAC PDU to obtain the upper layer information and deliver it to upper layer.
Proposal 15: The IOT MAC will deliver IOT MAC PDU to low layer (i.e., physical layer) and receive the TB (i.e., IOT MAC PDU) from low layer.
Proposal 16: Information included in IOT MAC PDU for current DL reception or next UL transmission, e.g., T-F resource allocation, TB size, modulation, coding, wave etc, is up to RAN1 inputs.
Proposal 17: The device capability is reported to reader including static device capability and dynamic device capability.
Proposal 18: The Qos for ambient IOT operation only includes latency.

Proposal 19: The latency requirement is only visitable to reader, i.e., the latency is transparent to device. The latency is up to RAN3/SA2.
Proposal 20: RAN2 assume security for ambient IOT is located in IOT NAS layer or APP layer and it is up to SA2/SA3/CT1 to discuss the details. 
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