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1. Overall Description:

RAN2 agreements on UE side data collection
RAN2 has discussed the topic of UE side data collection for UE-side model training and agreed on a TP for TR 38.843 on this topic (R2-2407807).   The table below captures the solutions identified and analyzed in RAN2.  These options are all under consideration in RAN and input from SA is needed by RAN#106 when RAN expects to make a decision on how to progress on this topic.  
Table 7.2.1.3.2-1. Analysis of different data collection options for UE-side model training.

	              Option

Aspect
	Option 1a)
	Option 1b)
	Option 2
	Option 3

	First termination entity
	Training entity (e.g., Over-The-Top (OTT) server)
	Server for data collection for UE-side model training
	Inside the CN 
	Inside OAM domain

	AI/ML-specific Data Transfer Path
	UE to OTT server via either 3GPP or non-3GPP network
	UE ->Server for data collection for UE-side model training/OTT server

(Note 4)
	UE-> CN -> Server for data collection for UE-side model training/OTT server

(Note 4)
	UE-> gNB->OAM -> Server for data collection for UE-side model training/OTT server

(Note 4)

	UP/CP tunnel
	UP tunnel (for the case of data transfer from UE to OTT server via 3GPP network)
	UP tunnel 
	CP tunnel (provided that the data volume remains within the NAS signalling capacity)

FFS: UP tunnel 

(Note 7)


	CP tunnel (provided that the data volume remains within the RRC signalling capacity)

FFS: UP tunnel
(Note 7)

	Protocol layer for data transfer
	Application layer
	Application layer
	NAS layer for CP tunnel

FFS: the protocol layer for UP tunnel
	RRC layer for CP tunnel

FFS: the protocol layer for UP tunnel



	Controllability of MNO on data transfer
(Note 1)


	No AI/ML specific controllability
	FFS: level of controllability
(Note 5)
	Full controllability 


	Full controllability



	Solution for network controllability
	N/A (the OTT server can directly request data from the UE)
	Example: per PDU sessions 
	Via NAS procedure or FFS other procedures


	Via RRC procedure

	Possible Options for Visibility of data content in MNO and Data format 
(Note 2, Note 3) 
	No standardized visibility


	FFS on level of visibility
(Note 5)
	Opt A) Full visibility for standardized data contents.

Opt B) Partial visibility for partially standardized data contents. 
(Note 6)

Opt C) No standardized visibility.
(Note 6)
	Opt A) Full visibility for standardized data contents.

Opt B) Partial visibility for partially standardized data contents. 
(Note 6)

Opt C) No standardized visibility.
(Note 6)



	Impacted WGs
	N/A
	SA2, SA3, RAN2, RAN3, CT1
	SA2, SA3, RAN3, RAN2, CT1 and CT3
	RAN2, RAN3, SA3, 

SA5, SA2

	· Note 1: Full controllability: The MNO can manage data transfer to the server for UE-side data collection, without the need of SLA. This includes initiating, terminating, and fully managing data transfer. 

· Note 2: Visibility of data content signifies that the MNO can, at least, be aware of, access, and comprehend the data without the need of SLA.

· Note 3: The following options are identified to realize the different levels of data content visibility to the MNO:

· Full visibility for standardized data content.

· Partial visibility for partially standardized data content (e.g. UE proprietary information can be included transparently together with the standardized data message).

· No standardized visibility (e.g. only UE proprietary information can be included transparently).
· Note 4: The potential involvement of NF or other higher layers entities/functionalities should be discussed in other WGs. Impact on the OTT server is not in the scope of RAN2 discussion.

· Note 5: RAN2 cannot reach consensus on the level of MNO controllability and visibility possible via solution 1b without input from SA groups.

· Note 6: RAN2 has not concluded on the need for partial and no visibility options.
· Note 7: RAN2 could not reach consensus on the feasibility of UP solution in options 2 and 3.


RAN2 could not reach consensus without input from SA groups on feasibility of MNO controllability and visibility (Note 5) for option 1b and couldn’t reach consensus on the feasibility of UP solution for option 2 and 3 (Note 7).
For reference, RAN1 provided an initial analysis of typical data size/range of the data content for the existing use cases (in R1-2310681).  
RAN#105 way forward and requirements

	RAN has agreed to the following requirements for data collection for UE sided model training for standardized solution (if standardized) (i.e. 1b, 2, 3).   1a is not precluded
.  

1. Data collected is secured and ensures data integrity and confidentiality.

2. Safeguards user data confidentiality
/privacy/anonymity/user consent .

3. The MNO has full control of the standardized data collection transfer process and can manage data transfer to the server for UE-side data collection, without the need of SLA for this purpose. This includes initiating, terminating, and fully managing data transfer

4. MNO full visibility for standardized data.  

5. Futureproof and extendable design

FFS/study if and how to handle non-standardized data (i.e. partial visibility).  

FFS controllability on data collection
Solutions should follow the principle of aiming to minimize air interface overhead and impact to NW operation



6. 
7. 
8. 
9. 
10. 



The solutions for data collection (if standardized) need to meet the requirements above.   RAN kindly asks Sato
 initiste
 work for SA2
 to provide inputs on solutions 1b, 2, and 3 by RAN#106.    


2. Actions:

To SA WG2 group.

ACTION: 

3. Date of Next [TSG RAN] Meetings:

[TSG RAN] Meeting #106

9th – 12th Dec 2024
Madrid, Spain
�We understand option 1a is not precluded as candidate solution option for UE side data collection. If so may be it should be clarified.


�Confidentiality is duplicated with the 1st bullet, or it has different meaning here?


�SA to


�Is it a typo for “to initiate”?


�May not only be SA2, suggest to change to “in downstream SA WGs”





