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*** First Change ***
[bookmark: _Toc21954278][bookmark: _Toc25048058][bookmark: _Toc34143433][bookmark: _Toc34750903][bookmark: _Toc34751664][bookmark: _Toc35941012][bookmark: _Toc43283912][bookmark: _Toc49762907][bookmark: _Toc51925761][bookmark: _Toc51925862][bookmark: _Toc161906233]6.1.2.2.2	Content type
JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type "application/json".
"Problem Details" JSON object shall be used to indicate additional details of the error in a HTTP response body and shall be signalled by the content type "application/problem+json", as defined in IETF RFC 9457 [13].
Multipart messages shall also be supported (see clause 6.1.2.4) using the content type "multipart/related", comprising:
-	one JSON body part with the "application/json" content type; and
-	one or more binary body parts with 3gpp vendor specific content subtypes.
The 3gpp vendor specific content subtypes defined in Table 6.1.2.2.2-1 shall be supported.
Table 6.1.2.2.2-1: 3GPP vendor specific content subtypes
	content subtype
	Description

	vnd.3gpp.ngap
	Binary encoded payloadcontent, encoding NG Application Protocol (NGAP) IEs, as specified in clause 9.3 of 3GPP TS 38.413 [15] (ASN.1 encoded).

	vnd.3gpp.s1ap
	Binary encoded payloadcontent, encoding S1 Application Protocol (S1AP) IEs, as specified in clause 9.2 of 3GPP TS 36.413 [17] (ASN.1 encoded).

	NOTE:	Using 3GPP vendor content subtypes allows to describe the nature of the opaque payload content (e.g. NGAP or 5GS NAS information) without having to rely on metadata in the JSON payloadcontent. 



See clause 6.1.2.4 for the binary payloads contents supported in the binary body part of multipart messages.

*** End of Change ***



