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# 4 Overview

The Network Slice Capability Exposure (NSCE) Server forms part of the SEAL Enabler Layer defined in 3GPP TS 23.434 [13] and aims to ensure the efficient use and deployment of network slice capability exposure capabilities to vertical applications. The NSCE Server services expose network slicing capabilities based on the 5GS management system services (e.g., MnS services) and the 5GS network services (e.g., NEF APIs, NWDAF APIs, NSACF APIs). The NCSE Server supports for this purpose, among other functionalities defined in 3GPP TS 23.435 [14], the following functionalities:

* network slice API configuration and translation management;
* network slice lifecycle management;
* network slice policy management;
* network slice optimization management;
* network slice management service discovery management;
* network slice related performance and analytics monitoring management;
* network slice information collection management;
* network slice predictive modification management;
* multiple network slice coordinated resource optimization management;
* network slice adaptation management;
* network slice related communication services management;
* network slice modification in Inter-PLMN continuity management;
* network slice diagnostics management;
* network slice fault management;
* network slice requirements verification and alignment management;
* network slice information retrieval and delivery management; and
* network slice allocation management.

Figure 4-1 shows the reference model of the NSCE Enabler Layer, with a focus on the NSCE Server:



Figure 4-1: NSCE Enabler Layer functional model
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