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* * * * Start of changes * * * *
[bookmark: _Toc85734118][bookmark: _Toc89431417][bookmark: _Toc97042209][bookmark: _Toc97045353][bookmark: _Toc97155098][bookmark: _Toc101521248][bookmark: _Toc138761508][bookmark: _Toc145707702][bookmark: _Toc160570161][bookmark: _Toc162007757]5.6.2.2.2	EAS requesting reservation of resources for a data session between AC and EAS with specific QoS using Eees_SessionWithQoS operation
[bookmark: _Toc65839156]To request establishment of a data session between AC and EAS with a specific QoS, the EAS shall send a HTTP POST message to the Edge Enabler Server on the "Sessions with QoS" resource as specified in clause 8.5.2.2.3.1. The body of POST message shall include the EAS identifier, only one of the UE's IP address or the Identifier of the UE or the identifier of the group uniquely identifying a group of UEs, IP flow description, and at least one of requested QoS reference. The body of POST message may include a list of associated events which the EAS subscribes, and if the event list is included, a Notification Destination URI shall also be provided.
Upon receiving the HTTP POST message from the EAS:
1.	the EES shall process the EAS Session with QoS Create request;
2.	the EES shall verify the identity of the EAS and check if the EAS is authorized to request reservation of resources for a data session between AC and EAS with a specific QoS;
3.	if the EAS is authorized, then the EES shall:;
a.	create a new resource "Individual Session with QoS";
b.	if the request is for a group of UEs identified by group ID (i.e., via the "intGrpId" or "extGrpId") or for a single UE identified via the "ueId" attribute, interact with the SCEF (as specified in 3GPP TS 29.122 [6]) or the NEF (as specified in 3GPP TS 29.522 [10]) by invoking the MonitroingEvent API with the monitoring type sets to "PDN_CONNECTIVITY_STATUS" to request to be notified when the 3GPP network detects the UE's PDN connection or PDU session is set up or torn down. If the IP address for the single UE or, the IP address(es) for one or more UEs within the group are received from the 3GPP network, then execute step 3c; and
c.	if the request is for a single UE identified by the IP address or the IP address is obtained in step 3b, interact directly with the PCRF (as specified in 3GPP TS 29.214 [15]) or the PCF (as specified in 3GPP TS 29.514 [16]), or via the SCEF (as specified in 3GPP TS 29.122 [6]) or the NEF (as specified in 3GPP TS 29.522 [10]) by invoking the AsSessionWithQoS API, to provide the specific QoS information to the PCF;.
4.	if the EAS is authorized, then if one of the subscribed event(s) is "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION" event:
a)	if the "EdgeApp_2" feature is supported, the EAS may provide the traffic filter information in the "trafFilterInfo" attribute in the request body and:
i)	the EES may invoke the Nnef_PfdManagement API as described in clause 4.4.6 of 3GPP TS 29.522 [10] and clause 4.4.10 of 3GPP TS 29.122 [18] with the same Application Identifier that is used for requesting user plane path management events monitoring as defined further below;
ii)	 if the Application Identifier is not provided by the EAS, the EES may map the EAS ID into the Application Identifier that is used to invoke the Nnef_PfdManagement API; and
iii)	if the invocation of the PFD Management procedures towards the 3GPP network fails (e.g. the PFD Management service is not supported by the 3GPP Core Network), the EES shall reject the request in step 6 with an appropriate error response; and
iv)	if the PFD Management service is not supported by the 3GPP Core Network, the EES shall reject the request with an HTTP "403 Forbidden" status code with the response content body containing a the ProblemDetails data structure with including the "cause" attribute including set to the "PFD_MNGT_NOT_SUPPORTED" application error;
and
5.	upon receipt of successful response from 3GPP network, respond to the EAS with "201 Created" and include the session with QoS context information. The new created resource URI shall also be included in the Location header field of the HTTP response message.in the response message. 
On failure, the EES shall take proper error handling actions, as specified in clause 8.5.6, and respond to the EAS with an appropriate error status code.
* * * * Next changes * * * *
[bookmark: _Toc85734121][bookmark: _Toc89431420][bookmark: _Toc97042212][bookmark: _Toc97045356][bookmark: _Toc97155101][bookmark: _Toc101521251][bookmark: _Toc138761511][bookmark: _Toc145707705][bookmark: _Toc160570164][bookmark: _Toc162007760]5.6.2.3.2	EAS updating QoS of a data session between AC and EAS using Eees_SessionWithQoS_Update operation
To request modification of the QoS of the data session between AC and EAS, the EAS shall send a HTTP PATCH or PUT message to the EES on resource URI "Individual Session with QoS" resource as specified in clause 8.5.2.3.3.1 for HTTP PATCH message and in clause 8.5.2.3.3.2 for HTTP PUT message.
The PUT message shall replace all the QoS settings of the data session in the existing context. The request shall not change the values of the "easId", "ueId", "ueIpv4Addr", "ueIpv6Addr", "ipDomain", "intGrpId", "extGrpId", "dnn" and/or "snssai" attributes.
Upon receiving the HTTP PATCH or PUT message from the EAS:
1.	the EES shall check the update of the existing Individual Session with QoS from the EAS is authorized or not;
2.	if the EAS is authorized, then if one of the subscribed event(s) is "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION" event:
a)	if the "EdgeApp_2" feature is supported, the EAS may provide the traffic filter information in the "trafFilterInfo" attribute in the request body and:
i)	the EES may invoke the Nnef_PfdManagement API as described in clause 4.4.6 of 3GPP TS 29.522 [10] and clause 4.4.10 of 3GPP TS 29.122 [18] with the same Application Identifier that is used for requesting user plane path management events monitoring as defined further below;
ii)	 if the Application Identifier is not provided by the EAS, the EES may map the EAS ID into the Application Identifier that is used to invoke the Nnef_PfdManagement API; and
iii)	if the invocation of the PFD Management procedures towards the 3GPP network fails (e.g., the PFD Management service is not supported by the 3GPP Core Network), the EES shall reject the request in step 6 with an appropriate error response; and
iv)	if the PFD Management service is not supported by the 3GPP Core Network, the EES shall reject the request, e.g. with an HTTP "403 Forbidden" status code with the response content body containing athe ProblemDetails data structure with including the "cause" attribute including set to the "PFD_MNGT_NOT_SUPPORTED" application error if the PFD Management service is not supported by the 3GPP Core Network;
and
3.	if the EAS is authorized, and to update the QoS setting, then the EES shall:
a.	interact with the 3GPP network to update the associated data session; and
b.	upon receipt of successful response from 3GPP network, respond to the EAS with "204 No Content", or "200 OK" with the updated Individual session with QoS context in the response message.
	On failure, the EES shall take proper error handling actions, as specified in clause 8.5.6, and respond to the EAS with an appropriate error status code.
	If the EES determines that the received HTTP PATCH or PUT message needs to be redirected, the EES may respond with an HTTP "307 Temporary Redirect" status code or an HTTP "308 Permanent Redirect" status code including an HTTP "Location" header containing an alternative URI representing the end point of an alternative EES where the message should be sent. Redirection handling is described in clause 5.2.10 of 3GPP TS 29.122 [6].
* * * * Next changes * * * *
[bookmark: _Toc85734141][bookmark: _Toc89431440][bookmark: _Toc97042232][bookmark: _Toc97045376][bookmark: _Toc97155121][bookmark: _Toc101521271][bookmark: _Toc138761531][bookmark: _Toc145707725][bookmark: _Toc160570184][bookmark: _Toc162007780]5.8.2.2.2	Service consumer requesting to get notifications of ACR management events using Eees_ACRManagementEvent_Subscribe service operation
In order to subscribe to notifications of ACR management events, the service consumer shall send a HTTP POST request message to the EES targeting the "ACR Management Events Subscriptions" resource as specified in clause 8.6.2.2.3.1. The body of the HTTP POST request message shall include the AcrMgntEventsSubscription data type as specified in clause 8.6.5.2.2.
Upon reception of the HTTP POST request message from the service consumer:

1.	the EES shall verify the identity of the service consumer and check if the service consumer is authorized to subscribe to notifications of ACR management events;
[bookmark: _Hlk132892220]2.	if the service consumer is authorized, the EES may interact with the 3GPP Core Network as specified in clause 8.6.3.2.2 of 3GPP TS 23.558 [2];
3a.	on success, the EES shall create a new "Individual ACR Management Events Subscription" resource and respond to the service consumer with an HTTP "201 Created" status code, with the response body including the representation of the created "Individual ACR Management Events Subscription" resource. The URI of the created resource shall also be included within an HTTP Location header field;
and
3b.	on failure:
ii)	the EES shall take proper error handling actions, as specified in clause 8.6.6, and respond to the service consumer with an appropriate error status code; and
iii)	if the "EdgeApp_2" feature is supported and the invocation of the PFD Management procedures towards the 3GPP network as part of step 2 above fails because the PFD Management service is not supported by the 3GPP Core Network, the EES shall reject the request with an HTTP "403 Forbidden" status code with the response content body containing athe ProblemDetails data structure with including the "cause" attribute including set to the "PFD_MNGT_NOT_SUPPORTED" application error.

* * * * Next changes * * * *
[bookmark: _Toc85734249][bookmark: _Toc89431548][bookmark: _Toc97042356][bookmark: _Toc97045500][bookmark: _Toc97155245][bookmark: _Toc101521382][bookmark: _Toc138761650][bookmark: _Toc145707860][bookmark: _Toc160570341][bookmark: _Toc162007937]8.1.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.1.5.1-1 specifies the data types defined specifically for the Eees_EASRegistration API service.
Table 8.1.5.1-1: Eees_EASRegistration API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	Affinity
	8.1.5.3.7
	Represents the affinity requirements of an EAS bundle.
	EdgeApp_2

	BdlType
	8.1.5.3.6
	Represents the EAS bundle type.
	EdgeApp_2

	CoordinatedAcrReqs
	8.1.5.2.10
	Represents the coordinated ACR related requirements for an EAS bundle.
	EdgeApp_2

	EASBdlReqs
	8.1.5.2.9
	Represents EAS bundle requirements.
	EdgeApp_2

	EASBundleInfo
	8.1.5.2.8
	Represents EAS bundle information.
	EdgeApp_2

	EASCategory
	8.1.5.3.4
	Used to indicate the category or type of the EAS.
	

	EASProfile
	8.1.5.2.3
	The profile information related to the EAS in the EASRegistration data type.
	

	EASRegistration
	8.1.5.2.2
	The EAS registration information on EES.
	

	EASRegistrationPatch
	8.1.5.2.6
	To partially update the EAS Registration information.
	

	EASServiceKPI
	8.1.5.2.4
	Service characteristics provided by EAS, captured in EAS profile information. 
	

	EndPoint
	8.1.5.2.5
	The end point information of the Edge Application Server in the EAS profile.
	

	FailureAction
	8.1.5.3.8
	Represents the EAS bundle related failure action during ACR.
	EdgeApp_2

	PermissionLevel
	8.1.5.3.3
	Used to indicate the level of service permissions supported by the EAS.
	

	TransContSuppDetails
	8.1.5.2.7
	Represents the detailed information about the EAS (e.g. SEALDD Server) capability for seamless transport layer service contnuity.
	SEALDDSupport

	TransportProtocol
	8.1.5.3.5
	Indicates the supported transport layer protocol for EAS context transfer.
	SEALDDSupport



Table 8.1.5.1-2 specifies data types re-used by the Eees_EASRegistration API service. 
Table 8.1.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features defined in table 8.1.7-1.
	

	DateTime
	3GPP TS 29.122 [6]
	Used to capture the expiration time of EAS registration.
	

	DateTimeRm
	3GPP TS 29.571 [8]
	Used to capture the expiration time EAS registration patch.
	

	ScheduledCommunicationTime
	3GPP TS 29.122 [6]
	Used to define the schedule of EAS availability. 
	

	RouteToLocation
	3GPP TS 29.571 [8]
	Used to define the DNAIs associated with EAS and the corresponding N6 routing information for each EAS DNAI.
	

	DurationSec
	3GPP TS 29.122 [6]
	Duration in seconds, used to define the availability reporting period for EES to check EAS availability. 
	

	BitRate
	3GPP TS 29.571 [8]
	Used to express the connection bandwidth of EAS service KPI.
	

	Ipv4Addr
	3GPP TS 29.122 [6]
	Identifying the IPv4 address of the Edge Application Server.
	

	Ipv6Addr
	3GPP TS 29.122 [6]
	Identifying the IPv6 address of the Edge Application Server.
	

	PlmnIdNid
	3GPP TS 29.571 [8]
	Represents the network identifier.
	EdgeApp_2

	ServiceArea
	Clause 9.1.5.2.5
	Represents the topological and geographical service area information of the EAS.
	

	Uinteger
	3GPP TS 29.571 [8]
	Used to express the maximum response time of EAS service KPI.
	

	Fqdn
	3GPP TS 29.571 [8]
	Used to express the Fully Qualified Domain Name of EAS end point.
	



* * * * Next changes * * * *
* * * * Next changes * * * *
* * * * Next changes * * * *
[bookmark: _Toc145707879][bookmark: _Toc160570360][bookmark: _Toc162007956]8.1.5.3.7	Enumeration: Affinity
Table 8.1.5.3.7-1: Enumeration Affinity
	Enumeration value
	Description
	Applicability

	STRONG
	Indicates that the affinity is strong, i.e., all the EASs of the bundle shall be in the same EDN.
	

	PREFERRED
	Indicates that the affinity is preferred, i.e., it is nice preferred to have all the EASs of the bundle in the same EDN, but it is not essential.
	

	WEAK
	Indicates that the affinity is weak, i.e., it is not essential to have all the EASs of the bundle in the same EDN.
	



* * * * Next changes * * * *
[bookmark: _Toc160570478][bookmark: _Toc162008074]8.4.5.2.7	Type: EASBdlInd
Table 8.4.5.2.7-1: Definition of type EASBdlInd
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	bdlType
	BdlType
	C
	0..1
	Represents the EAS bundle type. 

(NOTE)
	

	bdlId
	string
	C
	0..1
	Contains the identifier of the EAS bundle for identifying ACs with EAS bundle information in the AC Profile and with matching bundle EAS identification information. 

(NOTE)
	

	easBdlReqs
	EASBdlReqs
	C
	0..1
	Contains the EAS Bundle Requirements for identifying ACs with EAS bundle information in the AC Profile and with matching bundle requirements. 

(NOTE)
	

	parBundDet
	boolean
	C
	0..1
	Indicates partial bundle determination, for identifying ACs which include EAS bundle information in the AC Profile but for which only an EAS subset has been determined by EES.

-	When set to "true", it indicates that the partial bundle determination is requested.
-	When set to "false", it indicates that the partial bundle determination is not requested.
-	The default value when this attribute is omitted is "false".

(NOTE)
	

	NOTE:	At least one of these attributes shall be present.



* * * * Next changes * * * *
[bookmark: _Toc65839257][bookmark: _Toc85734391][bookmark: _Toc89431690][bookmark: _Toc97042502][bookmark: _Toc97045646][bookmark: _Toc97155391][bookmark: _Toc101521531][bookmark: _Toc138761812][bookmark: _Toc145708027][bookmark: _Toc160570520][bookmark: _Toc162008116]8.5.5.2.2	Type: SessionWithQoS
Table 8.5.5.2.2-1: Definition of type SessionWIthQoS
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	self
	Uri
	C
	0..1
	Link to the "Individual Session with QoS" resource. 
Shall only be present in the HTTP GET response on the "Sessions with QoS" resource.
	

	easId
	string
	M
	1
	The application identifier of the EAS (e.g. URI, FQDN).
	

	ueIpv4Addr
	Ipv4Addr
	O
	0..1
	IPv4 address of the UE. (NOTE 1)
	

	ueIpv6Addr
	Ipv6Addr
	O
	0..1
	IPv6 address of the UE. (NOTE 1)
	

	ipDomain
	string
	O
	0..1
	Identifies the IP domain.
The attribute may only be provided if the ueIpv4Addr attribute is present.
	

	ueId
	Gpsi
	O
	0..1
	Identifier of the UE for which related session with QoS is requested to. (NOTE 1)
	

	intGrpId
	GroupId
	O
	0..1
	The internal group identifier, identifying the group of UEs for which related session with QoS is requested to. (NOTE 1)
	

	extGrpId
	ExternalGroupId
	O
	0..1
	The external group identifier, identifying the group of UEs for which the related session with QoS is requested to. (NOTE 1)
	

	ipFlows
	array(FlowDescription)
	M
	1..N
	Contains the flow description for the Uplink and/or Downlink IP flows.

(NOTE 3)
	

	qosReference
	string
	O
	0..1
	Identifies a pre-defined QoS information (NOTE 2)
	

	trafFilterInfo
	TrafficFilterInfo
	O
	0..1
	Represents the traffic filter information.

This attribute may be present only if the "event" attribute is set to "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION".

(NOTE 3)
	EdgeApp_2

	altQosReference
	array(string)
	O
	1..N
	Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
	

	events
	array(UserPlaneEvent)
	O
	1..N
	Indicates the events subscribed by the EAS.
	

	sponsorInformation
	SponsorInformation
	O
	0..1
	Describes the sponsor information.
	

	qosMonInfo
	QosMonitoringInformation
	O
	0..1
	Qos Monitoring information. It may be present when the event "QOS_MONITORING" is subscribed.
	

	notificationDestination
	Uri
	C
	0..1
	URI where the event notification shall be delivered to. 
This attribute shall be present if the "events" attribute is included.
	

	dnn
	Dnn
	O
	0..1
	Dnn of the PDU session, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only.
	

	snssai
	Snssai
	O
	0..1
	S-NSSAI of the PDU session.
	

	maxbrUl
	BitRate
	O
	0..1
	Indicates the (requested) maximum bandwidth in uplink. (NOTE 2)
	

	maxbrDl
	BitRate
	O
	0..1
	Indicates the (requested) maximum bandwidth in downlink. (NOTE 2)
	

	disUeNotif
	boolean
	O
	0..1
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by Subscriber to request the EES to send a test notification as defined in 3GPP TS 29.122 [6]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in 3GPP TS 29.122 [6].
	Notification_websocket

	suppFeat
	SupportedFeatures
	C
	0..1
	Used to negotiate the supported optional features of the API as described in clause 7.8.
This attribute shall be provided in the HTTP POST request and in the response of successful resource creation.
	

	NOTE 1:	Only one of UE IP address (ipv4Addr or ipv6Addr), UE Identifier (ueId), Internal group identifier (intGrpId), or External group identifier (extGrpId) shall be included.
NOTE 2:	Only one of requested QoS (qosReference) or Requested bandwidth (maxbuUl and/or maxbtDl) shall be included.
NOTE 3:	If the "EdgeApp_2” feature is supported, the "ipFlows" attribute within the "trafFilterInfo” attribute shall take the precedence over the "ipFlows" attribute when both are provided.



* * * * Next changes * * * *
[bookmark: _Toc85734392][bookmark: _Toc89431691][bookmark: _Toc97042503][bookmark: _Toc97045647][bookmark: _Toc97155392][bookmark: _Toc101521532][bookmark: _Toc138761813][bookmark: _Toc145708028][bookmark: _Toc160570521][bookmark: _Toc162008117]8.5.5.2.3	Type: SessionWithQoSPatch
Table 8.5.5.2.3-1: Definition of type SessionWIthQoSPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	ipFlows
	array(FlowDescription)
	O
	1..N
	Contains the flow description for the Uplink and/or Downlink IP flows.

(NOTE)
	

	trafFilterInfo
	TrafficFilterInfo
	O
	0..1
	Represents the traffic filter information.

This attribute may be present only if the "event" attribute is set to "UP_PATH_CHG","ACR_MONITORING" and/or "ACR_FACILITATION".

(NOTE)
	EdgeApp_2

	qosReference
	string
	O
	0..1
	Identifies a pre-defined QoS information.
	

	altQosReference
	array(string)
	O
	1..N
	Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
	

	events
	array(UserPlaneEvent)
	O
	1..N
	Indicates the event subscribed by the EAS.
	

	sponsorInformation
	SponsorInformation
	O
	0..1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	qosMonInfo
	QosMonitoringInformationRm
	O
	0..1
	Qos Monitoring information. It can be present when the event "QOS_MONITORING" is subscribed.
	

	notificationDestination
	Uri
	O
	0..1
	URI where the monitoring event notification should be delivered to.
	

	maxbrUl
	BitRateRm
	O
	0..1
	Indicates the (requested) maximum bandwidth in uplink.
	

	maxbrDl
	BitRateRm
	O
	0..1
	Indicates the (requested) maximum bandwidth in downlink.
	

	disUeNotif
	boolean
	O
	0..1
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	

	NOTE: 	If the "EdgeApp_2” feature is supported, the "ipFlows" attribute within the "trafFilterInfo” attribute shall take the precedence over the "ipFlows" attribute when both are provided.



[bookmark: _Toc85734444][bookmark: _Toc89431743][bookmark: _Toc97042555][bookmark: _Toc97045699][bookmark: _Toc97155444][bookmark: _Toc101521584][bookmark: _Toc138761852][bookmark: _Toc145708067][bookmark: _Toc160570560][bookmark: _Toc162008156]* * * * Next changes * * * *
8.6.5.1	General
This clause specifies the application data model supported by the API. Data types listed in clause 7.2 apply to this API
Table 8.6.5.1-1 specifies the data types defined specifically for the Eees_ACRManagementEvent API service.
Table 8.6.5.1-1: Eees_ACRManagementEvent API specific Data Types
	Data type
	Section defined
	Description
	Applicability

	AcrMgntEventFailureCode
	8.6.5.3.6
	Represents the reason for ACR Management subscription failure for an event.
	

	AcrMgntEventFilter
	8.6.5.3.4
	Represents the ACR Management Event filter.
	

	AcrMgntEventsSubscription
	8.6.5.2.2
	
	

	AcrMgntEventSubsc
	8.6.5.2.3
	
	

	AcrMgntEventsSubscriptionPatch
	8.6.5.2.4
	
	

	AcrMgntEventsNotification
	8.65.2.5
	
	

	AcrMgntEventReport
	8.6.5.2.6
	
	

	ACRParameters
	8.6.5.2.13
	Represents ACR parameters.
	EdgeApp_2

	ActStatus
	8.6.5.3.5
	Represents ACT status, i.e. ACT start or stop.
	

	AvailabilityNotif
	8.6.5.2.11
	Represents the availability information of user plane path management events monitoring via the 3GPP 5GC network.
	

	AvailabilityStatus
	8.6.5.3.7
	Represents the availability status.
	

	EasAckInformation
	8.6.5.2.15
	Represents the acknowledgement information from EAS in response to ACR notifications.
	EdgeApp_2

	EasInBundleInfo
	8.6.5.2.16
	Represents EAS in a bundle information.
	EdgeApp_2

	FailureAcrMgntEventInfo
	8.6.5.2.7
	
	

	AcrMgntEvent
	8.6.5.3.3
	
	

	IndtUeIdentification
	8.6.5.2.10
	Contains individual UE identification information.
	

	ResultCode
	8.6.5.3.8
	Contains the EAS acknowledgement response message.
	EdgeApp_2

	SelectedACRScenarios
	8.6.5.2.12
	Represents the selected ACR scenario(s) applicable for a given combination of AC and UE.
	EdgeApp_2

	TargetUeIdentification
	8.6.5.2.8
	Contains target UE(s) identification information.
	

	TrafficFilterInfo
	8.6.5.2.14
	Represents the traffic filter information.
	EdgeApp_2

	UpPathChangeInfo
	8.6.5.2.9
	Contains user plane path change information.
	



Table 8.6.5.1-2 specifies data types re-used by the Eees_ACRManagementEvent API service. 
Table 8.6.5.1-2: Re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	ACRScenario
	Clause 9.1.5.3.3
	Represent the ACR scenarios.
	EdgeApp_2

	EasCharacteristics
	3GPP TS 24.558 [14]
	Represents the EAS characteristics.
	

	DateTime
	3GPP TS 29.122 [6]
	
	

	Dnai
	3GPP TS 29.571 [8]
	Identifies a DNAI.
	

	DnaiChangeType
	3GPP TS 29.571 [8]
	
	

	DnaiChangeTypeRm
	3GPP TS 29.571 [8]
	
	

	DomainNameProtocol
	3GPP TS 29.122 [6]
	Indicates Represents the additional protocol and protocol field for domain names to be matched.
	EdgeApp_2

	Endpoint
	Clause 8.1.5.2.5
	Represents the endpoint information.
	

	ExternalGroupId
	3GPP TS 29.571 [8]
	Represents an external group of UEs.
	

	ExternalId
	3GPP TS 29.122 [6]
	Represents an external identifier of a UE.
	

	Gpsi
	3GPP TS 29.571 [8]
	
	

	GroupId
	3GPP TS 29.571 [8]
	Represents an internal group of UEs.
	

	IpAddr
	3GPP TS 29.571 [8]
	
	

	Ipv4Addr
	3GPP TS 29.122 [6]
	Identifying the IPv4 address of the UE.
	

	Ipv6Prefix
	3GPP TS 29.571 [8]
	Identifies an IPv6 Prefix.
	

	ReportingInformation
	3GPP TS 29.523 [13]
	
	

	RouteToLocation
	3GPP TS 29.571 [8]
	Describes the traffic routes to the locations of the application.
	

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of optional features.
	

	ServiceArea
	Clause 9.1.5.2.5
	Represents the topological and geographic areas.
	EdgeApp_2

	TestNotification
	3GPP TS 29.122 [6]
	This type represents a notification that can be sent to test whether a chosen notification mechanism works
	

	Uri
	3GPP TS 29.122 [6]
	
	

	WebsockNotifConfig
	3GPP TS 29.122 [6]
	This type represents configuration for the delivery of notifications over Websockets.
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8.6.5.2.3	Type: AcrMgntEventSubsc
Table 8.6.5.2.3-1: Definition of type AcrMgntEventSubsc
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	event
	AcrMgntEvent
	M
	1
	Indicates the subscribed ACR management event.
	

	eventFilter
	AcrMgntEventFilter
	O
	0..1
	Represents the event filter for the subscribed ACR management event.

This attribute may be provided only if the "event" attribute is set to "ACR_MONITORING".
	

	evtReq
	ReportingInformation
	O
	0..1
	Indicates the event reporting requirements (e.g. reporting periodicity, immediate reporting indication, etc).

(NOTE 1, NOTE 2)
	

	tgtUeId
	TargetUeIdentification
	C
	0..1
	Contains the UE identification information.

This attribute shall be provided only if the "event" attribute is set to either "UP_PATH_CHG", "ACR_MONITORING" or "ACR_FACILITATION".
	

	dnaiChgType
	DnaiChangeType
	O
	0..1
	Identifies a type of notification regarding UP path management event.

This attribute may be provided only if the "event" attribute is set to "UP_PATH_CHG".
	

	easAckInd
	boolean
	O
	0..1
	Identifies whether EAS acknowledgement of UP path change event notifications is to be expected.
Set to "true" if the EAS acknowledgement is expected. 
Set to "false" if the EAS acknowledgement is not expected.
Default value is "false".

This attribute may be provided only if the "event" attribute is set to "UP_PATH_CHG".
	

	easChars
	array(EasCharacteristics)
	O
	1..N
	Represents a list of EAS characteristics.

This attribute may be provided only if the "event" attribute is set to either "ACR_MONITORING" or "ACR_FACILITATION".
	

	trafFilterInfo
	TrafficFilterInfo
	O
	0..1
	Represents the traffic filter information.

This attribute may be present only if the "event" attribute is set to "UP_PATH_CHG", "ACR_MONITORING" and/or "ACR_FACILITATION".
	EdgeApp_2

	servContPlanInd
	boolean
	O
	0..1
	Contains the service continuity planning indication (i.e., whether or not the EES shall monitor whether the UE(s) enter the predicted location).

-	When set to "true", it indicates that service continuity planning is required.
-	When set to "false", it indicates that service continuity planning is not required.
-	The default value when this attribute is omitted is false.

This attribute may be present only when the "event" attribute is set to "ACR_MONITORING" or "ACR_FACILITATION".
	EdgeApp_2

	easAckSvcCont
	boolean
	O
	0..1
	Indicates that Whether the EAS will provide an acknowledgement as a response to the notification of ACR management notification related to service continuity planning.

-	When Sset to "true", itf indicates that the EAS acknowledgement is expected.
 -	When Sset to "false", it indicates if the EAS acknowledgement is not expected.
-	The Ddefault value is "false", when this attribute is omitted.

This attribute may be present only if the "event" attribute is set to "ACR_MONITORING" or "ACR_FACILITATION".
	EdgeApp_2

	NOTE 1:	The "evtReq" takes precedence over the "evtReq" attribute of the AcrMgntEventsSubscription data structure when both are present.
NOTE 2:	This attribute shall not be present when the "event" attribute is set to "ACT_START_STOP" or "ACR_SELECTION".
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8.7.5.2.4	Type: EECContextPush
Table 8.7.5.2.4-1: Definition of type EECContextPush
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eesId
	string
	M
	1
	Contains the identifier of the requesting entity (e.g., S-EES, CES) pushing the EEC context.
	

	eecCntx
	EECContext
	M
	1
	Contains the EEC Context to be relocated.
	

	tgtEas
	EndPoint
	O
	0..1
	Contains the endpoint information of the selected Application Server (e.g., T-EAS, CAS).
	EdgeApp_2

	acrScenariosSelReq
	boolean
	O
	0..1
	Contains the ACR scenarios selection request.

-	When set to "true", this attribute indicates to the EES to select the ACR scenarios list.
-	 When set to "false" or omitted, this attribute indicates to the EES not to select the ACR scenarios listthat ACR scenarios selection is not needed.

-	The default value when this attribute is omitted is "false".
	EdgeApp_2
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8.7.5.2.5	Type: EECContext
Table 8.7.5.2.5-1: Definition of type EECContext
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eecId
	string
	M
	1
	Contains the unique identifier of the EEC
	

	cntxId
	string
	M
	1
	Contains the unique identifier assigned to the EEC Context
	

	ueId
	Gpsi
	O
	0..1
	Contains the identifier of the UE hosting the EEC.
	

	e1Subs
	array(string)
	O
	1..N
	Contains the list of subscription IDs for the capability exposure for the EEC ID.
	

	ueLoc
	LocationArea5G
	O
	0..1
	Contains the latest available location information of the UE hosting the EEC.
	

	acProfs
	array(ACProfile)
	O
	1..N
	Contains the list of ACs profiles.
	

	sessCntxs
	SessionContexts
	O
	0..1
	Contains the list of associated Service Session Contexts.
	

	eecSrvContSupp
	EECSrvContinuitySupport
	O
	0..1
	Represents the service continuity support related information. 
	EdgeApp_2

	ueMobSuppInd
	boolean
	O
	0..1
	Contains the UE Mobility Support indication.

-	When set to "true", this attribute indicates that UE Mobility Support is required.
-	 When set to "false" or omitted, this attribute indicates that UE Mobility Support is not required.

-	The default value when this attribute is omitted is "false".
	EdgeApp_2
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9.2.2.2.3.1	GET
This method allows the service consumer to fetch the target Enabler Server information as specified in 3GPP TS 23.558 [2], from the ECS with a given discovery filters.
This method shall support the URI query parameters specified in table 9.2.2.2.3.1-1.
Table 9.2.2.2.3.1-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	ees-id
	string
	M
	1
	Unique identifier of the target Enabler Server.
	

	eas-id
	string
	M
	1
	Represents the application identifier of the source Application Server (e.g., S-EAS or CAS), e.g. URI, FQDN.
	

	target-dnai
	Dnai
	O
	0..1
	The DNAI information associated with the potential target Enabler Server(s) and/or target Application Server(s).
	

	ue-id
	Gpsi
	O
	0..1
	Identifier of the UE.
	

	ue-location
	LocationArea5G
	O
	0..1
	The location information of the UE.
	

	eec-srv-cont-supp
	EECSrvContinuitySupport
	O
	0..1
	Indicates whether the EEC supports service continuity or not and the related service continuity support information.
	EdgeApp_2

	ac-svc-cont-supp
	array(ACRScenario)
	O
	1..N 
	Indicates that the AC supports service continuity and contains the related service continuity support information (i.e., supported ACR scenarios).
	EdgeApp_2

	bdl-id
	string
	O
	0..1
	Contains the identifier of the EAS bundle.

This query parameter may be present only when the "bdl-type" query parameter is also present and set to "PROXY".
	EdgeApp_2

	bdl-type
	BdlType
	O
	0..1
	Contains the EAS bundle type.
	EdgeApp_2

	ens-ind
	boolean
	O
	0..1
	Indicates whether edge node sharing is requested.

-	When set to "true", it indicates that edge node sharing is requested.
-	When set to "false" (default if omitted), it indicates that node sharing is not requested.
	EdgeApp_2

	app-grp-id
	string
	O
	0..1
	Contains the application group identifier.

When this query parameter is provided, then it indicates that the request is for the retrieval of an EES list for the announcement of common EAS.
	EdgeApp_2



This method shall support the request data structures specified in table 9.2.2.2.3.1-2 and the response data structures and response codes specified in table 9.2.2.2.3.1-3.
Table 9.2.2.2.3.1-2: Data structures supported by the GET Request Body on this resource 
	Data type
	P
	Cardinality
	Description

	n/a
	
	
	



Table 9.2.2.2.3.1-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	ECSServProvResp
	M
	1
	200 OK
	The EDN configuration and the target Enabler Server information determined by the ECS based on the query parameters.

	NOTE:	The mandatory HTTP error status code for the HTTP GET method listed in Table 5.2.6-1 of 3GPP TS 29.122 [6] shall also apply.
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openapi: 3.0.0

info:
  title: EES EAS Registration_API
  description: |
    API for EAS Registration.  
    © 2024, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.
  version: 1.1.0-alpha.6

externalDocs:
  description: >
    3GPP TS 29.558 V18.5.0 Enabling Edge Applications;
    Application Programming Interface (API) specification; Stage 3
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.558/

servers:
  - url: '{apiRoot}/eees-easregistration/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 7.5 of 3GPP TS 29.558.

security:
  - {}
  - oAuth2ClientCredentials: []

paths:
  /registrations:
    post:
      summary: Creates a new Individual EAS Registration resource
      operationId: CreateEASRegistration
      tags:
        - EAS Registrations (Collection)
      description: Registers a new EAS at an EES.
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/EASRegistration'
      responses:
        '201':
          description: EAS information is registered successfully at EES.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EASRegistration'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

  /registrations/{registrationId}:
    get:
      summary: Read an Individual EAS Registration resource
      operationId: ReadIndEASRegistration
      tags:
        - Individual EAS Registration (Document)
      description: Retrieve an Individual EAS registration resource.
      parameters:
        - name: registrationId
          in: path
          description: Registration Id.
          required: true
          schema:
            type: string
      responses:
        '200':
          description: OK (The EAS registration information at the EES).
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EASRegistration'
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '406':
          $ref: 'TS29122_CommonData.yaml#/components/responses/406'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    put:
      summary: Update an Individual EAS Registration resource
      operationId: UpdateIndEASRegistration
      tags:
        - Individual EAS Registration (Document)
      description: Fully replace an existing EAS Registration resource.
      parameters:
        - name: registrationId
          in: path
          description: EAS registration Id.
          required: true
          schema:
            type: string
      requestBody:
        required: true
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/EASRegistration'
      responses:
        '200':
          description: OK (The EAS registration information is updated successfully).
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EASRegistration'
        '204':
          description: >
            No Content. The individual EAS registration information is updated successfully.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    patch:
      summary: Modify an Individual EAS Registration resource
      operationId: ModifyIndEASRegistration
      tags:
        - Individual EAS Registration (Document)
      description: Partially update an existing EAS Registration resource.
      parameters:
        - name: registrationId
          in: path
          description: EAS registration Id.
          required: true
          schema:
            type: string
      requestBody:
        description: Partial update of an existing EAS registration resource.
        required: true
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/EASRegistrationPatch'
      responses:
        '200':
          description: >
            The Individual EAS registration is successfully modified and the updated
            registration information is returned in the response.
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/EASRegistration'
        '204':
          description: >
             No Content. The individual EAS registration information is updated successfully.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '411':
          $ref: 'TS29122_CommonData.yaml#/components/responses/411'
        '413':
          $ref: 'TS29122_CommonData.yaml#/components/responses/413'
        '415':
          $ref: 'TS29122_CommonData.yaml#/components/responses/415'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

    delete:
      summary: Delete an Individual EAS Registration resource
      operationId: DeleteIndEASRegistration
      tags:
        - Individual EAS Registration (Document)
      description: Delete an existing EAS registration at EES.
      parameters:
        - name: registrationId
          in: path
          description: EAS registration Id.
          required: true
          schema:
            type: string
      responses:
        '204':
          description: The individual EAS registration is deleted.
        '307':
          $ref: 'TS29122_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29122_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29122_CommonData.yaml#/components/responses/400'
        '401':
          $ref: 'TS29122_CommonData.yaml#/components/responses/401'
        '403':
          $ref: 'TS29122_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29122_CommonData.yaml#/components/responses/404'
        '429':
          $ref: 'TS29122_CommonData.yaml#/components/responses/429'
        '500':
          $ref: 'TS29122_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29122_CommonData.yaml#/components/responses/503'
        default:
          $ref: 'TS29122_CommonData.yaml#/components/responses/default'

components:
  securitySchemes:
    oAuth2ClientCredentials:
      type: oauth2
      flows:
        clientCredentials:
          tokenUrl: '{tokenUrl}'
          scopes: {}

  schemas:
    EASRegistration:
      type: object
      description: Represents an EAS registration information.
      properties:
        easProf:
          $ref: '#/components/schemas/EASProfile'
        expTime:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DateTime'
        suppFeat:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      required:
        - easProf

    EASProfile:
      type: object
      description: Represents the EAS profile information.
      properties:
        easId:
          type: string
          description: Identifier of the EAS.
        endPt:
          $ref: '#/components/schemas/EndPoint'
        allowedPlmnId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnIdNid'
        easBdlInfos:
          type: array
          items:
            $ref: '#/components/schemas/EASBundleInfo'
          minItems: 1
        acIds:
          type: array
          items:
            type: string
          minItems: 1
          description: Identities of application clients that are served by the EAS.
        provId:
          type: string
          description: Identifier of the ASP that provides the EAS.
        type:
          $ref: '#/components/schemas/EASCategory'
        flexEasType:
          type: string
          description: The EAS type with flexible value set.
        scheds:
          type: array
          items:
            $ref: 'TS29122_CpProvisioning.yaml#/components/schemas/ScheduledCommunicationTime'
          minItems: 1
          description: The availability schedule of the EAS.
        svcArea:
          $ref: 'TS29558_Eecs_EESRegistration.yaml#/components/schemas/ServiceArea'
        svcKpi:
          $ref: '#/components/schemas/EASServiceKPI'
        permLvl:
          type: array
          items:
            $ref: '#/components/schemas/PermissionLevel'
          minItems: 1
          description: level of service permissions supported by the EAS.
        easFeats:
          type: array
          items:
            type: string
          minItems: 1
          description: Service specific features supported by EAS.
        appLocs:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/RouteToLocation'
          minItems: 1
          description: List of DNAI(s) and the N6 traffic information associated with the EAS.
        svcContSupp:
          type: array
          items:
            $ref: 'TS29558_Eecs_EESRegistration.yaml#/components/schemas/ACRScenario'
          minItems: 1
          description: The ACR scenarios supported by the EAS for service continuity.
        svcContSuppExt1:
          type: array
          items:
            $ref: '#/components/schemas/EASBundleInfo'
          minItems: 1
          description: >
            Represents the information related to the EAS ability to handle bundled EAS ACRs.
            This attribute may be present only when the "svcContSupp" attribute is also present.
            When this attribute is present, it indicates that the EAS (identified by the "easId"
            attribute) is able to handle bundled EAS ACRs and contains the information of the EAS
            bundle(s) for which the EAS is able to handle bundled EAS ACRs.
        transContSupp:
          $ref: '#/components/schemas/TransContSuppDetails'
        avlRep:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
        status:
          type: string
          description: EAS status information.
        genCtxDur:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/DurationSec'
        easSyncSupp:
          type: boolean
          default: false
          description: >
            Set to true to indicate that content synchronization between EASs is supported.
            Set to false to indicate that content synchronization between EASs is not supported.
            The default value when this attribute is omitted is false.
      required:
        - easId
        - endPt
      not:
        required: [ type, flexEasType ]

    EASRegistrationPatch:
      type: object
      description: Represents partial update request of individual EAS registration information.
      properties:
        easProf:
          $ref: '#/components/schemas/EASProfile'
        expTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/DateTimeRm'

    EASServiceKPI:
      type: object
      description: Represents the EAS service KPI information.
      properties:
        maxReqRate:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        maxRespTime:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        avail:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        avlComp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        avlGraComp:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        avlMem:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        avlStrg:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uinteger'
        connBand:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/BitRate'

    EASBundleInfo:
      type: object
      description: Represents the EAS bundle information.
      properties:
        bdlType:
          $ref: '#/components/schemas/BdlType'
        bdlId:
          type: string
          description: Indicates a bundle ID.
        easIdsList:
          type: array
          items:
            type: string
          minItems: 1
        easBdlReqs:
          $ref: '#/components/schemas/EASBdlReqs'
        mainEasId:
          type: string
      required:
        - bdlType
      anyOf:
        - required: [bdlId]
        - required: [easIdsList]

    EASBdlReqs:
      type: object
      description: Represents the EAS bundle requirements.
      properties:
        coordinatedEasDisc:
          type: boolean
          default: false
          description: >
            Set to true to indicate that coordianted EAS discovery is required.
            Set to false to indicate that coordianted EAS discovery is not required.
            The default value when this attribute is omitted is false.
        coordinatedAcr:
          $ref: '#/components/schemas/CoordinatedAcrReqs'
        affinity:
          $ref: '#/components/schemas/Affinity'

    CoordinatedAcrReqs:
      type: object
      description: Represents the coordinated ACR related requirements for an EAS bundle.
      properties:
        coordinatedAcrInd:
          type: boolean
          default: false
          description: >
            Set to true to indicate that coordianted ACR is required.
            Set to false to indicate that coordianted ACR is not required.
            The default value when this attribute is omitted is false.
        failureAction:
          $ref: '#/components/schemas/FailureAction'
      required:
        - coordinatedAcrInd

    EndPoint:
      type: object
      description: The end point information to reach EAS.
      properties:
        fqdn:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Fqdn'
        ipv4Addrs:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv4Addr'
          minItems: 1
          description: IPv4 addresses of the edge server.
        ipv6Addrs:
          type: array
          items:
            $ref: 'TS29122_CommonData.yaml#/components/schemas/Ipv6Addr'
          minItems: 1
          description: IPv6 addresses of the edge server.
        uri:
          $ref: 'TS29122_CommonData.yaml#/components/schemas/Uri'
      oneOf:
        - required: [uri]
        - required: [fqdn]
        - required: [ipv4Addrs]
        - required: [ipv6Addrs]

    PermissionLevel:
      anyOf:
      - type: string
        enum:
          - TRIAL
          - GOLD
          - SILVER
          - OTHER
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: |
        Indicates the level of service permissions supported by the EAS.  
        Possible values are:
        - TRIAL: Level of service permission supported is TRIAL.
        - GOLD: Level of service permission supported is GOLD.
        - SILVER: Level of service permission supported is SILVER.
        - OTHER: Any other level of service permissions supported.

    EASCategory:
      anyOf:
      - type: string
        enum:
          - UAS
          - V2X
          - SEAL_SEALDD_SERVERS
          - OTHER
      - type: string
        description: >
          This string provides forward-compatibility with future
          extensions to the enumeration but is not used to encode
          content defined in the present version of this API.
      description: |
        Indicates the category or type of the EAS.  
        Possible values are:
        - UAS: Indicates that the EAS category is for UAS services.
        - V2X: Category of EAS is for V2X Services.
        - SEALDD: Indicates that the EAS category is SEALDD Server for SEALDD services.
        - OTHER: Any other type of EAS category.

    TransContSuppDetails:
      type: object
      description: >
        Represents the detailed information about the EAS (e.g. SEALDD Server) capability for
        seamless transport layer service continuity.
      properties:
        transProtocs:
          type: array
          items:
            $ref: '#/components/schemas/TransportProtocol'
          minItems: 1
          description: >
            Indicates the transport layer protocols supported for EAS context transfer using
            the seamless transport layer service continuity capability.
      required:
        - transProtocs

    TransportProtocol:
      anyOf:
      - type: string
        enum:
          - QUIC
          - TCP
          - TCP_TLS
      - type: string
        description: >
          This string provides forward-compatibility with future extensions to the enumeration
          and is not used to encode content defined in the present version of this API.
      description: |
        Indicates the transport layer protocol.  
        Possible values are:
        - QUIC: Indicates the QUIC protocol.
        - TCP: Indicates the Transmission Control (TCP) Protocol.
        - TCP_TLS: Indicates the Transmission Control Protocol (TCP) with Transport Layer Security
          (TLS) protocol.

    BdlType:
      anyOf:
      - type: string
        enum:
          - DIRECT
          - PROXY
      - type: string
        description: >
          This string provides forward-compatibility with future extensions to the enumeration and
          is not used to encode content defined in the present version of this API.
      description: |
        Represents the EAS Bundle type.  
        Possible values are:
        - DIRECT: Indicates that the EAS Bundle type is direct bundle.
        - PROXY: Indicates that the EAS Bundle type is proxy bundle.

    Affinity:
      anyOf:
      - type: string
        enum:
          - STRONG
          - PREFERRED
          - WEAK
      - type: string
        description: >
          This string provides forward-compatibility with future extensions to the enumeration and
          is not used to encode content defined in the present version of this API.
      description: |
        Represents the affinity requirements of an EAS bundle.  
        Possible values are:
        - STRONG: Indicates that the affinity is strong, i.e., all the EASs of the bundle shall be
          in the same EDN.
        - PREFERRED: Indicates that the affinity is preferred, i.e., it is preferred nice to have all the EASs
          EASs of the bundle in the same EDN, but it is not essential.
        - WEAK: Indicates that the affinity is weak, i.e., it is not essential to have all the EASs
          of the bundle in the same EDN.

    FailureAction:
      anyOf:
      - type: string
        enum:
          - CANCEL
          - PROCEED
      - type: string
        description: >
          This string provides forward-compatibility with future extensions to the enumeration and
          is not used to encode content defined in the present version of this API.
      description: |
        Represents the EAS bundle related failure action during ACR.  
        Possible values are:
        - CANCEL: Indicates that ACR shall be cancelled for the other EAS(s) of the bundle for which
          ACR is not failed.
        - PROCEED: Indicates that ACR shall proceed for the other EAS(s) of the bundle for which
          ACR is not failed.

* * * * End of changes * * * *
