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1. Reason for Change
The media types for the Sdd_RegularTransmissionConnection API needs correction as more than one media type should be used for proper operation.
2. Proposal
[bookmark: OLE_LINK132][bookmark: OLE_LINK133]It is proposed to agree the following changes to 3GPP TS 24.543 v1.3.0.
3. Revision history
-	

[bookmark: OLE_LINK113][bookmark: _Hlk61529092]* * * First Change * * * *
[bookmark: _Toc164931973][bookmark: _Toc154277430][bookmark: _Toc138360446][bookmark: _Toc164931869]7.2.2.3	SDDM client CoAP procedure
[bookmark: OLE_LINK87][bookmark: _Toc138360447]In order to request an SEALDD regular transmission connection establishment to the SDDM-S, the SDDM-C shall send a CoAP POST request message to the SDDM-S according to procedures specified in IETF RFC 7252 [13]. In the CoAP POST request, the SDDM-C:
[bookmark: OLE_LINK21][bookmark: OLE_LINK22]a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-S as specified in clause A.4.1.1 with;
1)	the "apiRoot" set to the SDDM-S URI; and
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-establishment-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
c)	shall include a "EstablishmentRequest" object:
1)	shall include a "requestorId" attribute set to "sealddclient";
2)	shall include a "sealddFlowId" attribute set to the identity of the SDDM flow used by the SDDM-C and SDDM-S to identify the application traffic;
3)	shall include a "serverId" attribute set to the information of the VAL server;
4)	shall include an "endpointId" attribute set to the information of the endpoint of the selected VAL server to which the SDMM regular transmission connection establishment request has to be sent;
5)	may include a "valServiceId" attribute set to the VAL service identity of the vertical application;
6)	may include a "userPlaneAddress" attribute specifying the identity of the IP address of the traffic;
7)	may include a"portNumber" attribute specifying the identity of the port number of the traffic;
8)	may include a "url" attribute specifying the address of a given unique resource on the Web for the traffic;
9)	may include a "transportLayerProtocol" attribute specifying the transport layer protocol for the traffic; and
10)	may include a "valUserId" attribute set to the identity of the VAL user or the identity of the SDDM-C acting as the VAL UE and performing the request; and
c)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
Upon receiving a CoAP POST request where the CoAP URI of the CoAP POST request identifies the establishment resource as specified in clause Annex A.3.1.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-establishment-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	an "EstablishmentRequest" object;
[bookmark: OLE_LINK90][bookmark: OLE_LINK91]the SDDM-C shall generate a CoAP POST response according to IETF RFC 7252 [13]. In the CoAP POST response message, the SDDM-C:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-establishment-res-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to create the SDDM regular transmission connection resource pointed at by the CoAP URI with the content of "EstablishmentRequest" object received in the request and:
[bookmark: OLE_LINK92][bookmark: OLE_LINK99][bookmark: OLE_LINK100]1)	if successfully created, shall include a "EstablishmentResponse" object in the CoAP POST 2.01 (Created) response message;
i)	shall include a "result" attribute set to "success"; and
ii)	may include a "userPlaneAddress" attribute specifying the identity of the IP address of the traffic;
iii)	may include a "portNumber" attribute specifying the identity of the port number of the traffic;
iv)	may include a "url" attribute specifying the address of a given unique resource on the Web for the traffic; and
v)	may include a "transportLayerProtocol" attribute specifying the transport layer protocol for the traffic; or
[bookmark: OLE_LINK93][bookmark: OLE_LINK94][bookmark: OLE_LINK101]2)	otherwise, shall include a "EstablishmentResponse" object with a "result" attribute set to "failure" and a "cause" attribute specifying the cause of the failure of the operation, e.g. VAL client error in the CoAP POST response; and
c)	shall send the CoAP POST response towards the SDDM-S.
[bookmark: _Toc164931870]* * * Next Change * * * *
7.2.2.4	SDDM server CoAP procedure
[bookmark: OLE_LINK89][bookmark: OLE_LINK88]Upon receiving a CoAP POST request where the CoAP URI of the CoAP POST request identifies the establishment resource as specified in clause Annex A.3.1.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-establishment-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "EstablishmentRequest" object;
the SDDM-S shall generate a CoAP POST response according to IETF RFC 7252 [13]. In the CoAP POST response message, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-establishment-res-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to create the SDDM regular transmission connection resource pointed at by the CoAP URI with the content of "EstablishmentRequest" object received in the request and:
1)	if successfully created, shall include an "EstablishmentResponse" object in the CoAP POST 2.01 (Created) response message;
i)	shall include a "result" attribute set to "success"; and
ii)	may include a "userPlaneAddress" attribute specifying the identity of the IP address of the traffic;
iii)	may include a "portNumber" attribute specifying the identity of the port number of the traffic;
iv)	may include a "url" attribute specifying the address of a given unique resource on the Web for the traffic; and
v)	may include a "transportLayerProtocol" attribute specifying the transport layer protocol for the traffic; or
2)	otherwise, shall include an "EstablishmentResponse" object with a "result" attribute set to "failure" and a "cause" attribute specifying the cause of the failure of the operation, e.g. VAL client error in the CoAP POST response; and
c)	shall send the CoAP POST response towards the SDDM-C.
In order to request an SDDM regular transmission connection establishment to the SDDM-C, the SDDM-S shall send a CoAP POST request message to the SDDM-C according to procedures specified in IETF RFC 7252 [13]. In the CoAP POST request, the SDDM-S:
a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-C as specified in clause A.4.1.1 with;
1)	the "apiRoot" set to the SDDM-C URI; and
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-establishment-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
c)	shall include an "EstablishmentRequest" object:
1)	shall include a "requestorId" attribute set to "sealddserver";
2)	shall include a "sealddFlowId" attribute set to the identity of the SDDM flow used by the SDDM-C and SDDM-S to identify the application traffic;
3)	shall include an "endpointId" attribute set to the information of the endpoint of the selected VAL server to which the SDMM regular transmission connection establishment request has to be sent;
4)	shall include a "sealddCommunicationLifetime" attribute set to the information of the data delivery communication lifetime;
5)	may include a "valServiceId" attribute set to the VAL service identity of the vertical application;
6)	may include a "userPlaneAddress" attribute specifying the identity of the IP address of the traffic;
7)	may include a"portNumber" attribute specifying the identity of the port number of the traffic;
8)	may include a "url" attribute specifying the address of a given unique resource on the Web for the traffic;
9)	may include a "transportLayerProtocol" attribute specifying the transport layer protocol for the traffic; and
10)	may include a "valUserId" attribute set to the identity of the VAL user or the identity of the SDDM-C acting as the VAL UE and performing the request; and
c)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
* * * Next Change * * * *
[bookmark: _Toc164931874]7.2.3.3	SDDM client CoAP procedure
In order to request the release of an SEALDD regular data transmission connection to the SDDM-S, the SDDM-C shall send a CoAP DELETE request message to the SDDM-S according to procedures specified in IETF RFC 7252 [13]. In the CoAP DELETE request, the SDDM-C:
[bookmark: OLE_LINK78][bookmark: OLE_LINK79]a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-S as specified in clause A.4.1.1 with;
1)	the "apiRoot" set to the SDDM-S URI; and
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-release-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor";
c)	shall include a "ReleaseRequest" object:
1)	shall include a "sealClientId" attribute set to the identity of the SDDM-C;
2)	shall include a "sealddFlowId" attribute set to the identity of the SDDM flow used by the SDDM-C and SDDM-S to identify the application traffic; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
Upon receiving a CoAP DELETE request where the CoAP URI of the CoAP DELETE request identifies the release resource as specified in Annex A.3.1.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-release-req-info+cborapplication/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "ReleaseRequest" object;
the SDDM-C shall generate a CoAP DELETE response according to IETF RFC 7252 [13]. In the CoAP DELETE response message, the SDDM-C:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to release the SDDM regular transmission connection resource pointed at by the CoAP URI with the content of "ReleaseRequest" object received in the request and:
1)	if successfully release, shall use the CoAP DELETE 2.02 (Deleted) response message; or
2)	otherwise, shall include an error response in the CoAP DELETE response as specified in Annex A.3.1.2.2.3.2; and
c)	shall send the CoAP DELETE response towards the SDDM-S.
[bookmark: _Toc164931875]* * * Next Change * * * *
7.2.3.4	SDDM server CoAP procedure
Upon receiving a CoAP DELETE request where the CoAP URI of the CoAP DELETE request identifies the release resource as specified in Annex A.4.1.1, and containing:
a)	a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor", and
b)	a "ReleasetRequest" object;
the SDDM-S shall generate a CoAP DELETE response according to IETF RFC 7252 [13]. In the CoAP DELETE response message, the SDDM-S:
a)	shall include a Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
b)	shall attempt to release the SDDM regular transmission connection resource pointed at by the CoAP URI with the content of "ReleaseRequest" object received in the request and:
1)	if successfully created, shall use the CoAP DELETE 2.02 (Deleted) response message; or
2)	otherwise, shall include an error response in the CoAP DELETE response as specified in Annex A.4.1.2.2.3.2; and
c)	shall send the CoAP DELETE response towards the SDDM-C.
In order to request the release of an SDDM regular data transmission connection to the SDDM-C, the SDDM-S shall send a CoAP DELETE request message to the SDDM-C according to procedures specified in IETF RFC 7252 [13]. In the CoAP DELETE request, the SDDM-S:
[bookmark: OLE_LINK82]a)	shall include a CoAP URI set to the URI corresponding to the identity of the SDDM-C as specified in clause A.3.1.1 with;
1)	the "apiRoot" set to the SDDM-C URI; and
b)	shall include Content-Format option set to "application/vnd.3gpp.seal-data-delivery-info+cbor";
c)	shall include an "ReleaseRequest" object:
1)	shall include a "serverId" attribute set to the identity of the SDDM-S;
2)	shall include a "sealddFlowId" attribute set to the identity of the SDDM flow used by the SDDM-C and SDDM-S to identify the application traffic; and
d)	shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [7].
A.3.1.6	Media Types
The media type for a request to establish an SDDM regular transmission connection shall be "application/vnd.3gpp.seal-data-delivery-establishment-req-info+cbor".
[bookmark: _Toc98783322][bookmark: _Toc162966385]The media type for a response of establishing an SDDM regular transmission connection shall be "application/vnd.3gpp.seal-data-delivery-establishment-res-info+cbor".
The media type for a request to release an SDDM regular transmission connection shall be "application/vnd.3gpp.seal-data-delivery-release-req-info +cbor".
A.3.1.7	Media Type registration template for application/vnd.3gpp.seal-data-delivery-establishment-req-info+cbor
Type name: application
Subtype name: vnd.3gpp.seal-data-delivery-establishment-req-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "EstablishmentRequest" data type in 3GPP TS 24.543 clause A.3.1.3.2.1 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
A.3.1.8	Media Type registration template for application/vnd.3gpp.seal-data-delivery-establishment-res-info+cbor
Type name: application
Subtype name: vnd.3gpp.seal-data-delivery-establishment-res-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "EstablishmentResponse" data type in 3GPP TS 24.543 clause A.3.1.3.2.2 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
A.3.1.9	Media Type registration template for application/vnd.3gpp.seal-data-delivery-release-req-info+cbor
Type name: application
Subtype name: vnd.3gpp.seal-data-delivery-release-req-info+cbor
Required parameters: none
Optional parameters: none
Encoding considerations: Must be encoded as using IETF RFC 8949 [17]. See "ReleaseRequest" data type in 3GPP TS 24.543 clause A.3.1.3.2.2 for details.
Security considerations: See Section 10 of IETF RFC 8949 [17] and Section 11 of IETF RFC 7252 [13].
Interoperability considerations: Applications must ignore any key-value pairs that they do not understand. This allows backwards-compatible extensions to this specification.
Published specification: 3GPP TS 24.543 "Data Delivery Management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification", available via http://www.3gpp.org/specs/numbering.htm.
Applications that use this media type: Applications supporting the SEAL data delivery management procedures as described in the published specification.
Fragment identifier considerations: Fragment identification is the same as specified for "application/cbor" media type in IETF RFC 8949 [17]. Note that currently that RFC does not define fragmentation identification syntax for "application/cbor".
Additional information:
Deprecated alias names for this type: N/A
Magic number(s): N/A
File extension(s): none
Macintosh file type code(s): none
Person & email address to contact for further information: <MCC name>, <MCC email address>
Intended usage: COMMON
Restrictions on usage: None
Author: 3GPP CT1 Working Group/3GPP_TSG_CT_WG1@LIST.ETSI.ORG
Change controller: <MCC name>/<MCC email address>
* * * End of Changes * * * *

